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Introduction to ExtremeGuest Essentials

ExtremeGuest Essentials is a comprehensive guest management and engagement solution that customizes
engagement by analyzing customer behavior and interest, and then tailoring services based on those insights.
For example, using metrics that can be measured through ExtremeGuest Essentials, you can track how many
customers use the guest network, how often they visit, and how much time they spend on the guest network..

It includes a customizable Dashboard that provides a holistic view of user data at the entity level or for
individual sites. You can use the dashboard graphs and themes to create customized dashboards providing a
comprehensive overview of user trends and engagement.

ExtremeGuest Essentials utilizes social networking behavior to increase patronage, expand brand exposure,
and understand client demographics and preferences in a more comprehensive and personal way. Guest
onboarding with sponsor approval is supported, allowing a sponsor to approve or deny guest access with a
single click.

Use ExtremeGuest Essentials to configure and implement user notification policies and rules to specify the
method used for all types of communication with guest user, such as communicating the passcode to newly
registered guest users or sending a report to specified guest users.

Onboarding policies are used by ExtremeGuest Essentials to give flexibility when determining hotspot user
access. Policies are matched to the hotspot user based on onboarding rules. Then the matching policy with the
highest precedence number is used to onboard the hotspot user. An onboarding policy consists of one or more
match criteria that are used to filter guests and apply an action..

ExtremeGuest Essentials includes a summary of captive portal splash templates. These splash templates are
either customized-system templates or user-defined templates. The System Templates tab displays a
summary of available captive portal splash screen templates, which you can use to download a system
template and customize it to suit your requirements, clone a system template, or view a summary of networks
to splash templates mapping.

The User Templates provide a robust, easy-to-use splash template builder wizard. Use the wizard's 'drag &
drop' elements, color, text, and language customization tools and logo upload options to create your branded
captive portal web pages, as well as the addition of photos and video.

You can analyze client and online user details at the site level. You can access a summary of all client status, as
well as detailed information for each client. Drill down to the site level to view online and blocked user details
for a specific site.

© 2022 Extreme Networks, Inc. All rights reserved. / 4
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Initial Setup for ExtremeGuest Essentials

To set up ExtremeGuest Essentials, you will create a network policy, onboard a device, and launch the
ExtremeGuest Essentials app. Follow these steps:

1. Log into ExtremeCloud IQ.

ExtremeCloud IQ

|Q Mobile Companion
Scan and onboard your wired and wireless devices
Assign location and network policies
Upload and view device images and video

Password
And More.

LOGIN

Forgot your password?

Don't have an account?

= Extreme

Figure 1. Login Screen
2. Set up the Network Policies:
a. Select Configure > Network Policies > ADD NETWORK POLICY

| ExtremeCloud 1 Pilot

o5 CONFIGURE E

Network Policles

ADD NETWORK POLICY POLICY SETUP
Common Objects “

Users 302W @ es
Guest Essentlals Users 1 SSID = 18
test-Guest Unsecured (Open) Net.. 1 Spo
1 DEVICE TEMPLATE = 2D
AP_302wW ) AP_
AP_

‘ ADD NETWORK | ‘ ADD DEVICE TEMPLATE | ‘

Figure 2: Add Network Policy
b. Enter a Policy Name

c. Select Save

© 2022 Extreme Networks, Inc. All rights reserved.
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. _MExtremeCloud1Q Pilot

Network Policies -~ New Poli...

POLICY DETAILS WIRELESS NETWORKS DEVICE TEMPLATES ROUTER SETTINGS

New Policy

What type of policy are you creating?

B wireless Switching Routing

CONFIGURE - NETWORK POLICIES

Please name your policy

Policy Name *

Description

Enable Presence Analytics

> EXIT

Figure 3: Policy Details
3. Set up the Wireless Networks:
a. Select the WIRELESS NETWORKS tab
b. Select the +icon

_._NExtremeCloud 1Q Pilot
Network Policies - test2 - All SSIDs

POLICY DETAILS 'WIRELESS NETWORKS

Wireless Networks

5= 1 Assign SSIDs using Classlification Rules
SSID

Figure 4. Add Wireless Networks

CONFIGURE - NETWORK POLICIES

c. Enter a Name (SSID)

d. Enter a Broadcast Name

e. Under SSID Authentication, select Open
f.  (Optional) Assign a VLAN

g. Select SAVE

© 2022 Extreme Networks, Inc. All rights reserved.
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| _|ExtremeCloud 1Q Pilot Q % a2 O =

Broadcast Name * WIEH Radlo (5 GHz only)

@
g WIF12 Radlo (6 GHz only)
3
2
a
x
] SSID Usage
o
H
£
H ssio MAC
w
E
o0 Enterprise O Personal 8 ) > Open
<] il Private Pre-Shared Ke: WEP
2 (0 wea/ weaz/ weas M) WP/ WPA2/ WPAS & v o] O unsecured
z
]
S ‘ »

Enable Captive Web Portal

User Access Settings n

Configure your QoS, VLAN, Firewall policies, and Traffic Tunneling

Default User Profile  default-profile 4. =
VLAN:1

Apply a different user profile to various clients and user groups.

Additional Settings ¢
Configure your Avallabllity Scheduling, Security Controls, Optional Settings, and Client Monitoring

Figure 5: Wireless configuration

4. Add the corresponding device templates:

a. Select the DEVICES TEMPLATES tab (See Figure 3: Policy Details for the location of the Device
Templates tab)

b. Select the # icon and a device from the list

c. Give the template a name

d. Under the WifiO and Wifil tabs, select as Client Access mode.
e. Select SAVE TEMPLATE

M ExtremeCloud 1Q Pilot Q it a O =

CONFIGURATION ASSIGN SELECT ALL PORTS POI!S

Device Configuration
o ExtremeCloud IQ o ConsoLE o e

Advanced Settings % @ G

Wireless Interfaces v
Control actions from the Access Point's WI-FI ports
Note: Please ensure the radio profile setting conforms to the regulatory channel and transmit power.

CONFIGURE - NETWORK POLICIES

WiFio Wi

External Antenna n
Omni -

External antenna only for AP122X, AP245X, and AP1130

Radlo Status Em

Radio Mode 80211g/n

Radio Profiie radio_ng_ng0 -+ WO

Note: Only the APS10C, AP510CX, AP550, APG50, APG50X, AP305C, AP305CX, AP302W, AP410C, AP460C,
APA60S6C, and AP460S12C supports MU-MIMO on Its WI-FIO Interface

Radio Usage Client Mode Client Access Backhaul Mesh Link Sensor

Enable SDR (Software Deflned Radloy
Dynamic selection of radlo band

> EXIT CANCEL SAVE TEMPLATE

Figure 6: Device Templates configuration

© 2022 Extreme Networks, Inc. All rights reserved. /
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5. Onboard a device:
a. Select Manage > Devices
b. Select + > Advanced Onboarding
c. Select either Deploy your devices to the cloud or Deploy your devices locally
d. Select Let’s Get Started!

e. Refer to the online Onbording Getting Started Guide for the complete onboarding procedure.

ExtremeCloud |1Q Pilot

[H  MANAGE [1 CONNECTION STATUS By s
a 1 Online / 1 Offline s
Summary T Default View
+ 1 2 0
Planning ) :
Quick Add Devices
Devices Advanced@\bcarding \ME POLICY
Client 360 |:| a 0‘ @ AH-57f000 essentials
Q06 _
Users L] 5) PLM-Flo-2173 essentials

Figure 7: Device onboarding

6. When the device is reported online in ExtremeCloud 1Q, assign the location and the network policy you
created in step 2 on page 4.

ExtremeCloud 1Q Pilot

{1 CONNECTION STATUS {3 TOTAL APPS 0 CLIENTS 0 USERS 0
1 Online /
h 8 Default View
+ L /08 Q

STATUS HOSTNAME 4 | PoLicy UPTIME e res CLIENTS  MAC LocaATION  fERIAL # FEATURELICENSE  DEVIC
@ Au-s71000 essentials  |N/A 101013197 © 40882F57F0] PLM LAB > 302201208024 Pilot

ala] - , ,

) PLM-Flo-2175 | essentials [10d 4h52m 101013186 O BCF3105EB44 PLM LAB >: baio200520217: Pilot

@ SIM-4DA594 | Assign Policy|n/a 192168151226 O FF50DE4DAS PLM LAB > Pso9i83642790 Not |

Figure 8: Policy name and location

© 2022 Extreme Networks, Inc. All rights reserved. /
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7. After the very first onboarding and assignment of the network policy, perform a complete CONFIG
PUSH on the onboarded AP.

a. Select a device or devices.

b. Select UPDATE DEVICES

Default View j Showing 3 of 3 | 1 Selected | Select: All Pages, None
+ L /7 0 Q  uTILITIES ACTIONS o UPDATE DEVICES mo
NETWORK MGT IP
= STATUS HOST NAME - POLICY UPTIME ADDRESS C? FEATURE LICENSE DEVICE LICENSE MODEL NTP STATE 0S5 VERSION
0@ au-s7r000 essentials  N/A 101013197 Of 8024 Pilot APZ0ZW Enabled 10340
%G @ PLM-Flo-2173  essentials  15d 4h 50m 101013186 0! 0217, Pilot APAIOC Enabled 10.4.4.0
G ®0 SIM-4DAS94  Assign Palicy N/A 192168151226 0§ 2790 Not Required AP46OC Enabled 104400

oo

»

L.

Figure 9: Update Devices
c. Select Update Network Policy and Configuration and then Complete Configuration Update

d. Select PERFORM UPDATE

Device Update

2 devices will be updated Device List may need to be reloaded/refreshed to see some changes due to the update.

Update Network Policy and Configuration

Delta Configuration Update
Update device with changed configuration.

© Complete Configuration Update
Update device with all configurations. Used to reset device to ExtremeCloud IQ configuration settings. (Supported
only on devices running HOS or IQE Firmware)

Upgrade IQ Engine and Extreme Network Switch Images
Activation Time for Extreme Networks Devices Running Images

vate at next reboot (requires rebooting manually)

Figure 10: Update Network Policy and Configuration
8. Launch ExtremeGuest Essentials:

a. Select Essentials > Extreme Guest

", _BExtremeCloud 1Q Pilot
HH ESSENTIALS
ExtremelOT Essentlals

Extreme AirDefense

| Extr@ﬁle Guest

Hio Extreme Location

Figure 11: Select Extreme Guest

b. Select Enable

© 2022 Extreme Networks, Inc. All rights reserved. /
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. NExtremeCloud 1Q Pilot Q #% © a2 8 [ =

ExtremeGuest Essentials

Guest Access and Analytics

Want to know more about ExtremeGuest Essentials?

o

ESSENTIALS - EXTREME GUEST

Cloud-managed Enable
Guest Access & Analytics Enable to explore Guest Services

@ Simpla and secure guest anbosrding options Inchuding sponsorad guest sccuss; Included with Pilot subscription - no additional cost

with SMS/Email and socal ID logins
@ Completely customizable location specific splash pages with built-in splash ENABLE

template builder

@ ExtremeGuest also includes rich set of analytics providing deep business insight

> Wit et akiavior mevias ol your locations

Figure 12: Enable ExtremeGuest Essentials

9. Select the open wireless network you created and select apply (see step 3 on page 5).

. BExtremeCloud IQ Pilot o i O a O

"

Guest SSIDs

Select fram one or All ‘Open SSID" to enable ‘Guest Essentials’ service

ExtremeGuest Essentials
Guest Access and Analytics
@ select Open 5SIDs below and click Apply to continue.
Please visit Configure > Commen Objects > Policy > SSIDs and create Open SSID.

ESSENTIALS - EXTREME GUEST

[ ssoname SSID BROADCAST NAME NETWORK POLICY

Showing 2 Open SSIDs m

B opz02n2 2p302-ni2 AP30:

ap302-n ap302-ni AP302palicy
Cloud-managed

Guest Access & Analytics

Simple and secure guest onboarding options including sponsored guast access,

self-registration with SMS/Email notification and social ID logins

@ Complataly customizable locath

pecific splash pages with built-in splash

template bullder

@ ExtremoGuest alsa includos rich sot of analytics providing deep businass insight

> Into quast behavior seross all your locations

Figure 13: Select wireless network

© 2022 Extreme Networks, Inc. All rights reserved.
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As devices start to use the WLAN, the ExtremeGuest Essentials Summary screen begins to load data and
display analytics.

- o D & 8 =
s i [0 s [0t |15 B.
S o -
— : N
¢ B
9 = .
¥ IQ‘ x
i omes e | -
S el - - - -
Figure 14: Guest Essentials Summary
You can view additional details by selecting More Insights.
straereCloud 10 Pilok o o & 8 E
PTG § s [ = magre -
] = = = = s o
PR = I G ] (5] G B
A W Dl Cea
‘_"_' 5
s Py e
e e
L) 9 .
5 ;

Figure 15: More Insights

© 2022 Extreme Networks, Inc. All rights reserved. / 11
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On the More Insights page, you can configure additional dashboards and advanced configurations as shown is
Figure 16: Additional dashboards and advanced configurations.

L LY Exifaivedeilal dmeriisn

M o Lixiafuom —

@ Dnweslsimaris 1 “ - - :_: g o I ) '] . o

Figure 16: Additional dashboards and advanced configurations

© 2022 Extreme Networks, Inc. All rights reserved. / 12
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Test a Simple Accept and Connect

The following steps take you through the process of testing a simple accept and connect operation.

1. Configure the Network Policy.
a. Open Network Policies
b. Edit the existing policy (see step 2 on page 4 to locate your policy)

a. Selectits editicon.

essentials @EE [}

1 351D =
Sponsorl Unsecured (Open) Net.. 1

2 DEVICE TEMPLATES 5=

AP_302W 1
AP_410C 1

ADD NETWORK | | ADD DEVICE TEMPLATE

b. Follow steps 3a - 3d on page 5 and create an open WLAN
c. Select Enable ExtremeGuest Essentials
d. (Optional) Select a VLAN

e. Select Save

e sy

[ e B .4 G B G

= et

Nelprguiey o " Ferewt | s e iy wiE
WPA f WA § WRAS PR § WIPAZ § EPAS -
a

© 2022 Extreme Networks, Inc. All rights reserved.
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2. Push the configuration to the AP. To do this, follow the procedures in step 7 on page 8 but replace step
¢ with Delta Configuration Update

= extremeCiaud IQ x

&> C o © & nhitps//vaz.extremecloudig.com/#/devices 0% | s o In@m e® =

@ Getting Started 5] Business [ Lab B3 Private Cloud Lab [ Connect - Location I 10T Essentials

Device Update
1 davice will ba upated Devics List may nesd o b FlOad bt Shad 10 5% KA CHANGSS DS FO TAS UPRtS.

Upstate Hetwark Poicy and Configuration
© Dolta Configuration Upndata
Upsdats dewics with changed configuration.

Comgiete Configuration Update
Used 1o raset
sattngs. HOS o

Upgeade G Engine and Extreme etwark Switch Images
o Tir for Extraims Networks Devicas Ruteng Imagos

Activato 2t naxt rebiot (roquires robosting manually)

save asoerauLrs [T FERFORM UPDATE

3. To onboard guest devices:

a. Select More Insights > Configure > Onboarding > Policy

. _JExtremeCloud 1Q Pilot I Q i a O =
§ /
@  ExtremeGuest essentials o
s l
w
&
8 overview pETERTITITETD [ S
p /
4 -0 o % o
E @Y Toal Users @™ Oniine Useri
z
uw
§ /
Iy
User Conversion l
For Today
l ~= BRIV
[ ;

Figure 17: More Insights

© 2022 Extreme Networks, Inc. All rights reserved. / 14
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b. Select *~ icon to onboard guest devices

: User Xxxx
L 8 ExtremeGuest Essentials User's Lab E

Onboarding Policy
(-l CONFIGURE

* w Settings e o

Authorization Policy
a Mame Description Action
Access Grouprs
Drafagit diefault onboarding policy for all user regl

v Deployment S PG SponsorGh
Location OPT-IN OPT.IN
Hetwork SeawayGuast SaawayGuest
Devices

w Motification
Palicy

w Canboarding
Policy
Rubes

Figure 18: Policy Onboarding

© 2022 Extreme Networks, Inc. All rights reserved.
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4. Add an Onboarding Policy (see Figure 18: Policy Onboarding to find the Policy screen):

a. Select 7" icon

b. Enter a Policy Name

c. Enter the Criteria #1 parameters:

i. For Conditions, select Any

ii. For Action, select Register Client

iii. For Validity and Group, enter days, hours, or mins for which the registered client is

valid

iv. For Select a group, select GuestAccess

b. Select Save

. ExtremeGuest Essentials

[-"3 CONFIGURE
* w Settings
Authorization Policy
Access Groups
s Deployment
Location
Network
Devices
w Notification
Policy
“w Onboarding
Policy
Rules
Splash Templates
Users

Clients

Onboarding Policy

Policy Name*: Policy Name
Description: Policy Descriptior
Criteria #1 Description:

Condition(s)

Any ~

Figure 19: Create Onboarding Policy

© 2022 Extreme Networks, Inc. All rights reserved.
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5. Add a rule (see Figure 18: Policy Onboarding to find the Rules screen):
d. Select *" icon
e. Enter a Rule Name
f.  Select a Policy
g. Select a WLAN Network
h. Select a Location
I.  Select a Precedence Level

The Precedence Level determines the priority of a rule. The lower the value, the higher the
priority. Rules with lower precendence will be applied first. The level ranges from 1to 100.

j.  Select Save

Create Rule

Rule Mame®

Rule Name

Policy*

Policy W

Metwork

All Networks W

Location

PLM LAB v

Precedence Level”

7

1)

Cancel

Figure 20:Create Rule

© 2022 Extreme Networks, Inc. All rights reserved. / 17
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6. Configure the Splash Template:

a. Select Accept_and_Connect under the System Templates tab

b. Select the clone O icon

-ﬁ CONFIGURE

Lylem Bprrelites
¢ e St i,

AT eore A Py

Aystarid g ——r b
w Chigplcymeent r‘

i

Locabion ' company
=

Mtk

===
Devices

wer Poificataon

Accopt_snd_Comnect 4
-

Chorm Syitem Templats.
e Cinbournding
t t
j ===
=

Acoept_snd_Cosnect s

Duibers
Splaih Templated " COMPanYy
Ly

Charas
o

nall_Asieis s Sl WIFL_with_ P

Figure 21: Splash Template
c. Customize the Splash Template
i. Drag and drop the layouts into the template

i. Complete each layout

CONFIGURE
Clone System Template

v Settings
Authorization Policy Welcome + ® %)

Access Groups 832 select Theme (= &
Image

v Deployment

oo x

Layouts

Location

Network

Devices

v Notification

Palicy

“ Onboarding

Palicy

Rules.

Splash Templates

Users
Login Options

o=

Clients

ACCEPT &

Terms and Conditions

o=

Templates
Terms And Conditions | Privacy Policy

Figure 22: Template configuration

© 2022 Extreme Networks, Inc. All rights reserved.
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d. Select the save =l icon

10. Configure User Templates:
a. Select the User Templates tab

b. Select the add #+ icon

System Templates User Templates

AcceptandConnect D&,

Figure 23:User Templates

© 2022 Extreme Networks, Inc. All rights reserved.
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c. Customize the template
i. Drag and drop the layouts into the template

i. Complete each layout

d. Select the check mark your new template to distribute the splash page to the network

Ty P ey T e Py T T e —
Barirar oriw Fut Sven e wrdesnd of Mhee sewsedeled bovam

BEn

Nepean t %.ﬂ" 4

Apply
Template

To
Network.

Figure 24:Customize User Templates
e. Select a Location
f.  Select a Network
g. Select Add

h. Select Apply

Apply Template x
LOCATION NETWORK ACTION

PLM LAB Sponsor o

Location: PLMLAB -

Add

Network: Sponsor v

Apply Cancel

Figure 25: Apply Template

The operation is complete. You can test the splash page setup with a device.

© 2022 Extreme Networks, Inc. All rights reserved.
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Using HTTPS with ExtremeGuest Essentials

Browser updates are causing security exceptions when the user submits their login credentials. This occurs
because they are using HTTP in an HTTPS connection. The following procedure is an option if you want to
prevent security exceptions. The procedure requires a domain certificate that is pushed to the Access
Points (AP) through ExtremeCloud 1Q, adding a dummy record in your Domain Name Server (DNS) file for
the webserver Fully Qualified Doman Name (FQDN).

How to use HTTPS

1. Obtain a certificate. You can use your company’s wildcard domain certificate. If you do not have one,
you will have to purchase one from a well-known Certificate Authority (CA) provider.

There are two different certificate formats that can be used:
e. A wildcard certificate where the Common Name (CN) is a wildcard domain.
*.domaincom a CN=* , ige-ext.com
f. A certificate with CN as a dummy hostname, for example guest or eguest.
hostname.domaincom a CN=guest.ige-ext.comor CN=eguest.ige-ext.com

2. Map the hostname to an IP address
a. Onthe DNS server serving the wireless guest clients, create an “A” record
b. Map the hostname to a private unused IP address. For example:

guest.ige-ext.com 300 INA 192.168.14.1

IP mapping can be to any private unassigned address. The IP address is a

NOTE: placeholder.

c. Verify the FQDN resolves using nslookup.
d. Verify that the wireless clients connecting to the guest SSIDs are pointed to the DNS.

The same FQDN Aostname.cdomain.com used as the CN needs to be specified

NOTE: as a webserver name in the Wireless Local Area Network (WLAN).

3. Import the certificate and corresponding private key into ExtremeCloud IQ.
a. Loginto ExtremeCloud IQ.
b. Select Configure > Common Objects > Certificate > Certificate Management
c. Select the import ¢* icon

© 2022 Extreme Networks, Inc. All rights reserved. / 21
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ExtremeCloud 1Q Pilot Qa it a o

[y 5% cowriGure COMMON OBJECTS

R

Certificate Management

Network Policles > Policy
+ st T
Common Objects > Basic
File Name Type s"c'""e Size Date Modified Description
Users > security
Default_CA.pem cA true 275 Sﬁégié‘zé?f%gﬁégﬂﬂg Default CA file
Guest Essentlals Users » aos Default-CWPCert.pem CERTKE  fatse 2172 f,l(fg"(g:é?f%gﬁégﬂﬁg' Default cwp key file

Fri Sep 04 2020 07:20:21 GMT-

Oooooogag

> Management Default_key.pem KEY true 963 0400 (Eastern Daylight Time)  Default key file
Fri Sep 04 2020 07:20:21 GMT-
> Network Default-Server_cert.pem CERT false 912 0400 (Eastern Daylight Time) Default server cert file
Default-Server_key.pem KEY false 887 Fri Sep 04 2020 OT:20:221GMT- 1y i corver key file

0400 (Eastern Daylight Time)
> Authentication

V' Certificate

Certificate Management

Figure 26: Certificate Management

4. Import the Certificate and Certificate Key files

a.

oo 0o

Choose SELECT

Select the certificate file or certificate key file

For File Type, select CERT or CERT_KEY

(Optional) Select one or both options for Certificate Conversion Options
Select SAVE

Repeat these steps for CERT_KEY

Certificate Conversion Options

__NExtremeCloud 1Q Pilot o i a © =
o
= z
‘Ih’ % Certificate Management - Import Certificate
> a3 w
R & ¢ Import
z z
1H =
s &
° g
w & Flle Type CERT .
=3 e
2
g i
i o
z
Q
Q

Convert the certificate format from PFX to PEM

Convert the certificate from DER to PEM

Figure 27:Certificate Management import

5. Concatenate the certificate and private key

a.

b.
C.
d

®

Select Configure > Common Objects > Certificate > Certificate Management

Select the add icon (see & in Figure 26: Certificate Management for the location of the icon)

Select Concatenate an existing certificate and private key

Enter an HTTPS Certificate/Key Name. This is the name that is displayed when selecting the

HTTPS certificate in the WLAN.
For Certificate, select the one you supplied.
For Private Key, select the private key obtained from the CA.

NOTE: The Private Key file is generated when creating a Certificate Signing Request

(CSR). Save the file and upload it here.

© 2022 Extreme Networks, Inc. All rights reserved.
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a.

For Password, enter the Private Key password used when the CSR was generated. If a
password was not used for the CSR generation, then leave Password blank.

", MExtremeCloud 1Q Pilot

Certificate Management - Create Certificate/Key

Create Certificate/Key

ExtremeCloud 1G CA

Server CSR

CERTIFICATE MANAGEMENT

Concatenate an existing certificate and private key

CONFIGURE - COMMON OBJECTS

O® OO0

Self-signed certilicate

HTTPS Certilicate/Key Name * Guest-Cert

Description

Private Key Srv-PrivKey.pem v

4
Certificate * SrvrCert.pem - m

Password | e | ‘

Show Password

6. Create the WLAN

a.

Se e a0 o

—_— —.

Select Configure>Network Policies

Select the WIRELESS NETWORKS tab

Right-click the add icon =+ and select All Other Networks (standard)

Enter a Name (SSID)

Enter a Broadcast Name

Under SSID Usage, select Open (Unsecured)

Select Enable ExtremeGuest Essentials

Select Advanced Configuration

Select Enable HTTPS and select the HTTPS certificate file you created in step 5 on page 22
Enter the Webserver Domain Name. This is the FQDN that was mapped to the customer DNS
in step 2 on page 21.

Select Save
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Continue with the common setup based on the guest use case.
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