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Endpoint Access Control Agent (EACA)  
Software Release v5.4.3 (B001) 

1. Release Summary 

Release Date: February 14, 2014 
Purpose:   Software maintenance release to address customer requests and software issues. 

2.  Important Notes before Upgrading to This Release 

None. 
 

3. Platforms Supported 

Microsoft Windows 8.1 (32-bit and 64-bit) 
Microsoft Windows 8 (32-bit and 64-bit) 
Microsoft Windows 7 (32-bit and 64-bit) 
Microsoft Windows Vista (32-bit and 64-bit) 
Microsoft Windows XP (32-bit and 64-bit) 

4. Version of Previous Release 

NHA v5.4.1_003  

5. Compatibility 

For customers who are using Avaya VPN Gateway (AVG) earlier than v9.0, it’s strongly suggested that they 
upgrade it to v9.0.13.0 or later, and upgrade their end users’ EACA to v5.4.3 or later. 
 
 

6. Changes in This Release 

 
What’s New 

 
 Added support for Windows 8 and 8.1 
 

 Added support for latest Oracle Java, version 1.7 u51 

 
Starting with Java 1.7u51, EACA Admin did not work and the user received following message in the Java 

console: “Missing Application-Name manifest attribute for: http://<portal_vip>:<portal_port>/tg/spfw.jar” 

Also starting with Java 1.7u51, the EACA Portal applet did not work and a “missing request permission” 
manifest appeared upon user login . This release adds support for Oracle Java version 1.7 u51 and resolves 
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these issues. Users of Java 1.7u51 and prior EACA releases may avoid this issue by adding the portal URL to 
the Java exceptions list found in the Java Control Panel. 

 

 Sign the application with updated Avaya certificate. Support is valid until September 6, 2016. 

7.  Problems Resolved in This Release 

 
WI Number Description 

wi01147352 
EACA Admin applet fails to load on Java 1.7u51 due to missing manifest permissions 
attribute. 

wi01147341 EACA applet fails to load on Java 1.7u51 due to missing manifest permissions attribute. 

 

8. New Outstanding Issues 

None. 

9. New Known Limitations 

None. 
 
For other known issues, please refer to the product release notes and technical documentation available from the 
Avaya Technical Support web site at: http://www.avaya.com/support  
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