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1.  Release Summary 
Release Date: 20-February-2011 
Purpose:   Software maintenance release to support the Secure Router product. 
 

2.  Important Notes Before Upgrading to This Release 
Please see the technical documentation for the Secure Router 3120 and 1000 Series version 9.4 available at: 
http://www.avaya.com/support for details on how to upgrade your Secure Router unit. 

3.  Platforms Supported 
Secure Router 1001, 1001S, 1002, 1004, and 3120. 

4.  Notes for Upgrade 
The Avaya Secure Router 9.4.1 release is only supported on the Secure Router 3120 and 1000 Series models. 
The software is located on the CD and on the Avaya Technical Support website. 
 
See the Secure Router 3120 Installation Guide (NN47260-300) or Secure Router 1000 Series Installation Guide 
(NN47262-300) for detailed instructions on how to upgrade the software. 
 
CAUTION 
Avaya recommends that you install the version 9.4.1 software upgrade through the console port. By default, 
telnet, SSH, SNMP agent and WebGUI services are disabled. However, if any of these services is explicitly 

enabled and the configuration is saved in the current software image prior to upgrading to 9.4.1, they will continue 
to remain enabled after upgrading. 
 

Description File Size (bytes) Version File Name 

Secure Router 1001 Application Image 9 419 906 9.4.1 J1100.Z 

Secure Router 1001S Application Image 9 871 901 9.4.1 JP1010.Z 

Secure Router 1002/1004 Application Image 8 750 224 9.4.1 T1000.Z 

Secure Router 3120 Application Image 9 520 865 9.4.1 H1000.Z 

 

5.  Version of Previous Release 
Software Version 9.4 
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6.  Compatibility 
N/A. 

7.  Problems Resolved in the 9.4.1 Release 

 

WI Number Subsystem Description 

wi00532758 Multicast Crash occurred in IGMP even though multicast is not enabled 

wi00653662 TELCO Crash occurred after 14 days of collecting user stats 

wi00653667 PPP Operational MTU does not match configured MTU when 
connected to an Alcatel Router after reboot 

wi00733461 GRE Multicast packets are not fragmented properly over a GRE Tunnel 

wi00831379 TELCO No Smartjack remote loopback support on a CT3 

wi00850795 DHCP Server DHCP Option 191 (Altvlan) is not working 

wi00852041 SNTP Secure Router fails to sync up with SNTP server for long period after 
reboot 

  

8.  Outstanding Issues 

Refer to the previous Release Notes. 

9.  Known Limitations 

Refer to the previous Release Notes. 

10. Documentation Corrections 
For other known issues, please refer to the product release notes and technical documentation available from the 
Avaya Technical Support web site at: http://www.avaya.com/support . 
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The information in this document is subject to change without notice. The statements, configurations, technical data, and recommendations in 
this document are believed to be accurate and reliable, but are presented without express or implied warranty. Users must take full 
responsibility for their applications of any products specified in this document. The information in this document is proprietary to Avaya. 

To access more technical documentation, search our knowledge base, or open a service request online, please visit Avaya Technical Support 
on the web at: http://www.avaya.com/support. 
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