
[Release notes are at the end of this document] 
 
           END-USER LICENSE AGREEMENT ("AGREEMENT")  
FOR Nortel Networks NA, Inc. ("Nortel Networks") CONTIVITY VPN CLIENTS 
         FOR MACINTOSH, LINUX, SOLARIS, AIX AND HP-UX 
 
BY CLICKING ON THE "Install" BUTTON OR TYPING "Y" FOR "YES", YOU 
("LICENSEE") ARE CONSENTING TO BE LEGALLY BOUND BY THIS AGREEMENT.  IF 
YOU DO NOT AGREE TO BE BOUND BY THE AGREEMENT, YOU MAY NOT INSTALL OR 
USE THIS SOFTWARE. 
 
This Agreement shall govern the use of Nortel Networks Contivity VPN 
Client software for Macintosh, Linux, Solaris, AIX and HP-UX and the 
accompanying user manuals, on-line help services, web sites and other 
instructions (collectively, the "Client Software") provided to the 
Licensee under either the DM0021009, DM0021010, DM0021011 or DM0021012 
Extranet Access Client Software License ("Use and Distribution 
License"). The Client Software provided under this License is 
proprietary to Nortel Networks and its suppliers.  This Client 
Software License was purchased by Licensee in conjunction with the 
purchase of a "Nortel Networks Extranet Access Switch." 
 
LICENSE GRANT.  Licensee is hereby granted a non-exclusive and 
non-transferable license to use the Client Software under the 
following terms: 
 
- Licensee shall use the Client Software and allow its employees and 
  authorized agents to use the Client Software solely in conjunction 
  with the work for Licensee, subject to all of the limitations and 
  restrictions in this License. 
 
- Licensee shall use the Client Software only in conjunction with 
  the Nortel Networks Extranet Access Switch purchased by the 
  Licensee. 
 
- Licensee is allowed to install and use the Client Software on the 
  number of computers permitted under the associated Use and 
  Distribution License .  Licensee may purchase additional licenses 
  for additional computers at any time, subject to Nortel Network's 
  then current applicable price and terms. 
 
- Licensee, its employees, and its agents may make a reasonable 
  number of additional copies of the Client Software only for 
  safekeeping (archives) or backup purposes, provided, that all 
  copyright notices and proprietary, restricted or limited rights 
  legends are reproduced. 
 
- All of the authorized copies of the Client Software, including the 
  principal copies and back-up copies, must be kept in the possession 
  and under the control of Licensee, its employees and agents. 
 
- Licensee may not modify, translate, adapt, decompile, disassemble, 
  decrypt, extract, or otherwise reverse engineer or attempt to 
  discover the confidential source and techniques incorporated in the 
  Client Software. Licensee may not create derivative software based 
  on the Client Software or any trade secret or proprietary 
  information of Nortel Networks or its suppliers. 



 
- Nortel Networks and its suppliers retain title to the Client 
  Software, all intellectual property rights in the Client Software 
  and all copies of the Software (including copies made by Licensee 
  under this License).  Nortel Networks and its suppliers reserve all 
  rights not expressly granted by this License. 
 
- If this License is for an upgrade from an earlier version of the 
  Client Software, the license to the earlier version shall terminate 
  automatically without further notice thirty (30) days after the 
  Client Software is placed in service under this License.  The 
  earlier version of the Client Software shall not be used 
  simultaneously with the upgrade. 
 
- Except as otherwise provided above, Licensee shall not provide, or 
  otherwise make available, any Client Software, in whole or in part, 
  in any form, to any third party. 
 
- Nortel Networks and it suppliers shall have the right to enforce 
  the provisions of this license against Licensee. 
 
EXPORT COMPLIANCE.  Licensee agrees not to export, directly or 
indirectly, any Products, Software, Software Release, or related 
technical data or information without first obtaining any required 
export licenses or other governmental approvals. Without limiting the 
foregoing, Licensee, on behalf of itself and its subsidiaries and 
affiliates, agrees that it will not, without first obtaining all 
export licenses and approvals required by the United States 
government, (i) export, re-export, transfer, or divert any such Client 
Software, Client Software Release, or technical data, or any direct 
product thereof, to any country to which such exports or re-exports 
are restricted or embargoed under United States export control laws 
and regulations, or to any national or resident of such restricted or 
embargoed countries, or (ii) provide any Product, Client Software, 
Client Software Release or related technical data or information to 
any military end user or for any military end use, including the 
design, development, or production of any chemical, nuclear, or 
biological weapons. 
 
Federal Government.  This Client Software is Commercial Computer 
Software under Federal Government Acquisition Regulations and agency 
supplements to them.  The Client Software is provided to the Federal 
Government and its agencies only under the Restricted Rights 
Provisions of the Federal Acquisition Regulations applicable to 
Commercial Computer Software developed at private expense and not in 
the public domain.  If this product is licensed by a DoD agency, such 
agency's rights in this product are governed by the restrictions in 
the Technical Data - Commercial Items clause at DFARS 252.227-7015 and 
DFARS 227.7202 or any successor regulation.  If this product is 
licensed by any other agency or instrumentality of the United States 
of America, use, duplication and disclosure are subject to restriction 
as set forth in subparagraphs (a)- (d) of the rights in Technical Data 
and Computer Software clause at FAR 52.227-19 or any successor 
regulation. 
 
LIMITED WARRANTY. Nortel Networks and its suppliers warrant that, for 
ninety (90) days after Licensee first purchases the Client Software 



License (the "warranty period"), (i) the Client Software will 
substantially operate as stated in the user documentation provided 
with the Client Software and (ii) the Software media will be 
substantially free from defects.  This limited warranty does not cover 
anything caused by accident of abuse or by use of the Client Software 
other than for its reasonably intended purposes and as recommended in 
the accompanying user documentation.  Also, Nortel Networks and its 
suppliers do not warrant that the operation of the Client Software 
will be uninterrupted or error free. 
 
EXCEPT AS STATED IN THE LIMITED WARRANTY CLAUSE, NORTEL NETWORKS AND 
ITS SUPPLIERS DO NOT MAKE ANY WARRANTIES.  IN PARTICULAR, NORTEL 
NETWORKS AND ITS SUPPLIERS DISCLAIM ALL IMPLIED WARRANTIES, INCLUDING 
THE IMPLIED WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR 
PURPOSE AND NON-INFRINGEMENT.  THE DURATION OF ANY IMPLIED WARRANTY 
THAT IS NOT DISCLAIMED EFFECTIVELY WILL BE LIMITED TO THE NINETY (90) 
DAY WARRANTY PERIOD. 
 
BREACH OF WARRANTY.  If, during the Warranty Period, Licensee reports 
any breach of warranty to Nortel Networks, as provided under the 
LIMITED WARRANTY CLAUSE, and Nortel Networks and its suppliers are 
reasonably able to verify that breach, Nortel Networks and its 
suppliers will, at their option, either (i) correct or replace the 
Client Software or media, (ii) help Licensee work around or avoid the 
problem or (iii) allow Licensee to return the Client Software, all 
accompanying documentation and all other accompanying written 
materials in the original packaging for a full refund.  If Licensee 
returns the Client Software for a refund, Licensee may not retain or 
use the Client Software, and Licensee must immediately destroy all 
back-up copies and any other copies of the Client Software in its 
possession or control. 
 
RIGHTS OR REMEDIES.  THE REMEDIES STATED IN THE BREACH OF WARRANTY 
CLAUSE ARE LICENSEE'S ONLY RIGHTS OR REMEDIES, AND WILL BE NORTEL 
NETWORKS' AND ITS SUPPLIERS' ONLY LIABILITY OR OBLIGATION, FOR ANY 
BREACH BY NORTEL NETWORKS OR ITS SUPPLIERS OF ANY WARRANTY. 
 
CONSEQUENTIAL DAMAGES; LIMITATION OF LIABILITY.  NEITHER NORTEL 
NETWORKS NOR ITS AFFILIATES NOR ITS SUPPLIERS WILL BE LIABLE FOR ANY 
SPECIAL, INCIDENTAL, CONSEQUENTIAL OR EXEMPLARY DAMAGES, INCLUDING 
WITHOUT LIMITATION DAMAGES FOR LOSS OF USE, LOST PROFITS OR LOSS OF 
DATA OR INFORMATION OF ANY KIND, ARISING OUT OF OR IN CONNECTION WITH 
THE CLIENT SOFTWARE OR ITS USE OR THIS LICENSE, EVEN IF NORTEL 
NETWORKS OR ITS AFFILIATES OR ITS SUPPLIERS HAVE BEEN ADVISED OF THE 
POSSIBILITY OF SUCH DAMAGES.  IN NO EVENT WILL NORTEL NETWORKS' OR ITS 
AFFILIATES' OR ITS SUPPLIERS' LIABILITY FOR ANY CLAIM RELATING TO THE 
CLIENT SOFTWARE OR ITS USE OR THIS LICENSE, WHETHER IN CONTRACT, TORT 
OR ANY OTHER THEORY OF LIABILITY, EXCEED THE LICENSE FEE PAID BY 
LICENSEE. 
 
(c) 2003, Nortel Networks NA, Inc. and its suppliers. All rights 
reserved. 
 
 
************************************************************ 
*                                                          * 
*                                                          * 
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This product contains the following: 
 
Contains SSH IPSEC technology (pat. pending).  SSH is a 
registered trademark of SSH Communications Security Ltd. 
(http://www.ssh.fi) 
 
 
************************************************************ 
*                                                          * 
*          Contivity VPN Client for MacOS 8 & 9            * 
*                                                          * 
*                      Release Notes                       * 
*                                                          * 
************************************************************ 
 
*==========================================================* 
*                    Compatibilities                       * 
*==========================================================* 
 
MACINTOSH COMPATIBILITY 
 
1) Requires Mac OS 8.6 through 9.2.2. 
 
2) Requires Open Transport 2.0.3 or above. 
 
3) Currently protects TCP/IP protocols only. 
 
*==========================================================* 
*                     Installation                         * 
*==========================================================* 
 
Please install the Client with extensions off. To turn 
extensions off, restart your Macintosh and hold the shift 
key down right after the startup chime. 
 
*==========================================================* 
*                  Issues & Information                    * 
*==========================================================* 
Communication problems using the Contivity VPN Client when  
using PPPoE. PPPoE is sometimes used for Cable and DSL  



modems. 
 
- Reducing the MTU (Maximum Transmission Unit) size should 
  improve communications.  However, each time the system is  
  restarted, the MTU size must be manually reduced again. 
 
  Netlock provides a free utility that will reduce your MTU 
  size. You can download it from: 
 
https://www.apani.com/support/downloads/Netlock_MTU_Reducer.hqx 
 
  You may also use a commercial product called IPNetTuner  
  from Sustainable Softworks. (http://www.sustworks.com) 
  
Incorrect Menu Selections Using iCab Browser 
 
- As JavaScript is not completely implemented in the iCab web 
  browser, you should disable JavaScript and use the "Go" button 
  to select from menu items on the main login window if you are 
  using iCab to control the Contivity VPN Client.  Otherwise, 
  unwanted menu actions may be executed. 
 
Remove Other VPN Products before Installing the  
Contivity VPN Client 
 
- Please remove any previously installed VPN products before 
  attempting to use the Contivity VPN Client. Otherwise, a 
  conflict may occur, preventing the Contivity VPN Client 
  from operating properly. 
 
 
Destination Address Format 
 
- When you enter a destination address in the Contivity VPN 
  Client Connection window, you must enter it in dotted 
  decimal format (e.g, 2.3.4.5).  
   
- If desired, you can use machine (DNS) names instead. 
 
 
Improperly Configured Personal Firewall Products May Block 
Contivity VPN Client Communications 
 
- If you have a personal firewall product installed on your 
  computer and have problems connecting with the Contivity 
  VPN Client, please verify that your firewall product is 
  configured to allow inbound and outbound UDP port 500, IP 
  Protocol 50, and IP Protocol 51 packets to the Destination 
  Address(es) used in your Contivity VPN Client Connection 
  window. If problems persist, your personal firewall 
  product may be in conflict with the Contivity VPN Client; 
  remove the personal firewall  product. 
 
 
Using the Contivity VPN Client When a Proxy Server is Enabled 
for the Browser 
 



- The Contivity VPN Client uses a web browser interface. You 
  must configure your web browser to talk directly to the 
  internal Contivity VPN Client, bypassing the proxy. 
 
Changing proxy settings on Mac OS X: 
-  The proxy settings are changed in the Mac OS System 
   Preferences -> Network panel. See the Mac OS X ReadMe notes  
   for additional information. 
 
Changing proxy settings on other operating systems: 
- For Internet Explorer: In the Edit menu, choose 
  Preferences... In the left pane of the Preferences window, 
  click Network->Proxies. In the bottom right, under "List 
  the sites you want to connect to directly...", add the  
  value 127.0.0.1 and click the OK button. 
 
- For Netscape: In the Edit menu, choose Preferences... In 
  the left pane of the Preferences window, click Advanced -> 
  Proxies. Assuming that you are using Manual Proxies, click 
  the Configure... button.  In the "No proxy for:" field, 
  add the value 127.0.0.1 and click the OK button. Click OK 
  in the Preferences window. 
 
 
Traceroute Will Yield Unpredictable Results When Connected 
 
- Traceroute utilities will yield unpredictable and/or 
  erroneous results when you have an established connection 
  with the Contivity VPN Client. This is a normal side 
  effect of tunneled communications with a virtual internal 
  address. Traceroute does not make sense in this context. 
 
 
Client Will Not Establish Tunnel Without a Valid Default Route 
 
- You must have a valid default route to establish a VPN 
  tunnel using the Contivity VPN Client. The Contivity VPN 
  Client checks for a valid router (gateway), and will not 
  negotiate a tunnel unless a valid default route exists. 
 
  Because the client checks for a valid default route, you 
  cannot establish tunnels when the client computer is 
  connected directly to the Contivity Extranet Switch using 
  a crossover Ethernet cable, for example. 
 
  If you are using DHCP, you must ensure that the DHCP 
  server provides a valid default route to your client 
  computer. 
 
 
 
 
 


