
Nortel VPN Client 
Software Release V6_01.102 

 

1.  Release Summary 

Release Date: May 15, 2006  
Purpose:   Software patch release to address customer software issues 

2.  Important Notes Before Upgrading to This Release 

None 

3.  Platforms Supported 

Windows 2000 
Windows XP 
 

4.  Notes for Upgrade 

For Version 6.01 (Part No. 311773-P Rev 00), see the “Contivity VPN Client Release Notes” available at 
www.nortel.com/support. Select Contivity family > VPN Client for details on how to upgrade your Nortel VPN 
Client. 
 

5.  Version of Previous Release 

Software Version 6.01.055 

6.  Compatibility 

No issues 

7.  Changes in This Release 

Release Content 
 
The 6.01.102 VPN Client release is the initial sustaining release for the 6.01 product. 
It contains the VPN Client 5.01 fixes that did not make the 6.01.014 Release schedule, as well the issues listed 
below. 
 
New Features in This Release 
 
None 
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Old Features Removed From This Release 
 
None 
 
 
Problems Resolved in This Release 
 
Nortel Networks* Contivity* VPN Client sustaining release Version 6.01.102 fixes the following issues: 
 
Q01238330 – 
 The Nortel VPN Client may not allow users to select the appropriate certificate during configuration if the 
certificate is issued by a subordinate Certification Authority (CA). An error message “Failed to verify issuer 
certificate” is also displayed on the VPN certificate selection screen. 
 
Q01241479 – 
 When the Nortel VPN Client is used with a Toshiba Tablet PC, the Nortel VPN Client may crash as 
indicated by the intermittent flashing of a Microsoft Blue screen. 
 
Q01257968 – 
 The Nortel VPN Client may crash if more than 128 Inverse split tunneling networks are defined. 
 
Q01226168 – 
 When InfoExpress VS client software is installed on a Windows 2000 or XP system, the Nortel VPN Client 
may become unresponsive when connecting to a Nortel VPN Router using NAT traversal. 
 
Q01277387 –  

When Microsoft Loop back Adapter is installed, the EACFilt driver may not bind to it, and the Nortel VPN 
Client can not be launched. 
 
Q01297125 – 
A Windows Mobile-based Device adapter triggers an error message indicating failure to bind to Eacfilt driver, 
when the Contivity VPN Client is launched 
 
Q01304216 – 
 The Nortel VPN Client may become unresponsive and stop sending data, when substantial bidirectional 
traffic is transmitted over an established tunnel. 
 
Q01308927 – 

When upgrading to the 6.01.100 Client the Group password is not saved properly. This requires the user  
re-enter the group password in order to connect successfully. 
 

8.  Outstanding Issues 

None 

9.  Known Limitations 

 None 

10.  Documentation Corrections 

None 
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For other known issues, please refer to the product release notes and technical documentation available from the 
Nortel Technical Support web site at: www.nortel.com/support. 
 
 
Copyright © 2006 Nortel Networks  -  All Rights Reserved. Contivity, Nortel, Nortel Networks, the Nortel logo, and the Globemark are 
trademarks of Nortel Networks. 

The information in this document is subject to change without notice. The statements, configurations, technical data, and recommendations in 
this document are believed to be accurate and reliable, but are presented without express or implied warranty. Users must take full 
responsibility for their applications of any products specified in this document. The information in this document is proprietary to Nortel. 

To access more technical documentation, search our knowledge base, or open a service request online, please visit Nortel Technical Support 
on the web at:  www.nortel.com/support. 
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