
Nortel VPN Client 
Software Release V6_01.120 

 

1.  Release Summary 

Release Date: April 26, 2007  
Purpose:   Software Release to address customer software issues. 

2.  Important Notes Before Upgrading to This Release 

None 

3.  Platforms Supported 

Windows 2000 
Windows XP 
 

4.  Notes for Upgrade 

For Version 6.01 (Part No. 311773-P Rev 00), see the “Contivity VPN Client Release Notes” available at 
http://www.nortel.com/support. Find Product Select > VPN Client for details on how to upgrade your Nortel VPN 
Client. 
 

5.  Version of Previous Release 

Software Version 6.01.102 

6.  Compatibility 

No issues 

7.  Changes in This Release 

 
New Features in This Release 
 
None 

 
 
Old Features Removed From This Release 
 
None 
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Problems Resolved in This Release 
 
Q00891058 – 

The Entrust rollover functionality for the Nortel VPN Client may fail to display the informational pop-up 
window in some test scenarios. 

 
Q01154170 –  

The Nortel VPN Client may save the connection parameters even after the user responds “no” to the 
prompt. 

 
Q01192465 -  

The Nortel VPN Client ICON may not display correctly if the task bar position is changed on an XP 
operating system. 

 
Q01239980 – (Q01392877)  

Entering an invalid SoftId Pin on the Nortel VPN Client may cause the authentication server to enter “next 
token” mode which will cause subsequent valid Pins to fail authentication. 

 
Q01282322 – 

The Nortel VPN Client log displays the Link-down message twice when the physical Ethernet connection 
is lost. 
 

Q01297125 – 
A Windows Mobile-based Device adapter triggers an error message indicating failure to bind to Eacfilt 
driver, when the Contivity VPN Client is launched. 

 
Q01317028 –  

The removal of the software challenge Token software (Axent) support in the 6.01 Nortel VPN Client 
inadvertently removes the option for the challenge token card as well. 

 
Q01322574 – 

The Nortel VPN Client configured for AES encryption may not decrypt large fragmented frames properly. 
 
Q01327368 – 

The Nortel VPN Client incorrectly parsed a UDP encapsulated packet which may affect the marking of the 
TOS (DSCP) field in the IP header. 

 
Q01349369 – 
 Inverse split tunneling does not function properly on the Nortel VPN Client. 
 
Q01375178  
 The Entrust CRL Check Interval option on the Nortel VPN Client does not work properly.  
 
Q01404677 – 

A Windows 2000 (SP4) Laptop may not enter suspended mode if the Nortel VPN Client is installed as an 
application. 
. 

Q01419547 – 
The Nortel VPN Client may send the incorrect response to an authentication challenge from an Entrust ID 
Guard server. 

 
Q01458545 –   

The Nortel VPN Client SecureId Challenge/Response (Hardware) Token authentication does not function 
properly.   
 

Q01473745 –  
The Nortel VPN Client may take as long as two minutes to disconnect when using online mode with 
Entrust Certificates due to an anomaly in the Entrust libraries distributed with the 6.02 release.  
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Q01487192 –  
The Nortel VPN Client disconnects after locking the PC using CTRL+ALT+DEL in windows XP with 
Logitech MouseWare 9.8 software installed. 

 
Q01501302 –  

When the Nortel VPN Client is installed as a service, the Windows dial-up connect requires the 
authentication credential to be supplied each time the dialogue is initiated. 

 
Q01536424 –  

The Nortel VPN Client SecureId Authentication using new pin mode may not function properly. 
 

 

8.  Outstanding Issues 

None 

9.  Known Limitations 

 None 

10.  Documentation Corrections 

None 
 
 
 
For other known issues, please refer to the product release notes and technical documentation available from the 
Nortel Technical Support web site at:  http://www.nortel.com/support. 
 
 
Copyright © 2007 Nortel Networks  -  All Rights Reserved. Contivity, Nortel, Nortel Networks, the Nortel logo, and the Globemark are 
trademarks of Nortel Networks. 

The information in this document is subject to change without notice. The statements, configurations, technical data, and recommendations in 
this document are believed to be accurate and reliable, but are presented without express or implied warranty. Users must take full 
responsibility for their applications of any products specified in this document. The information in this document is proprietary to Nortel. 

To access more technical documentation, search our knowledge base, or open a service request online, please visit Nortel Technical Support 
on the web at:  http://www.nortel.com/support. 
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