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Preface

COMVENTIONS .ttt 1 88888181 5
DocUMENTATION AN TIINING. i1ttt bbb 6
GEHING HOID s8R 6
ProViding FEEADACK 10 US ...ttt 7

This section discusses the conventions used in this guide, ways to provide feedback, additional help, and other Extreme Networks®
publications.

Conventions

This section discusses the conventions used in this guide.

Notes, cautions, and warnings

Notes, cautions, and warning statements may be used in this document. They are listed in the order of increasing severity of potential

hazards.

A\
A

NOTE
A Note provides a tip, guidance, or advice, emphasizes important information, or provides a reference to related information.

ATTENTION
An Attention statement indicates a stronger note, for example, to alert you when traffic might be interrupted or the device might
reboot.

CAUTION
A Caution statement alerts you to situations that can be potentially hazardous to you or cause damage to hardware,
firmware, software, or data.

DANGER
A Danger statement indicates conditions or situations that can be potentially lethal or extremely hazardous to you. Safety
labels are also attached directly to products to warn of these conditions or situations.

Text formatting conventions

Text formatting conventions such as boldface, italic, or Courier font may be used to highlight specific words or phrases.

Format
bold text

italic text

Description

|dentifies command names.
|dentifies keywords and operands.
Identifies the names of GUI elements.

|dentifies text to enter in the GUI.

|dentifies emphasis.
Identifies variables.

|dentifies document titles.
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Documentation and Training

Format

Courier font

Description
|dentifies CLI output.

Identifies command syntax examples.

Command syntax conventions

Bold and italic text identify command syntax components. Delimiters and operators define groupings of parameters and their logical

relationships.

Convention
bold text
italic text

(]

{xlylz}

x|y

<>

Description
Identifies command names, keywords, and command options.
Identifies a variable.

Syntax components displayed within square brackets are optional.

Default responses to system prompts are enclosed in square brackets.

A choice of required parameters is enclosed in curly brackets separated by vertical bars. You must select
one of the options.

A vertical bar separates mutually exclusive elements.
Nonprinting characters, for example, passwords, are enclosed in angle brackets.
Repeat the previous element, for example, memberlmember...].

Indicates a “soft” line break in command examples. If a backslash separates two lines of a command
input, enter the entire command at the prompt without the backslash.

Documentation and Training

To find Extreme Networks product guides, visit our documentation pages at:

Current Product Documentation

www.extremenetworks.com/documentation/

Archived Documentation (for earlier versions and ~ www.extremenetworks.com/support/documentation-archives/

legacy products)

Release Notes

www.extremenetworks.com/support/release-notes

Hardware/Software Compatibility Matrices https://www.extremenetworks.com/support/compatibility-matrices/

White papers, data sheets, case studies, and other  https:/www.extremenetworks.com/resources/

product resources

Training

Extreme Networks offers product training courses, both online and in person, as well as specialized certifications. For more information,
visit www.extremenetworks.com/education/.

Getting Help

If you require assistance, contact Extreme Networks using one of the following methods:
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Providing Feedback to Us

Extreme Portal Search the GTAC (Global Technical Assistance Center) knowledge base, manage support cases and service
contracts, download software, and obtain product licensing, training, and certifications.
The Hub A forum for Extreme Networks customers to connect with one another, answer questions, and share ideas and

feedback. This community is monitored by Extreme Networks employees, but is not intended to replace specific
guidance from GTAC.

Call GTAC For immediate support: 1-800-998-2408 (toll-free in U.S. and Canada) or +1 408-579-2826. For the support
phone number in your country, visit: www.extremenetworks.com/support/contact

Before contacting Extreme Networks for technical support, have the following information ready:
Your Extreme Networks service contract number and/or serial numbers for all involved Extreme Networks products
« A description of the failure
«  Adescription of any action(s) already taken to resolve the problem
A description of your network environment (such as layout, cable type, other relevant environmental information)
+ Network load at the time of trouble (if known)
+  The device history (for example, if you have returned the device before, or if this is a recurring problem)

Any related RMA (Return Material Authorization) numbers

Subscribing to Service Notifications

You can subscribe to email notifications for product and software release announcements, Vulnerability Notices, and Service
Notifications.

1. Go to www.extremenetworks.com/support/service-notification-form.
2. Complete the form with your information (all fields are required).

3. Select the products for which you would like to receive notifications.

NOTE
You can modify your product selections or unsubscribe at any time.

4. Click Submit.

Providing Feedback to Us

Quality is our first concern at Extreme Networks, and we have made every effort to ensure the accuracy and completeness of this
document. We are always striving to improve our documentation and help you work better, so we want to hear from you! We welcome all
feedback but especially want to know about:

+  Content errors or confusing or conflicting information.
« lIdeas for improvements to our documentation so you can find the information you need faster.
Broken links or usability issues.
If you would like to provide feedback to the Extreme Networks Information Development team, you can do so in two ways:
«  Use our short online feedback form at https://www.extremenetworks.com/documentation-feedback/.

. Email us at documentation@extremenetworks.com.

Please provide the publication title, part number, and as much detail as possible, including the topic heading and page number if
applicable, as well as your suggestions for improvement.
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About This Document

SUppPOrted hardWare @Nd SOTIWAIE. ... 9
WHat's NEW iN thiS AOCUMIENT.........cicec s 9

Supported hardware and software

In those instances in which procedures or parts of procedures documented here apply to some devices but not to others, this guide
identifies exactly which devices are supported and which are not.

Although many different software and hardware configurations are tested and supported by Extreme Networks, Inc. for this SLX-OS
release, documenting all possible configurations and scenarios is beyond the scope of this document.

The following hardware platforms are supported by this release:
ExtremeSwitching SLX 9140
ExtremeSwitching SLX 9240

NOTE
Some of the commands in this document use a slot/port designation. Because the SLX 9140 and the SLX 9240 do not
contain line cards, the slot designation must always be "0" (for example, O/1 for port 1).

What’s new in this document

The following table includes description of changes in functionality for the 18s.1.03 software release.

TABLE 1 Summary of enhancements

Feature Where documented?

OSPF MIB OSPF MIB on page 71

BGP4 MIB BGP4 MIB on page 39

IP forwarding MIB |P Forwarding MIB on page 48

For the complete list of supported features and the summary of enhancements and configuration notes for this release, see the Extreme
SLX-OS Release Notes.
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Overview
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Simple Network Management Protocol (SNMP) is a set of protocols for managing complex networks. SNMP protocols are application
layer protocols. Using SNMP, devices within a network send messages, called protocol data units (PDUs), to different parts of a network.
Network management using SNMP requires three components:

SNMP Manager

SNMP Agent

Management Information Base (MIB)

Port Information

SNMP Manager

The SNMP Manager can communicate to the devices within a network using SNMP. Typically, the SNMP Manager is a network
management system (NMS) that manages networks by monitoring the network parameters, and optionally, setting parameters in
managed devices. Normally, the SNMP Manager sends read requests to the devices that host the SNMP Agent, to which the SNMP
Agent responds with the requested data. In some cases, the managed devices can initiate the communication, and send data to the
SNMP Manager using asynchronous events called traps.

SNMP Agent

The SNMP Agent is a software that resides in the managed devices in the network, and collects data from these devices. Each device
hosts an SNMP Agent. The SNMP Agent stores the data, and sends the data when requested by an SNMP Manager. In addition, the
SNMP Agent can asynchronously alert the SNMP Manager about events by using special PDUs called traps.

Management information base

SNMP Agents in the managed devices store the data about these devices in a database called the management information base (MIB).
The MIB is a hierarchical database, which is structured on the standard specified in RFC 2578 (Structure of Management Information
Version 2 [SMIv2]).

The MIB is a database of objects that can be used by a network management system to manage and monitor devices on the network.
The MIB can be retrieved by a network management system that uses SNMP. The MIB structure determines the scope of management
access allowed by a device. By using SNMP, a manager application can issue read or write operations within the scope of the MIB.

Extreme SLX-OS MIB Reference, 18s.1.03
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Port Information

Port Information

The following table provides information on ports that the device uses. When configuring the switch for various policies, take into
consideration firewalls and other devices that may sit between device and your network or between the managers and the device.

TABLE 2 Port Information

Port Type Common use Comment

161 UDP SNMP GET/SET/GETNEXT/ BULK Disable the SNMP service on the remote
host if you do not use it, or filter incoming
UDP packets going to this port.

162 UDP SNMP TRAPS/INFORMS Sends traps/informs. Uses CLI command
“no snmp-server enable trap” to disable the
SNMP trap service. For outgoing source
port, the available port number is picked in
the port range.

Basic SNMP operation

Every Extreme device carries an agent and management information base (MIB). The agent accesses information about a device and
makes it available to an SNMP network management station.

FIGURE 1 SNMP structure

SHMP

Management Station

FIGURE 2 SNMP query

get, getnext, set

-

Management Station

reply

The management station can also receive traps, unsolicited messages from the switch agent, if an unusual event occurs.

FIGURE 3 SNMP trap

TRAP

Management Station

The agent can receive queries from one or more management stations and can send traps to up to six management stations.
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Standard MIBs

Understanding MIBs

The management information base (MIB) is a database of monitored and managed information on an Extreme device. The MIB structure
can be represented by a tree hierarchy. The root splits into three main branches: International Organization for Standardization (1ISO),
Consultative Committee for International Telegraph and Telephone (CCITT), and joint ISO/CCITT. These branches have short text strings
and integers (OIDs) to identify them. Text strings describe object names and integers allow software to create compact, encoded
representations of the names.

MIB structure

Each MIB variable is assigned an object identifier (OID). The OID is the sequence of numeric labels on the nodes along a path from the
root to the object. For example, the sysDescr OIDis 1.3.6.1.2.1.1.1 and the corresponding name is

iso.org.dod.internet.mgmt.mib-2.system.sysDescr.

Access to MIB variables

You can use a MIB browser to access the MIB variables. All MIB browsers load MIBs and perform queries.

Once loaded, MAX-ACCESS provides access levels between the agent and management station. The access levels are described in the
following table.

TABLE 3 MIB access levels

Access level Description

Not accessible/None You cannot read or write to this variable.

Read-create Specifies a tabular object that can be read, modified, or created as a new
row in a table.

Read-only You can only monitor information.

Read-write You can read or modify this variable.

Accessible-to-notify You can read this information only through traps.

Extreme MIBs

The Extreme MIB is a set of variables that are private extensions to the Internet standard MIBs. The Extreme agents support many
Internet-standard MIBs. These standard MIBs are defined in RFC publications. To find specific MIB information, examine the Extreme
proprietary MIB structure and the standard RFC MIBs supported by Extreme.

Obtaining the Extreme MIBs

You can download the Extreme-specific MIB files required for this release from the downloads area of Extreme.com. To download the
Extreme-specific MIBs from Extreme.com, you must have a user name and password.

Standard MIBs

Standard MIBs are distributed through Extreme by shipping a concatenated file for Standard MIBs and Enterprise MIBs. You can also
download the following MIBs from http:/www.oidview.com or http:/www.ietf.org:

- BFD-MIB
- BGP4-MIB

Extreme SLX-OS MIB Reference, 18s.1.03
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Standard MIBs

14

BRIDGE-MIB

Brocade ACL MIB
ENTITY-MIB
HOST-RESOURCE-MIB

IANA-ADDRESS-FAMILY-NUMBERS-MIB

IANA-RTPROTO-MIB
IANAIfType-MIB

LLDP-MIB
LLDP-EXT-DOT3-MIB
LLDP-EXT-DOT1-MIB
OSPF-MIB

PAE-MIB

P-BRIDGE-MIB
Q-BRIDGE-MIB

RFC 2856: HCNUM-TC MIB

RFC 2863: The Interfaces Group MIB

RFC 3289: Management Information Base for the Differentiated Services Architecture

RFC 3593: PerfHist-TC-MIB
RFC 3705: HC-PerfHist-TC-MIB
RFC 4001: INET-ADDRESS-MIB

RFC 4292: IP Forwarding Table MIB
RFC 4293: Management Information Base for the Internet Protocol (IP)

RMON-MIB

RSTP-MIB

SFLOW-MIB

SNMP CFMv1 and CFMv2 MIB
SNMP-FRAMEWORK-MIB

SNMP IP Tunnel MIB and RFC-2863 IF-MIB

SNMP_MEF_SOAM_PM_MIB
SNMPv2-MIB

SNMPv2-TC

SNMPv3-MIB
SNMP-MPD-MIB
SNMP-TARGET-MIB
SNMP-NOTIFICATION-MIB
SNMP-USER-BASED-SM-MIB
SNMP-VIEW-BASED-ACM-MIB
SNMP-COMMUNITY-MIB
TCP-MIB
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Standard MIBs

- UDP-MIB
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Supported Standard MIB Objects
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The SNMP agent supports Get, Get-next, and Get-Bulk requests on the OAMDot3 MIB. SNMP Set requests are not

supported.

The 802.3ah OAM MIB is defined here: https://tools.ietf.org/html/rfc4878. This MIB defines objects for managing Operations,

Administration, and Maintenance (OAM) capabilities on Ethernet-like interfaces.

dot30amTable
MIB object, OID, Syntax, MAX- Description Possible values Supported
ACCESS
dot30amAdminState This object is used to provision the enabled(1), Yes
fault inistrati AM for thi
OID: dot30amEntry.1 default administrative OAM mode for this | .\ 1 4(0)

Extreme SLX-OS MIB Reference, 18s.1.03
9035676-01 Rev A
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MIB object, OID, Syntax, MAX-

ACCESS

SYNTAX: INTEGER
MAX-ACCESS: Read Only

dot30amAdminState
OID: dot30amEntry.2
SYNTAX: INTEGER
MAX-ACCESS: Read Only

Description

interface This object represents the
desired state of OAM for this interface.
The dot30amAdminState always starts
in the disabled (2) state until an explicit
management action or configuration
information retained by the system
causes a transition to the enabled (1)
state. When enabled (1), Ethernet OAM
will attempt to operate over this interface.

At initialization and failure conditions, two
OAM entities on the same full-duplex
Ethernet link begin a discovery phase to
determine what OAM capabilities may be
used on that link. The progress of this
initialization is controlled by the
OAsublayer. This value is always disabled
(1) if OAM is disabled on this interface
via the dot30amAdminState.If the link
has detected a fault and is transmitting
OAMPDUs with a link fault indication, the
value is linkFault(2).Also, if the interface is
not operational (ifOperStatus is not
up(1)), linkFault(2) is returned. Note that
the object ifOperStatus may not be up(1)
as a result of link failure or administrative
action (ifAdminState being down(2)
ortesting(3)).The passiveWait(3) state is
returned only by OAM entities in passive
mode (dot30amMode) and reflects the
state in which the OAM entity is waiting
to see if the peer device is OA capable.
The activeSendLocal(4) value is used by
active mode devices (dot30amMode)
and reflects the OAM entity actively
trying to discover whether the peer has
OAM capability but hasnot yet made that
determination.

The state sendLocalAndRemote(5)
reflects that the local OAentity has
discovered the peer but has not yet
accepted or rejected the configuration of
the peer. The local device can, for
whatever reason, decide that the peer
device is unacceptable and decline OAM
peering. If the local OAM entity rejects
the peer OAM entity, the state becomes
oamPeeringlLocallyRejected(7). If the
OAM peering is allowed by the local
device, the state moves to
sendLocalAndRemoteOk(6). Note that
both the sendLocalAndRemote(5) and
oamPeeringLocallyRejected(7) states
within the state
SEND_LOCAL_REMOTE of the
Discovery state diagram [802.3ah,
Figure 57-5], with the difference
beingwhether the local OAM client has
actively rejected the peeringor has just
not indicated any decision yet. Whether a

Possible values

disabled(1),

linkFault(2),
passiveWait(3),
activeSendLocal(4),
sendLocalAndRemote(5),

sendLocalAndRemoteOk(
6),

oamPeeringlLocallyRejecte
d(@),

oamPeeringRemotelyRejec
ted(8),

operational(9),

nonOperHalfDuplex(10

Extreme SLX-OS MIB Reference, 18s.1.03
9035676-01 Rev A
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MIB object, OID, Syntax, MAX-
ACCESS

dot30amAdminState
OID: dot30amEntry.3
SYNTAX: INTEGER
MAX-ACCESS: Read Only

dot30amMaxOamPduSize
OID: dot30amEntry.4
SYNTAX: Unsigned32
MAX-ACCESS: Read Only
dot30amConfigRevision
OID: dot30amEntry.5
SYNTAX: Unsigned32
MAX-ACCESS: Read Only

Extreme SLX-OS MIB Reference, 18s.1.03
9035676-01 Rev A

Description Possible values

peering decision has been made is
indicated via the local flags field in the
OAMPDU (reflected in the
aOAMLocalFlagsField of 30.3.6.1.10).

If the remote OAM entity rejects the
peering, the state becomes
oamPeeringRemotelyRejected(8)Note
that both the sendlLocalAndRemoteOk(6)
and oamPeeringRemotelyRejected(8)
states fall within the state
SEND_LOCAL_REMOTE_OK of the
Discovery state diagram [802.3ah,
Figure 57-5], with the difference being
whether the remote OAM client has
rejectedthe peering or has just not yet
decided. This is indicated via the remote
flags field in the OAMPDU (reflected in
the aOAMRemoteFlagsField of
30.3.6.1.11). When the local OAM entity
learns that both it and the remote OAM
entity have accepted the peering, the
state moves to operational(9)
corresponding to the SEND_ANY state
of the Discovery state diagram [802.3ah,
Figure 57-5].Since Ethernet OAM
functions are not designed to work
completely over half-duplex interfaces,
the value

nonOperHalfDuplex(10) is returned
whenever Ethernet OAM is enabled
(dot3BOamAdminState is enabled(1)), but
the interface is in half-duplex operation.

This object configures the mode of OAM | passive(1),

operation for this Ethernet-like interface.
OAM on Ethernet interfaces may be in
‘active’ mode or 'passive’ mode. These
two modes differ in that active mode
provides additional capabilities to initiate
monitoring activities with the remote
OAM peer entity, while passive mode
generally waits for the peer to initiate OA
actions with it.

The largest OAMPDU that the OAM 64.1518
entity supports. OA entities exchange

maximum OAMPDU sizes and negotiate

to use the smaller of the two maximum

OAMPDU sizes between the peers.

active(2)

The configuration revision of the OAM 0..65535
entity as reflected in the latest OAMPDU

sent by the OAM entity. The

configuration revision

is used by OAM entities to indicate that
configuration changes have occurred,
which might require the peer OAM entity
to re-evaluate whether OAM peering is
allowed.

Supported

Yes

Yes

Yes

802.3ah OAM MIB
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MIB object, OID, Syntax, MAX-
ACCESS

dot30amFunctionsSupported
OID: dot30amEntry.6
SYNTAX: BITS
MAX-ACCESS: Read Only

dot30amPeerTable

MIB object, OID , Syntax ,
MAX-ACCESS

dot30amPeerMacAddress
OID: dot30amPeerEntry.1
SYNTAX: MacAddress
MAX-ACCESS: Read only
dot30amPeerVendorOui
OID: dot30amPeerEntry.2
SYNTAX: EightOTwoOui
MAX-ACCESS: Read only
dot30amPeerVendorinfo
OID: dot30amPeerEntry.3
SYNTAX: Unsigned32
MAX-ACCESS: Read only

20

Description

The OAM functions supported on this
Ethernet-like interface. OAM consists of
separate functional sets beyond the basic

discovery process that is always required. | eventSupport(2),

These functional groups can be
supported independently by any
implementation. These values are
communicated to the peer via the local
configuration field of Information
OAMPDUs.Setting
‘unidirectionalSupport(0) indicates that
the OA entity supports the transmission
of OAMPDUSs on links that are operating
in unidirectional mode (traffic flowing in
one direction only). Setting
‘loopbackSupport(1) indicates that the
OAM entity can initiate and respond to
loopback commands.

Setting "eventSupport(2)’ indicates that
the OAM entity can send and receive
Event Notification OAMPDUs. Setting
‘variableSupport(3)’ indicates that the
OAM entity can send and receive
Variable Request and Response
OAMPDUs.

Description

The MAC address of the peer OAM entity. The
MAC address is derived from the most recently
received OAMPDU

The OUI of the OAM peer as reflected in the
latest Information OAMPDU received with a
Local Information TLV. The OUI can be used to
identify the vendor of the remote OA entity. This
value is initialized to three octets of zero before
any Local Information TLV is received.

The Vendor Info of the OAM peer as reflected in
the latest

Read only

Read only

Information OAMPDU received with a Local
Information TLV.

The semantics of the Vendor Information field is
proprietary

and specific to the vendor (identified by the
dot30amPeerVendorOui). This information
could, for example, be used to identify a specific

product or product family. This value is initialized
to zero before any Local

Possible values

loopbackSupport(1),

variableSupport(3

Possible values

Supported

unidirectionalSupport (0), Yes

Supported

Yes

Yes

Yes

Extreme SLX-OS MIB Reference, 18s.1.03
9035676-01 Rev A



MIB object, OID , Syntax ,
MAX-ACCESS

dot30amPeerMode
OID: dot30amPeerEntry.4
SYNTAX: INTEGER
MAX-ACCESS: Read only

dot30amPeerMaxOamPdusSi
ze

OID: dot30amPeerEntry.5
SYNTAX: Unsigned32
MAX-ACCESS: Read only
dot30amPeerConfigRevision
OID: dot30amPeerEntry.6
SYNTAX: Unsigned32

MAX-ACCESS: Read only

dot30amPeerFunctionsSupp
orted

OID: dot30amPeerEntry.7
SYNTX: BITS
MAX-ACCESS: Read only

MIB object, OID, Syntax,
MAX-ACCESS

dot30amLoopbackStatus
OlIb:
dot30amLoopbackEntry.1

SYNTAX: INTEGER

MAX-ACCESS: Read Only

dot30amLoopbackignoreRx
OlID:
dot30amLoopbackEntry.2

SYNTAX: INTEGER
MAX-ACCESS: RW

Extreme SLX-OS MIB Reference, 18s.1.03
9035676-01 Rev A

Description

Information TLV is received.

The mode of the OAM peer as reflected in the
latest Information OAMPDU received with a
Local Information TLV. The mode of the peer
can be determined from the Configuration field
in the Local Information TLV of the last
Information OAMPDU received from the peer.

The maximum size of OAMPDU supported by
the peer as reflected in the latest Information
OAMPDU received with a Local Information
TLV.

The configuration revision of the OAM peer as
reflected in latest OAMPDU

If unidirectionalSupport(0) is set, then the peer
OAM entity supports sending OAM frames on
Ethernet interfaces when the receive path is
known to be inoperable. If loopbackSupport(1)
is set, then the peer OAM entity can send and
receive OAM loopback commands. If
eventSupport(2) is set, then the peer OAM entity
can send and receive event OAMPDUSs to signal
various error conditions. If variableSupport(3) is
set, then the peer OAM entity can send and
receive variable requests to monitor the attribute
value

dot30amLoopbackTable

Description

The loopback status of the
OAM entity

Possible values

Possible values

passive(1),
active(2),

unknown(3)

0]64.1518

0..65535

unidirectionalSupport (0),
loopbackSupport(1),
eventSupport(2),
variableSupport(3)

nolLoopback (1) initiatinglLoopback (2)
remotel.oopback

(3)terminatingLoopback (4)
locallLoopback (5) unknown (6)

When the value is ignore (1),
received loopback commands
are ignored. When the value is
process (2), OAM loopback
commands are processed.
The default value is to ignore
loopback commands

ignore(1), process(2)

Supported (Yes/No)

Yes

Yes

802.3ah OAM MIB

Supported

Yes

Yes

Yes

Yes
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dot30OamStatsTable

22

MIB object, OID , Syntax ,
MAX-ACCESS

dot30amlnformationTx
OID: dot30amStatsEntry .1

SYNTAX: Counter32
MAX-ACCESS: Read Only

dot30aminformationRx
OID: dot30amStatsEntry .2

SYNTAX: Counter32

MAX-ACCESS: Read Only

dot30amUniqueEventNotifica
tionTx
OID: dot30amStatsEntry .3

SYNTAX: Counter32

MAX-ACCESS: Read Only

dot30amUniqueEventNotifica
tionRx OID:
dot30amStatsEntry .
4SYNTAX: Counter32MAX-
ACCESS: Read Only

dot30amDuplicateEventNotifi
cationTx
OID: dot30amStatsEntry .5

SYNTAX: Counter32

MAX-ACCESS: Read Only

dot30amDuplicateEventNotifi
cationRx
OID: dot30amStatsEntry .6

SYNTAX: Counter32

MAX-ACCESS: Read Only

dot30amLoopbackControlTx
OID: dot30amStatsEntry .7

SYNTAX: Counter32

MAX-ACCESS: Read Only

dot30amLoopbackControlRx
OID: dot30amStatsEntry .
8SYNTAX: Counter32MAX-
ACCESS: Read Only

dot30amVariableRequestTx
OID: dot30amStatsEntry .9

SYNTAX: Counter32

MAX-ACCESS: Read Only

dot30amVariableRequestRx
OID: dot30amStatsEntry .10

SYNTAX: Counter32

Description

A count of the number of
Information OAMPDUs
transmitted on this interface

A count of the number of
Information OAMPDUs
received on this interface.

A count of the number of
unique Event OAMPDUs
transmitted on this interface

A count of the number of
unique Event OAMPDUs
received on this interface

A count of the number of
duplicate Event OAMPDUs
transmitted on this interface

A count of the number of
duplicate Event OAMPDUs
received on this interface

A count of the number of
Loopback Control OAMPDUs
transmitted onthis interface

A count of the number of
Loopback Control OAMPDUs
received on this interface

A count of the number of
Variable Request OAMPDUs
transmitted on this interface

A count of the number of
Variable Response
OAMPDUSs received on this
interface

Possible values

Supported (Yes/No)

Yes

Yes

No, SLX-OS as well as MLX
doesn’t support sending this

Yes ( Though SLX-OS and
MLX doesn’t send this they
are capable to receive such
PDU and update the counter)

No, SLX-OS as well as MLX
doesn't support sending this

Yes ( Though SLX-OS and
MLX doesn’t send this they
are capable to receive such
PDU and update the counter)

No ,SLX-OS as well as also
MLX doesn't support sending
this

Yes ( Though SLX-OS and
MLX doesn’t send this they
are capable to receive such
PDU and update the counter)

No, SLX-OS as well as MLX
doesn't support sending this

Yes ( Though SLX-OS and
MLX doesn’t send this they
are capable to receive such
PDU and update the counter)

Extreme SLX-OS MIB Reference, 18s.1.03

9035676-01 Rev A



MIB object, OID , Syntax ,
MAX-ACCESS
MAX-ACCESS: Read Only

dot30amVariableResponseTx
OID: dot30amStatsEntry .11

SYNTAX: Counter32

MAX-ACCESS: Read Only

dot30amVariableResponseRx
OID: dot30amStatsEntry .12

SYNTAX: Counter32

MAX-ACCESS: Read Only

dot30amOrgSpecificTx
OID: dot30amStatsEntry .13

SYNTAX: Counter32

MAX-ACCESS: Read Only

dot30amOrgSpecificRx
OID: dot30amStatsEntry .14

SYNTAX: Counter32

MAX-ACCESS: Read Only

dot30amUnsupportedCodes
Tx
OID: dot30amStatsEntry .15

SYNTAX: Counter32MAX-
ACCESS: Read Only

dot30amUnsupportedCodes
Rx
OID: dot30amStatsEntry .16

SYNTAX: Counter32

MAX-ACCESS: Read Only

dot30amFrameslLostDueloO
am
OID: dot30amStatsEntry .17

SYNTAX: Counter32
MAX-ACCESS: Read Only

Description Possible values

A count of the number of
Variable Response
OAMPDUs transmitted on
this interface

A count of the number of
Variable Response
OAMPDUSs received on this
interface

A count of the number of
Organization Specific
OAMPDUSs Transmitted on
this interface

A count of the number of
Organization Specific
OAMPDUSs received on this
interface

A count of the number of
OAMPDUs transmitted on
this interface with an
unsupported op-code.

A count of the number of
OAMPDUEs received on this
interface with an unsupported
op-code.

A count of the number of
frames that were dropped by
the OA multiplexer

dot30OamEventConfigTable

MIB object, OID, Syntax,
MAX-ACCESS

dot30amErrSymPeriodWindo
wHi

OID:
dot30amEventConfigEntry .1

SYNTAX: Unsigned32
MAX-ACCESS: Read Only

Extreme SLX-OS MIB Reference, 18s.1.03
9035676-01 Rev A

Description Possible values

The two objects
dot30amErrSymPeriodWindo
wHi
anddot30amErrSymPeriodlLo
together form an unsigned
64-bit integer representing
the number of symbols over
which this threshold event is
defined. This is defined as

802.3ah OAM MIB

Supported (Yes/No)

No, SLX OS as well as MLX
doesn't support sending this

Yes ( Though SLX-OS and
MLX doesn’t send this they
are capable to receive such
PDU and update the counter)

No, SLX OS as well as MLX
doesn’t support sending this

Yes ( Though SLX-OS and
MLX doesn'’t send this they
are capable to receive such
PDU and update the counter)

No, SLX-OS as well as MLX
doesn’t support sending this

Yes ( Though SLX-OS and
MLX doesn’t send this they
are capable to receive such
PDU and update the counter)

Yes

Supported (Yes/No)

No

23
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MIB object, OID , Syntax ,
MAX-ACCESS

dot30amErrSymPeriodWindo
wlLo
OID:
dot30amEventConfigEntry .2

SYNTAX: Unsigned32
MAX-ACCESS: Read Only

dot30amErrSymPeriodThres
holdHi

OlID:
dot30amEventConfigEntry .3

SYNTAX: Unsigned32
MAX-ACCESS: Read Only

Description

dot30amErrSymPeriodWindo
W =

(2~32) dot30amErrSymPeri
odWindowHi)+
dot30amErrSymPeriodWindo
wlLolf
dot30amErrSymPeriodThres
hold symbol errors occur
within a window of
dot30amErrSymPeriodWindo
w symbols, an Event
Notification OAMPDU should
be generated with an Errored
SymbolPeriod Event TLV
indicating that the threshold
has been crossed in this
window. The default value for
dot30amErrSymPeriodWindo
w is the number of symbols in
one second for the underlying
physical layer.

The two objects
dot30amErrSymPeriodWindo
wHi
anddot30amErrSymPeriodWi
ndowlo together form an
unsigned 64-bit integer
representing the number of
symbols over which this
threshold event is defined.
This is defined
asdot30amErrSymPeriodWin
dow =

(2~32) dot30amErrSymPeri
odWindowHi)+
dot30amErrSymPeriodWindo
wlLolf
dot30amErrSymPeriodThres
hold symbol errors occur
within a window of
dot30amErrSymPeriodWindo
w symbols, an Event
Notification OAMPDU should
be generated with an Errored
SymbolPeriod Event TLV
indicating that the threshold
has been crossed in this
window. The default value for
dot30amErrSymPeriodWindo
w is the number of symbols in
one second for the underlying
physical layer.

The two objects
dot30amErrSymPeriodThres
holdHi
anddot30amErrSymPeriodTh
resholdLo together form an
unsigned 64-bit integer
representing the number of

Possible values

Supported (Yes/No)

No

No

Extreme SLX-OS MIB Reference, 18s.1.03
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MIB object, OID , Syntax ,
MAX-ACCESS

dot30amErrSymPeriodThres
holdLo

OlID:
dot30amEventConfigEntry .4

SYNTAX: Unsigned32
MAX-ACCESS: Read Only

Extreme SLX-OS MIB Reference, 18s.1.03
9035676-01 Rev A

Description Possible values

symbol errors that must occur
within a given window to
cause this event. This is
defined
asdot30amErrSymPeriodThr
eshold =((2"32) *
dot30amErrSymPeriodThres
holdHi)+
dot30amErrSymPeriodThres
holdLolf
dot30amErrSymPeriodThres
hold symbol errors occur
within a window of
dot30amErrSymPeriodWindo
w symbols, an Event
Notification OAMPDU should
be generated with an Errored
SymbolPeriod Event TLV
indicating that the threshold
has been crossed in this
window. The default value for
dot30amErrSymPeriodThres
hold is one symbol errors. If
the threshold value is zero,
then an Event Notification
OAMPDU is sent periodically
(at the end of every window).
This can be used as an
asynchronous notification to
the peer OAM entity of the
statistics related to this
threshold crossing alarm.

The two objects
dot30amErrSymPeriodThres
holdHi and
dot30amErrSymPeriodThres
holdLo together form an
unsigned 64-bit integer
representing the number of
symbol errors that must occur
within a given window to
cause this event. This is
defined
asdot30amErrSymPeriodThr
eshold =((2*32) *
dot30amErrSymPeriodThres
holdHi)+
dot30amErrSymPeriodThres
holdLolf
dot30amErrSymPeriodThres
hold symbol errors occur
within a window of
dot30amErrSymPeriodWindo
w symbols, an Event
Notification OAMPDU should
be generated with an Errored
SymbolPeriod Event TLV
indicating that the threshold
has been crossed in this

802.3ah OAM MIB

Supported (Yes/No)

No

25
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MIB object, OID , Syntax ,
MAX-ACCESS

dot30amErrSymPeriodEvNot
ifEnable

OID:
dot30amEventConfigEntry .5

SYNTAX: TruthValue
MAX-ACCESS: Read Only

dot30amErrFramePeriodWin
dow
QOID:
dot30amEventConfigEntry .6

SYNTAX: Unsigned32
MAX-ACCESS: Read Only

dot30amErrFramePeriodThre
shold
OID:
dot30amEventConfigEntry .7

SYNTAX: Unsigned32
MAX-ACCESS: Read Only

26

Description Possible values

window. The default value for
dot30amErrSymPeriodThres
hold is one symbol error. If the
threshold value is zero, then
an Event Notification
OAMPDU is sent periodically
(at the end of every window).
This can be used as an
asynchronous notification to
the peer OAM entity of the
statistics related to this
threshold crossing alarm.

If true, the OAM entity should
send an Event Notification
OAMPDU when an Errored
Symbol Period Event
occurs.By default, this object
should have the value true for
Ethernet-like interfaces that
support OAM. If the OAM
layer does not support Event
Notifications (as indicated via
the
dot30amFunctionsSupported
attribute), this value is ignored

The number of frames over
which the threshold is defined.
The default value of the
window is the number of
minimum size Ethernet
frames that can be received
over the physical layer in one
second. If
dot30amErrFramePeriodThre
shold frame errors occur
within a window of
dot30amErrFramePeriodWin
dow frames, an Event
Notification OAMPDU should
be generated with an Errored
Frame Period Event TLV
indicating that the threshold
has been crossed in this
window

The number of frame errors
that must occur for this event
to be triggered. The default
value is one frame error. If the
threshold value is zero, then
an Event Notification
OAMPDU is sent periodically
(at the end of every window).
This can be used as an
asynchronous notification to
the peer OAM entity of the
statistics related to this
threshold crossing alarm. If
dot30amErrFramePeriodThre
shold frame errors occur

Supported (Yes/No)

No - with default value

No

No

Extreme SLX-OS MIB Reference, 18s.1.03
9035676-01 Rev A



MIB object, OID , Syntax ,
MAX-ACCESS

dot30amErrFramePeriodEvN
otifEnable

QOID:
dot30amEventConfigEntry .8

SYNTAX: TruthValue
MAX-ACCESS: Read Only

dot30amErrFrameWindow
OID:
dot30amEventConfigEntry .9

SYNTAX: Unsigned32
MAX-ACCESS: Read Only

dot30amErrFrameThreshold
QOID:
dot30amEventConfigEntry .
10

SYNTAX: Unsigned32
MAX-ACCESS: Read Only

Extreme SLX-OS MIB Reference, 18s.1.03
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Description Possible values

within a window of
dot30amErrFramePeriodWin
dow frames, an Event
Notification OAMPDU should
be generated with an Errored
Frame Period Event TLV
indicating that the threshold
has been crossed in this
window.

If true, the OAM entity should | True(1) False(2)
send an Event Notification
OAMPDU when an Errored
Frame Period Event occurs.By
default, this object should
have the value true for
Ethernet-like interfaces that
support OAM. If the OAM
layer not support Event
Notifications (as indicated via
the
dot30amFunctionsSupported
attribute), this value is ignored

The amount of time (in
100ms increments) over
which the threshold is defined.
The default value is 10 (1
second). If
dot30amErrFrameThreshold
frame errors occur within a
window of
dot30amErrFrameWindow
seconds (measured in tenths
of seconds), an Event
Notification OAMPDU should
be generated with an Errored
Frame Event TLV indicating
that the threshold has been
crossed in this window

A count of the number of
Variable Response
OAMPDUSs received on this
interface The number of frame
errors that must occur for this
event to be triggered. The
default value is one frame
error. If the threshold value is
zero, then an Event
Notification OAMPDU is sent
periodically (at the end of
every window). This can be
used as an asynchronous
notification to the peer OAM
entity of the statistics related
to this threshold crossing
alarm. If
dot30amErrFrameThreshold
frame errors occur within a
window of
dot30amErrFrameWindow (in

802.3ah OAM MIB

Supported (Yes/No)

No- with default value False

No

No
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MIB object, OID , Syntax ,
MAX-ACCESS

dot30amErrFrameEvNotifEna
ble

QOID:
dot30amEventConfigEntry .
11

SYNTAX: TruthValue
MAX-ACCESS: Read Only

dot30amErrFrameSecsSum
maryWindow

OlID:
dot30amEventConfigEntry .
12

SYNTAX: Integer32
MAX-ACCESS: Read Only

dot30amErrFrameSecsSum
maryThreshold

OlIb:
dot30amEventConfigEntry .
13

SYNTAX: Integer32
MAX-ACCESS: Read Only
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Description Possible values

tenths of seconds), an Event
Notification OAMPDU should
be generated with an Errored
Frame Event TLV indicating
the threshold has been
crossed in this window.

If true, the OAM entity should | True(1) False(2)
send an Event Notification
OAMPDU when an Errored
Frame Event occurs. By
default, this object should
have the value true fo
rEthernet-like interfaces that
support OAM. If the OAM
layer does not support Event
Notifications (as indicated via
the
dot30amFunctionsSupported
attribute), this value is ignored.

The amount of time (in 200
ms intervals) over which the
threshold is defined. The
default value is 100 (10
seconds).If
dot30amErrFrameSecsSum
maryThreshold frame errors
occur within a window of
dot30amErrFrameSecsSum
maryWindow (in tenths of
seconds), an Event
Notification OAMPDU should
be generated with an Errored
Frame Seconds Summary
Event TLV indicating that the
threshold has been crossed in
this window

The number of errored frame
seconds that must occur for
this event to be triggered. The
default value is one errored
frame second. If the threshold
value is zero, then an Event
Notification OAMPDU is sent
periodically (at the end of
every window). This can be
used as an asynchronous
notification to the peer OAM
entity of the statistics related
to this threshold crossing
alarm. If
dot30amErrFrameSecsSum
maryThreshold frame errors
occur within a window of
dot30amErrFrameSecsSum
maryWindow (in tenths of
seconds), an Event
Notification OAMPDU should
be generated with an Errored
Frame Seconds Summary

Supported (Yes/No)

No with default value false

No

No
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MIB object, OID , Syntax ,
MAX-ACCESS

dot30amErrFrameSecsEvNot
ifEnable

QOID:
dot30amEventConfigEntry .
14

SYNTAX: TruthValue
MAX-ACCESS: Read Only

dot30amDyingGaspEnable
OID:
dot30amEventConfigEntry .
15

SYNTAX: TruthValue
MAX-ACCESS: Read Only

dot30amCriticalEventEnable
OlID:
dot30amEventConfigEntry .
16

SYNTAX: TruthValue
MAX-ACCESS: Read Only

Extreme SLX-OS MIB Reference, 18s.1.03
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Description Possible values

Event TLV indicating that the
threshold has been crossed in
this window

If true, the local OAM entity True(1) False(2)
should send an Event
Notification OAMPDU when
an Errored Frame Seconds
Event occurs. By default, this
object should have the value
true for Ethernet-like
interfaces that support OAM.
If the OAM layer does not
support Event Notifications (as
indicated via the
dot30amFunctionsSupported
attribute), this value is ignored

If true, the local OAM entity True(1) False(2)
should attempt to indicate a
dying gasp via the OAMPDU
flags field to its peer OAM
entity when a dying gasp
event occurs. The exact
definition of a dying gasp
event is implementation
dependent. If the system does
not support dying gasp
capability, setting this object
has no effect, and reading the
object should always result in
‘false’ By default, this object
should have the value true for
Ethernet-like interfaces that
support OAM. If the OAM
layer does not support Event
Notifications (as indicated via
thedot30amFunctionsSuppor
ted attribute), this value is
ignored

If true, the local OAM entity True(1) False(2)
should attempt to indicate a
critical event via the OAMPDU
flags to its peer OAM entity
when a critical event occurs.
The exact definition of a
critical event is
implementation dependent. If
the system does not support
critical event capability, setting
this object has no effect, and
reading the object should
always result in ‘false’. By
default, this object should
have the value true for
Ethernet-like interfaces that
support OAM. If the OAM
layer does not support Event
Notifications (as indicated via
the

802.3ah OAM MIB

Supported (Yes/No)

No -with default value false

Yes, and in the back end code
its always set to True. There is
no way to test False case of
this

Yes , and in the back end code
its always set to TrueThere is
no way to test False case of
this
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MIB object, OID , Syntax ,
MAX-ACCESS

Description Possible values

dot30amFunctionsSupported
attribute), this value is ignored.

dot3OamEventLogTable

MIB object, OID, Syntax,
MAX-ACCESS

dot30amEventLogIndex
OlID:
dot30amEventLogEntry .1

SYNTAX: Unsigned32

MAX-ACCESS: Read Only

dot30amEventLogTimestamp
OlID:
dot30amEventLogEntry .2

SYNTAX: TIMESTAMP
MAX-ACCESS: Read Only

dot30amEventLogOui
Olb:
dot30amEventLogEntry .3

SYNTAX:EightOTwoOui
MAX-ACCESS: Read Only

dot30amEventLogType
OlID:
dot30amEventLogEntry .4

SYNTAX:Unsigned32
MAX-ACCESS: Read Only

30

Description Possible values

An arbitrary integer for (1..4294967295)
identifying individual events

within the event log

The value of sysUpTime at the
time of the logged event. For
locally generated events, the
time of the event can be
accurately retrieved from
sysUpTime .For remotely
generated events, the time of
the event is indicated by the
reception of the Event
Notification OAMPDU
indicating that the event
occurred on the peer. A
system may attempt to adjust
the timestamp value to more
accurately reflect the time of
the event at the peer OAM
entity by using other
information, such as that
found in the timestamp found
of the Event Notification TLVs,
which provides an indication
of the relative time between
events at the peer entity.

The OUI of the entity defining
the object type. All IEEE.3
defined events (as appearing
in [802.3ah] except for the
Organizationally Unique Event
TLVs) use the IEEE 802.3
OUI ofOx0180C2.
Organizations defining their
own Event NotificationTLVs
include their OUI in the Event
Notification TLV that gets
reflected here.

The type of event that
generated this entry in the
event log. When the OUl is the
IEEE 802.3 OUI of
0x0180C2, the following
types are
defined:erroredSymbolEvent(1
),erroredFramePeriodEvent(2),

Supported (Yes/No)

Supported (Yes/No)

Yes(Not Accessible)

Yes

Yes

Yes. SLX-OS supports only 3
events in this. linkFault(256),
dyingGaspEvent(257),
criticalLinkEvent(258)
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MIB object, OID , Syntax,
MAX-ACCESS

dot30amEventLoglocation
OID:
dot30amEventLogEntry .5

SYNTAX:INTEGER

MAX-ACCESS: Read Only

dot30amEventLogWindowHi
OID:
dot30amEventLogEntry .6

SYNTAX:Unsigned32
MAX-ACCESS: Read Only

dot30amEventLogWindowlo
OID:
dot30amEventLogEntry .7

SYNTAX:Unsigned32
MAX-ACCESS: Read Only

Extreme SLX-OS MIB Reference, 18s.1.03
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Description

erroredFrameEvent(3),errored
FrameSecondsEvent(4) linkFa
ult(256),dyingGaspEvent(257
),criticalLinkEvent(258)The
first four are considered
threshold crossing events, as
they are generated when a
metric exceeds a given value
within a specified window. The
other three are not threshold
crossing events. When the
OUlis not 71874
(0x0180C2 in hex), then
some other organization has
defined the event space. If
event subtyping is known to
the implementation, it may be
reflected here. Otherwise, this
value should return all F's
(2732 -1).

Whether this event occurred
locally (local(1)), or was
received from the OAM peer
via Ethernet OAM (remote(2))

If the event represents a
threshold crossing event, the
two objects
dot30amEventWindowHi and
dot30amEventWindowLlo,
form an unsigned 64-bit
integer yielding the window
over which the value was
measured for the threshold

crossing event (for example, 5,

when 11 occurrences
happened in 5 seconds while
the threshold was 10). The
two objects are combined as:
dot30amEventLogWindow =
(2~32)"
dot30amEventLogWindowHi)
.
dot30amEventLogWindowlo
Otherwise, this value is
returned as all F's (2732 - 1)
and adds no useful
information.

If the event represents a
threshold crossing event, the
two objects
dot30amEventWindowHi and
dot30amEventWindowlo
form an unsigned 64-bit
integer yielding the window
over which the value was
measured for the threshold

Possible values

local(1), remote(2)

802.3ah OAM MIB

Supported (Yes/No)

Yes

No

No
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MIB object, OID , Syntax,
MAX-ACCESS

dot30amEventLogThreshold
Hi

OID:
dot30amEventLogEntry .8

SYNTAX:Unsigned32
MAX-ACCESS: Read Only

dot30amEventLogThresholdL
o)

OID:

dot30amEventLogEntry .9

SYNTAX:Unsigned32
MAX-ACCESS: Read Only

Description Possible values

crossing event (for example, 5,
when 11 occurrences
happened in 5 seconds while
the threshold was 10). The
two objects are combined
as:dot30amEventLogWindow
=(2~32)"
dot30amEventLogWindowHi)
"
dot30amEventLogWindowlLo
Otherwise, this value is
returned as all F's (2732 - 1)
and no useful information.

If the event represents a
threshold crossing event, the
two objects
dot30amEventThresholdHi
and
dot30amEventThresholdLo
form an unsigned 64-bit
integer yielding the value that
was crossed for the threshold
crossing event (for example,
10, when 11 occurrences
happened in 5 seconds while
the threshold was 10). The
two objects are combined
as:dot30amEventLogThreshol
d=(2"32)"
dot30amEventLogThreshold
Hi)+
dot30amEventLogThresholdL
oOtherwise, this value is
returned as all F's (2732 -1)
and adds no useful
information.

If the event represents a
threshold crossing event, the
two objects
dot30amEventThresholdHi
and
dot30amEventThresholdLo
form an unsigned 64-bit
integer yielding the value that
was crossed for the threshold
crossing event (for example,
10, when 11 occurrences
happened in 5 seconds while
the threshold was 10). The
two objects are combined
as:dot30amEventLogThreshol
d=(2"32)"
dot30amEventLogThreshold
Hi)+
dot30amEventLogThresholdL
oOtherwise, this value is
returned as all F's (2732 - 1)
and adds no useful
information.

Supported (Yes/No)

No

No
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MIB object, OID , Syntax,
MAX-ACCESS

dot30amEventLogValue
OID:
dot30amEventLogEntry .10

SYNTAX:CounterBasedGauge
64

MAX-ACCESS: Read Only

dot30amEventLogRunningTo
tal

OID:

dot30amEventLogEntry .11

SYNTAX:CounterBasedGauge
64

MAX-ACCESS: Read Only

dot30amEventLogEventTotal
OID:
dot30amEventLogEntry .12

SYNTAX:Unsigned32
MAX-ACCESS: Read Only

Extreme SLX-OS MIB Reference, 18s.1.03
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Description Possible values

If the event represents a
threshold crossing event, this
value indicates the value of the
parameter within the given
window that generated this
event (for example, 11, when
11Occurrences happened in
5 seconds while the threshold
was 10).Otherwise, this value
is returned as all F's (264 -
1) and adds no useful
information

Each Event Notification TLV
contains a running total of the
number of times an event has
occurred, as well as the
number of times an Event
Notification for the event has
been transmitted. For non-
threshold crossing events, the
number of events
(dot30amLogRunningTotal)
and the number of resultant
Event Notifications
(dot30amLogEventTotal)
should be identical. For
threshold crossing events,
since multiple occurrences
may be required to cross the
threshold, these values are
likely different. This value
represents the total number of
times this event has happened
since the last reset (for
example, 3253, when 3253
symbol errors have occurred
since the last reset, which has
resulted in 51 symbol error
threshold crossing events
since the last reset).

Each Event Notification TLV
contains a running total of the
number of times an event has
occurred, as well as the
number of times an Event
Notification for the event has
been transmitted. For non-
threshold crossing events, the
number of events
(dot30amLogRunningTotal)
and the number of resultant
Event Notifications
(dot30amLogEventTotal)
should be identical. For
threshold crossing events,
since multiple occurrences
may be required to cross the
threshold, these values are
likely different. This value

802.3ah OAM MIB

Supported (Yes/No)

Yes. SLX-OS supports only
non-threshold events .For
such events this MIB objects
expects 1’s in all bits

Yes.
Note: SLX-OS supports only
non threshold events

Yes.
Note: SLX-OS supports only
non threshold events
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MIB object, OID , Syntax,
MAX-ACCESS

Traps

Description Possible values

represents the total number of
timesone or more of these
occurrences have resulted in
an Event Notification (for
example, 51 when 3253
symbol errors have occurred
since the last reset, which has
resulted in 51 symbolerror
threshold crossing events
since the last reset)

Mib Information for mefSoamPmNotifications

Notification, OID

dot30amThresholdEvent
OID: 1.3.6.1.2.1.158.0.1

dot30amNonThresholdEvent
OID: 1.3.6.1.2.1.158.0.2

34

Object

dot30amEventLogTimest
amp,
dot30amEventLogOui,
dot30amEventLogType,
dot30amEventLogl ocati
on,
dot30amEventLogWindo
wHi,
dot30amEventLogWindo
wlLo,
dot30amEventLogThresh
oldHi,
dot30amEventLogThresh
oldLo,
dot30amEventLogValue,
dot30amEventLogRunni
ngTotal,
dot30amEventLogEvent
Total

dot30amEventLogTimest
amp,
dot30amEventLogOui,
dot30amEventLogType,
dot30amEventLoglocati
on,
dot30amEventLogEvent
Total

Supported (Yes/No)

Description

A
dot30amThresholdEvent
notification is sent when a
local or remote threshold
crossing event is
detected. A local
threshold crossing event
is detected by the local
entity, while a remote
threshold crossing event
is detected by the
reception of an Ethernet
OAM Event Notification
OAMPDU that indicates a
threshold event. This
notification should not be
sent more than once
perSecond. The OAM
entity can be derived from
extracting the ifindex from
the variable bindings. The
objects in the notification
correspond to the values
in a row instance in
thedot30amEventLogTab
le.

A
dot30amNonThresholdE
vent notification is sent
when a local or remote
non-threshold crossing
event is detected. A local
event is detected by the
local entity, while a remote
event is detected by the
reception of an Ethernet
OAM Event Notification
OAMPDU that indicates a
non-threshold crossing
event. This notification
should not be sent more

Supported (Yes/No)
No

Yes. SLX OS sends traps
with the var binds
mentioned in column 2
for only the below
eventsremotelinkFault,re
motedyingGaspEvent,rem
otecriticalLinkEventlocalD
yingGaspEvent
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than once per second.
The OAM entity can be
derived from extracting
the ifindex from variable
bindings. The objects in
the notification
correspond to the values
in a row instance of the
dot30amEventLogTable.

History

17r.2.00 This MIB was introduced.
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BFD MIB

BFD MIB

The BFD MIB defines objects that help in modeling the Bidirectional Forwarding Detection protocol.

Supported object groups

36

Object group name
bfdSessTable
bfdSessPerfTable
bfdSessDiscMapTable
bfdSesslpMapTable
bfdAdminStatus
bfdOperStatus
bfdNotificationsEnable
bfdSessIndexNext

NOTE

OID
13612122212
13612122213
13612122214
136.1.21.222.15
136121222111
136.121222112
136121222113
136121222114

BFD MIB does not support SNMP SET request.

TABLE 4 bfdSessTable
Object group name
bfdSessIndex
bfdSessVersionNumber
bfdSessType
bfdSessDiscriminator
bfdSessRemoteDiscr
bfdSessDestinationUdpPort
bfdSessSourceUdpPort
bfdSessEchoSourceUdpPort
bfdSessAdminStatus
bfdSessOperStatus
bfdSessState
bfdSessRemoteHeardFlag
bfdSessDiag
bfdSessOperMode

bfdSessDemandModeDesiredFlag
bfdSessControlPlanelndepFlag

bfdSessMultipointFlag
bfdSessInterface
bfdSessSrcAddrType
bfdSessSrcAddr
bfdSessDstAddrType
bfdSessDstAddr
bfdSessGTSM

Supported

Yes (read-only)
Yes

Yes

No

Yes (read-only)
Yes

Yes (read-only)
No

OID
1361212221211
1361212221212
1361212221213
1361212221214
1361212221215
1361212221216
1361212221217
1361212221218
1361212221219
136.1.21.222.1.2.1.10
136.12122212111
136.12122212112
1.3.6.1212221.21.13
136.12122212114
136.1.21.222.1.2.1.15
1.3.6.1212221.21.16
136.12122212117
1.3.6.1.21222121.18
136.12122212119
136.1.21.222.1.2.1.20
136.12122212121
136.12122212122
1.3.6.1212221.21.23
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TABLE 4 bfdSessTable (continued)

BFD MIB

bfdSessGTSMTTL 1.36.121.222121.24
bfdSessDesiredMinTxIntervalrt 1.3.6.121.2221.2.125
bfdSessRegqMinRxInterval 1.36.121.222121.26
bfdSessRegMinEchoRxInterval 1.36.12122212127
bfdSessDetectMult 1.36.12122212128

bfdSessNegotiatedinterval

136.121.222.1.21.29

bfdSessNegotiatedEcholnterval

1.3.6.1.21.2221.21.30

bfdSessNegotiatedDetectMult

136.121.22212131

bfdSessAuthPresFlag

136.1.21.222.1.2.1.32

bfdSessAuthenticationType

1.36.1.21.222.1.2.1.33

bfdSessAuthenticationKeylD

13.6.1.21.222.1.2.1.34

bfdSessAuthenticationKey

1.3.6.12122212135

bfdSessStorageType 1.3.6.1.21.222.1.2.1.36
bfdSessRowStatus 1.3.6.1.2.1.222.1.2.1.37
TABLE 5 bfdSessPerfTable

bfdSessPerfCtrIPktin

1361212221311

bfdSessPerfCtrIPktOut

1361212221312

bfdSessPerfCtrIPktDrop

1361212221313

bfdSessPerfCtrlPktDropLastTime

1361212221314

bfdSessPerfEchoPktin

1361212221315

bfdSessPerfEchoPktOut

1361212221316

bfdSessPerfEchoPktDrop

1361212221317

bfdSessPerfEchoPktDropLastTime

1361212221318

bfdSessUpTime

1361212221319

bfdSessPerflLastSessDownTime

1.3.6.1.21.222.1.3.1.10

bfdSessPerflLastCommLostDiag

136.121.22213111

bfdSessPerfSessUpCount

136.1.21.222.1.31.12

bfdSessPerfDiscTime

13.6.121222131.13

bfdSessPerfCtrIPktinHC

136.1.21.2221.3.1.14

bfdSessPerfCtrIPktOutHC

1.3.6.1.21.222.1.3.1.15

bfdSessPerfCtrlPktDropHC

136.1.21.222.1.3.1.16

bfdSessPerfEchoPktinHC

136.121.222.1.31.17

bfdSessPerfEchoPktOutHC

1.3.6.121222131.18

bfdSessPerfEchoPktDropHC

136.121.222.1.31.19

TABLE 6 bfdSessDiscMapTable

bfdSessDiscriminator

1361212221214

bfdSessDiscMaplndex

136.12122214.11

Extreme SLX-OS MIB Reference, 18s.1.03
9035676-01 Rev A

37



BFD MIB

TABLE 7 BFD notifications

bfdSessUp 1.36.1.2.1.2220.1
bfdSessDown 1.3.6.1.2.1.222.0.2

History

17s.1.00 This MIB was introduced.
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BGP4 MIB

The MIB module for the BGP-4 protocol. The BGP4 MIB module defines the MIB objects for management of Border Gateway

Protocol Version 4 (BGPv4). Both read-only and read-write operations are supported on this MIB through SNMP.

Supported object groups
(Objectgowprame OB Sweee

bgpVersion 136121151 Yes
bgpLocalAs 1.3.6.1.2.1.152 Yes
bgpPeerEntry 136121153 Yes
bgpPeerldentifier 136121154 Yes
bgpRcvdPathAttrTable 136121155 No
bgp4PathAttrTable 1.36.121.156 Yes
bgpMIBConformance 1.36.1.2.1.158 Yes

History

16s.1.00

This MIB was introduced.

18s.1.01b

Updated the MIB with new object identifiers.
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Bridge MIB

The Bridge MIB module manages devices that support IEEE 802.1D.

The Bridge-Identifier is used in the Spanning Tree Protocol to uniquely identify a bridge. Its first two octets (in network byte
order) contain a priority value. Its last six octets contain the MAC address used to refer to a bridge in a unique fashion (typically,
the numerically smallest MAC address of all ports on the bridge).

Supported object groups

The following groups from LLDP-EXT-DOT1-MIB are fully supported.

Object group name OID Supported?
dotldBase 1.36.12117.1 Yes
dotldStp 1.36.1.2.1.17.2 Yes
dot1ldTp 136121174 Yes
dot1dStatic 1.36.1.2.1.17.5 Yes

NOTE

The dot1dTpFdbTable (OID 1.3.6.1.2.1.17.4.4) in RFC 1493 is used to find dynamically learned MAC addresses.
Statically configured MAC addresses are in the snFdbTable

NOTE

The SNMP MIB object dot1dStpPortTable (OID 1.3.6.1.2.1.17.2.15) does not display information for tagged ports
that belong to an 802.1W RSTP configuration. The design of that MIB table is based on a Single STP standard, and
does not accommodate Multiple STPs. Thus, the table displays information only for SSTP and for tagged and
untagged ports.

NOTE

RFC 4188 has been converted to SMIv2 format. The object dot1dStpPortPathCost32 was added to support IEEE
802. The existing MIB dot1dStpPortPathCost has an upper range of 65535. Over that value, this MIB stays at the
upper value and you should access dot1dStpPortPathCost32, which has a higher upper-range value.

History
Release version History
16r.1.00 This MIB was introduced.
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Entity MIB (Version 3)

Entity MIB (Version 3)

The following objects from RFC 4133 Entity MIB are used for representing multiple physical and logical entities supported by a
single SNMP agent. Only read-only operation is supported on this MIB through SNMP.

Supported object groups

Objects OID Supported
entityPhysical 1.36.1.2147.11 Yes (read-only)
entPhysicalTable 13612147111 Yes
entPhysicalEntry 136121471111 Yes
entPhysicallndex 1361214711111 Yes
entPhysicalDescr 1361214711112 Yes
entPhysicalVendorType 1361214711113 Yes
entPhysicalContainedin 1361214711114 Yes
entPhysicalClass 1.36.1.2147.11.1.15 Yes
entPhysicalParentRelPos 1361214711116 Yes
entPhysicalName 1361214711117 Yes
entPhysicalHardwareRev 1361214711118 Yes
entPhysicalFirmwareRev 1361214711119 Yes
entPhysicalSoftwareRev 1.36.12147.1.11.110 Yes
entPhysicalSerialNum 1.36.12147.111111 Yes
entPhysicalMfgName 136.12147111112 Yes
entPhysicalModelName 1.36.12147.111.1.13 Yes
entPhysicalAlias 13612147111114 Yes
entPhysicalAssetID 1.36.1.2147.111.1.15 Yes
entPhysicallsFRU 1.36.12147.111116 Yes
entPhysicalMfgDate 1.36.121471.11.117 Yes
entPhysicalUris 1.36.12147.111.1.18 Yes
entPhysicalContainsTable 1.36.1.2147.133 Yes
entLastChangeTime 1.36.1.2147.141 Yes
entConfigChange 1.36.1.2147.20.1 Yes
History
Release version History
17s.1.00 This MIB was introduced.
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Host Resource MIB

The Host Resource MIB module defines a uniform set of MIB objects useful for the management of host computers. Only
read-only operation is supported on this MIB through SNMP.

Supported object groups
Obectgowprome OB swpote

hrSystem 136121251 Yes
hrStorage 13.6.1.21252 Yes
hrDevice 1.3.6.1.2.1.253 Yes
hrSWRun 136121254 Yes
hrSWRunPerf 1.3.6.1.2.1.255 Yes
hrSWinstalled 1.3.6.1.2.1.256 Yes
hrMIBAdmininfo 1.3.6.1.2.1.25.7 Yes
History

16r.1.00 This MIB was introduced.
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IANA-ADDRESS-FAMILY-NUMBERS-MIB

IANA-ADDRESS-FAMILY-NUMBERS-MIB

The ianaAddressFamilyNumbers MIB module defines the AddressFamilyNumbers textual convention.

Name Description

AddressFamilyNumbers The definition of this textual convention with the addition of newly assigned values
_ is published periodically by the IANA, in either the Assigned Numbers RFC, or

Syntax: Integer some derivative of it specific to Internet Network Management number

assignments. (The latest arrangements can be obtained by contacting the IANA.)

History

Release version History

17s.1.00 This MIB was introduced.
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IANAif Type-MIB

The ianaif Type MIB module defines the IANAIif Type textual convention, and thus the enumerated values of the if Type object

defined in MIB-II's if Table.

ianaif Type textual convention

Name
IANAIifType

Syntax: Integer

IANAtunnelType

Syntax: Integer

History

Release version

17s.1.00

44

Description

This data type is used as the syntax of the if Type object in the (updated) definition
of MIB-II's if Table. The definition of this textual convention with the addition of
newly assigned values is published periodically by the IANA, in either the Assigned
Numbers RFC, or some derivative of it specific to Internet Network Management
number assignments. (The latest arrangements can be obtained by contacting the
IANA.)

The encapsulation method used by a tunnel.

History
This MIB was introduced.
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IANA-RTPROTO-MIB

The ianaRtProtoMIB module defines the IANAipRouteProtocol and IANAipMRouteProtocol textual conventions for use in MIBs
which need to identify unicast or multicast routing mechanisms. Any additions or changes to the contents of this MIB module
require either publication of an RFC, or Designated Expert Review as defined in RFC 2434, Guidelines for Writing an IANA
Considerations Section in RFCs. The Designated Expert will be selected by the IESG Area Director(s) of the Routing Area.

ianaRtProtoMIB textual convention

Name Description

IANAipRouteProtocol A mechanism for learning routes. Inclusion of values for routing protocols is not
intended to imply that those protocols need be supported.

Syntax: Integer

IANAipMRouteProtocol The multicast routing protocol. Inclusion of values for multicast routing protocols is

not intended to imply that those protocols need be supported.
Syntax: Integer

History

Release version History

17s.1.00 This MIB was introduced.
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Interface group MIB

Interface group MIB
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The interface entry table is based on the RFC 2863 and it obsoletes RFC 2233. It contains information about the interfaces.

Each sub-layer is considered to be an interface.

For if Table and ifXTable, the SNMP counters do not clear when the clear statistics command is issued. The counters are
cleared only when the device is reloaded. The cumulative counter is not affected by the clear command.

TABLE 8 ifMIB group
Object group name
iftMIB
ifMIBObjects
ifXTable
ifXEntry
ifName
ifinMulticastPkts
iflnBroadcastPkts
ifOutMulticastPkts
ifOutBroadcastPkts
ifHCInOctets
ifHCInUcastPkts
ifHCInMulticastPkts
ifHCInBroadcastPkts
ifHCOutOctets
ifHCOutUcastPkts
ifHCOutMulticastPkts
ifHCOutBroadcastPkts
ifLinkUpDownTrapEnable
ifHighSpeed
ifPromiscuousMode
ifConnectorPresent

ifAlias

TABLE 9 ilnterface group
Object group name
ifNumber
if Table
ifEntry
iflndex
ifDescr
ifType
ifMtu
ifSpeed
ifPhysAddress

Object Identifier
1.36.1.2.131
1.36.1.2.1311
1361213111
13612131111
136121311111
136121311112
1.36.121311113
136121311114
1.36.1.21311115
136.121311116
136121311117
136121311118
136121311119
1.36.1.2131111.10
1361213111111
1361213111112
1361213111113
1.36.1.2131.11.1.14
1.36.1.213111115
1361213111116
1.36.1213111117
136.1213111118

Object Identifier
13612121
13612122
1.36.1.21221
1361212211
1.36.1.212212
1.36.1.2.1.2213
1.36.1.212214
1.36.1.21.2215
1361212216
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TABLE 9 iInterface group (continued)

ifAdminStatus 1361212217

ifOperStatus 1361212218

ifLastChange 1361212219

ifinOctets 13612122110
ifinUcastPkts 13612122111
ifinNUcastPkts 13612122112
ifinDiscards 13612122113
ifinErrors 13612122114
ifinUnknownProtos 13612122115
ifOutOctets 13612122116
ifOutUcastPkts 13612122117
ifOutNUcastPkts 1.36.1.21.22118
ifOutDiscards 13612122119
ifOutErrors 13612122120
ifOutQLen 13612122121
ifSpecific 13612122122

History

17s.1.00 This MIB was introduced.
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IP Forwarding MIB

The IP Forwarding MIB module defines MIB objects for the management of Classless Inter-domain Routing (CIDR) multipath
IP routes. The IP forwarding MIB is based on RFC 4292 and it obsoletes RFC 2096.

NOTE

Beginning with 17s.1.00 release, SNMP GET and SNMP SET operations are supported on the IP Forward MIB.

MIB objects

Objects and OID
inetCidrRouterNumber
1.3.6.1.2.1.4.24.6
inetCidrRouteTable
1.3.6.1.2.1.4.24.7

inetCidrRouteDiscards

1.3.6.1.2.14.24.8

History

Release version

17s.1.00
18s.1.01b

48

Supported Description
Yes The number of valid entries in the inetCidrRouteTable.
Yes The IP routing table on a router.
Yes The number of valid route entries that have been discarded from the
inetCidrRouteTable.
History

This MIB was introduced.
This MIB was updated with new object identifiers.
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IP MIB

The Internet Protocol (IP) MIB module provides MIB objects for management of IP modules in an IP version-independent

manner.

The IP MIB table is based on the RFC 4293.

NOTE

Beginning with 17s.1.00 release, SNMP GET and SNMP SET operations are supported on the IP-MIB.

IP MIB

ipForwarding 13612141 Yes (Read-only)
ipDefaultTTL 1.3.6.1.2.142 Yes (Read-only)
ipReasmTimeout 136121413 Yes
ipForward 1.3.6.1.2.1.4.24 Yes (Read-only)
ipAddressTable 1.3.6.1.2.1.4.34 Yes (Read-only)
ipNetToPhysicalTable 1.36.1.2.14.35 Yes

History

17s.1.00 This MIB was introduced.

Extreme SLX-OS MIB Reference, 18s.1.03
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LAG MIB

The Link Aggregation module for managing IEEE 802.3ad.

Supported object groups

NOTE

An Extreme device provides only read-only support to the following object groups listed here.

Object group name
dot3adAgglindex
dot3adAggMACAddress
dot3adAggActorSystemPriority
dot3adAggActorSystemID
dot3adAggAggregateOrindividual
dot3adAggActorAdminKey
dot3adAggActorOperKey
dot3adAggPartnerSystemID
dot3adAggPartnerSystemPriority
dot3adAggPartnerOperKey
dot3adAggCollectorMaxDelay

History
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Release version

17s.1.00

History
This MIB was introduced.

OID

1.2.840.10006.300.43.1.1.1.1.1
1.2.840.10006.300.43.1.1.1.1.2
1.2.840.10006.300.43.1.1.1.1.3
1.2.840.10006.300.43.1.1.1.1.4
1.2.840.10006.300.43.1.1.1.1.5
1.2.840.10006.300.43.1.1.1.1.6
1.2.840.10006.300.43.1.1.1.1.7
1.2.840.10006.300.43.1.1.1.1.8
1.2.840.10006.300.43.1.1.1.1.9

1.2.840.10006.300.43.1.1.1.1.10
1.2.840.10006.300.43.1.1.1.1.11
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LLDP MIB

The LLDP MIB module manages LLDP configuration, statistics, local system data and remote systems data components.

TABLE 10 Supported object groups

LLDP MIB

[ldpConfiguration 10880211211 Yes
lldpStatistics 1.0.8802.1.1.2.1.2 Yes
lldpLocalSystemData 1.0.8802.1.1.2.1.3 Yes
[ldpRemoteSystemsData 1.0.8802.1.1.2.14 Yes
lldpExtensions 1.0.8802.1.1.2.1.5 Yes

History

This MIB was introduced.

17s.1.00
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LLDP-EXT-DOT1 MIB

The LLDP MIB extension module for IEEE 802.1 organizationally defined discovery information.

Supported object groups

lldpXdot1Config 1.0.8802.1.1.2.1.5.32962. | Yes
11
lldpXdotllLocalData 1.0.8802.1.1.2.1.5.32962. | Yes
1.2
lldpXdot1RemoteData 1.0.8802.1.1.2.1.5.32962. | Yes
1.3
History

17s.1.00 This MIB was introduced.
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MEF Service OAM PM MIB

LLDP-EXT-DOT3 MIB

The LLDP MIB extension module for IEEE 802.3 organizationally defined discovery information.

Supported object groups

Object group name OID Supported?
[ldpXdot3Config 1.0.8802.1.1.2.1.54623.1.1 | Yes
lldpXdot3LocalData 1.0.8802.1.1.2.1.5.4623.1.2 | Yes
lldpXdot3RemoteData 1.0.8802.1.1.2.1.54623.1.3 | Yes

History

Release version History

17s.1.00 This MIB was introduced.

MEF Service OAM PM MIB

The MEF_SOAM_PM MIB defines objects for managing Service Operations, Administration, and Maintenance (SOAM)
capabilities on Ethernet-based interfaces.

mefSoamPmGlobalTable

MIB object, OID , Syntax Description Supported (Yes/No)
mefSoamPmGlobalOperNextindex This object contains an unused value for Yes
OID: 3.6.1.4.1.15007.1.3.1.1.1.11 mefSoamPmOperindex that is used in the

mefSoamPmLm and mefSoamPmDm
tables, or a zero to indicate that none exist.
This value needs to be inspected in order to
find an available index for row-creation of a
PM session on a MEP. Referential integrity is
required, i.e., the index needs to be persistent
upon a reboot or restart of a device. The
index can never be reused for other PM
sessions on the same MEP. The index value
should keep increasing up to the time that it
wraps around. This is to facilitate access
control based on OID. This object is an
extension of the dotlagCfmMepTable and
the object is automatically added or deleted
based upon row creation and destruction of
the dotlagCfmMepTable. This object needs
to be persistent upon reboot or restart of a

Sytanx: DotlafCfmindexintegerNextFree

device
mefSoamPmGlobalLmSingleEndedRespond | This attribute specifies whether the Loss Yes. (Always True)
er Measurement (LMM) single ended responder
OID: 3.6.1.4.1.15007.1.3.1.1.1.1.2 is enabled. The value 'true’ indicates the

single ended Loss Measurement responder

Syntax: TruthValue is enabled. The value 'false’ indicates the

Extreme SLX-OS MIB Reference, 18s.1.03
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MIB object, OID , Syntax

mefSoamPmGlobalSmSingleEndedRespond
er
OID: 3.6.1.4.1.15007.1.3.1.1.1.1.3

Syntax: TruthValue

mefSoamPmGlobalDmSingleEndedRespon
der
OID: 3.6.1.4.1.15007.1.3.1.1.1.1.4

Syntax: TruthValue

mefSoamLmCfgTable
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MIB object, OID , Syntax

mefSoamLmCfgindex
OID: 1.3.6.14.1.15007.1.3.1.21.1.1

Syntax: Unsigned32(1..4294967295)

mefSoamLmCfgType
1.36.14.1.15007.1.3.1.2.1.1.2

Syntax: Integer { ImLmm (1), ImSIm (2),
IM1SITx (3), IM1SIRx (4), ImCcm (5) }

mefSoamLmCfgEnabled
OID: 1.3.6.1.4.1.15007.1.3.1.2.1.1.3

Syntax: TruthValue

mefSoamLmCfgCounterEnable
OID: 1.3.6.1.4.1.15007.1.3.121.1.4

Syntax: BITS { bTimeOfDayTimestamp(0),
bMeasurementintervalElapsedTime(1),
blinitiatedMeasurementCounter(2),
bCompleteMeasurementCounter(3),
bTransmitFrameCountForward(4),
bReceiveFrameCountForward(5),
bTransmitFrameCountBackward(6),
bReceiveFrameCountBackward(7),
bAvailabilitylndicatorForward(8),

Description

single ended Loss Measurement responder
is disabled.

This attribute specifies whether the Synthetic
Loss Measurement (SLM) single ended
responder is enabled. The value 'true’
indicates the single ended SLM responder is
enabled. The value ‘false’ indicates the single
ended SLM responder is disabled. This
object needs to be persistent upon reboot or
restart of a device.

This attribute specifies whether the Delay
Measurement (DMM) single ended
responder is enabled. The value 'true’
indicates the single ended Delay
Measurement responder is enabled. The
value ‘false’ indicates the single ended Delay
Measurement responder is disabled. This
object needs to be persistent upon reboot or
restart of a device.

Description

The index to the Loss Measurement
Configuration table.
mefSoamPmOperNextindex needs to be
inspected to find an available index for row-
creation. Referential integrity is required, i.e.,
the index needs to be persistent upon a
reboot or restart of a device.

This attribute specifies what type of Loss
Measurement will be performed.ImLmm(1)
LMM SOAM PDU generated and received
LMR responses trackedimSIm(2) SLM
SOAM PDU generated and received SLR
responses trackedim1SITx(3) 1SL SOAM
PDU generatedim1SIRx(4) 1SL SOAM PDU
receivedimCcm(5) CCM SOAM PDU
generated and received CCM PDUs tracked

This attribute specifies whether the Loss
Measurement session is enabled. The value
‘true’ indicates the Loss Measurement
session is enabled. The value ‘false’ indicates
the Loss Measurement session is disabled.

A vector of bits that indicates the type of
SOAM LM counters that are enabled. A bit
setto "1’ enables the specific SOAM LM
counter. A bit set to 'O’ disables the SOAM
LM counter. If a particular SOAM LM counter
is not supported the BIT value should be set
to 0.

Supported (Yes/No)

Yes. (Always True)

Yes. (Always True)

Supported (Yes/No)

Yes Not-accessible

Partial. Only ImSIm will be supported. i.e
Only 2-way LM is supported.

Yes

Yes. Following values are not
supported.bAvailabilitylndicatorForward(8),
bAvailabilitylndicatorBackward(9),
bUnavailabilitylndicatorForward(10),
bUnavailabilityIndicatorBackward(11)
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bAvailabilitylndicatorBackward(9),
bUnavailabilitylndicatorForward(10),
bUnavailabilityIndicatorBackward(11),
bFramelLossRatioForwardMin(12),
bFramelossRatioForwardMax(13),
bFramelossRatioForwardAve(14),
bFramelLossRatioBackwardMin(15),
bFramelossRatioBackwardMax(16),
bFramelossRatioBackwardAve(17) }

mefSoamLmCfglinterval
OID: 1.3.6.1.4.1.15007.1.3.1.2.1.1.5

Syntax: MefSoamTcPerfMonlntervalType

mefSoamLmCfgPriority
OID: 1.3.6.1.4.1.15007.1.3.1.2.1.1.6
IEEE8021

Syntax: PriorityValue

mefSoamLmCfgDropEligible
OID: 1.3.6.1.4.1.15007.1.3.1.2.1.1.7

Syntax: TruthValue

mefSoamLmCfgFrameSize
OID: 1.3.6.1.4.1.15007.1.3.1.2.1.1.8

Syntax: Unsigned32 (64..9600)

mefSoamLmCfgMeasurementinterval
1.3.6.14.1.15007.1.3.1.2.1.1.12

Syntax: Unsigned32 (1..1440)

mefSoamLmCfgDestMacAddress
OID 1.3.6.1.4.1.15007.1.3.1.2.1.1.13

Syntax: MacAddress

mefSoamLmCfgDestMepld
OID: 1.3.6.1.4.1.15007.1.3.1.2.1.1.14

DotlagCfmMepldOrZero

mefSoamLmCfgDestisMepld
OID: 1.3.6.1.4.1.15007.1.3.1.2.1.1.15

Syntax: TruthValue

Extreme SLX-OS MIB Reference, 18s.1.03
9035676-01 Rev A

Description

This attribute specifies the Performance
Monitoring OAM message transmission
period. For Performance monitoring
applications the default value is 1 sec.

This attribute specifies the priority of frames
with the Loss Measurement OAM message
information. The default value MUST be the
value which yields the lowest frame loss
performance for this EVC.

This attribute specifies the Drop Eligible
Indicator of Loss Measurement OAM frames.
The value "true’ indicates frames are eligible
to be discarded. The value ‘false’ indicates
frames are not eligible to be discarded

This attribute specifies the Loss
Measurement frame size between 64 bytes
and the maximum transmission unit of the
EVC. The range of frame sizes from 64
through 2000 octets, in 4 octet increments,
MUST be supported, and the range of frame
sizes from 2004 through 9600 octets, in 4
octet increments, SHOULD be supported.

This attribute specifies a measurement
interval in minutes.

The Target or Destination MAC Address
Field to be transmitted. If mefSoamLmType
is ImLmm or ImSIm, the destination address
must be the unicast address of the
destination MEP. An error is returned if this
object is set to a multicast address. This
address will be used if the value of the object
mefSoamLmDestlsMepld is ‘false’. This
object is only valid for the entity transmitting
the SOAM LM frames and is ignored by the
entity receiving SOAM LM frames.

The Maintenance Association End Point
|dentifier of another MEP in the same
Maintenance Association to which the SOAM
LM frame is to be sent. This address will be
used if the value of the column
mefSoamLmDestlsMepld is "true’. A value of
zero means that the destination MEP ID has
not been configured.

A value of 'true’ indicates that MEPID of the
target MEP is used for SOAM LM frame
transmission. A value of ‘false’ indicates that

Supported (Yes/No)

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

MEF Service OAM PM MIB
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MIB object, OID , Syntax

mefSoamlLmCfgStartTimeType
OID: 1.3.6.1.4.1.15007.1.3.1.2.1.1.17

Syntax: MefSoamTcOperationTimeType

mefSoamLmCfgFixedStartDateAndTime
OID: 1.3.6.1.4.1.15007.1.3.1.2.1.1.18

Syntax: DateAndTime

mefSoamLmCfgRelativeStartTime
OID: 1.3.6.1.4.1.15007.1.3.1.2.1.1.19

Timelnterval

mefSoamLmCfgStopTimeType
1.3.6.14.1.15007.1.3.1.2.1.1.20
MefSoamTcOperationTimeType

mefSoamLmCfgFixedStopDateAndTime
OID: 1.3.6.1.4.1.15007.1.3.1.21.1.21
Syntax: DateAndTime

mefSoamLmCfgRelativeStopTime
OID: 1.3.6.1.4.1.15007.1.3.1.21.1.22

Syntax: Timelnterval

mefSoamLmCfgPeriodicity
OID: 1.3.6.1.4.1.15007.1.3.1.2.1.1.23

Syntax: Timelnterval

mefSoamLmCfgAlignMeasurementintervals
1.30ID: 6.1.4.1.15007.1.3.1.2.1.1.24

Syntax: TruthValue

mefSoamLmCfgSessionStatus
OID: 1.3.6.1.4.1.15007.1.3.1.2.1.1.29

Description

the MAC address of the target MEP is used
for SOAM LM frame transmission.

This attribute specifies the type of start time
of the SOAM LM session. The start time can
be disabled (none), immediate, relative, or
fixed.

This attribute specifies the fixed start date/
time for the SOAM Loss Measurement
session. This attribute is used only used if
mefSoamLmStartTimeType is fixed’ and is
ignored otherwise.

This attribute specifies the relative start time,
from the current system time, for the SOAM
LM session. This attribute is used only if
mefSoamLmStartTimeType is 'relative’ and is
ignored otherwise.

This attribute specifies the type of stop time
to terminate the SOAM LM session. The
stop time can be forever (none), relative, or
fixed.

This attribute specifies the fixed stop date/
time for the SOAM Loss Measurement
session. This attribute is used only used if
mefSoamLmStopTimeType is ‘fixed’ and is
ignored otherwise.

This attribute specifies the relative stop time,
from the session start time, to stop the
SOAM LM session. This attribute is used
only if mefSoamLmStopTimeType is 'relative’
and is ignored otherwise

This attribute specifies a configurable
periodicity time per Loss Measurement
session. The periodicity time can be specified
as none (value of O) or in relative time (e.g.,
every given number of hours, minutes, and
seconds from the start time). If the SOAM
LM session stop time is 'none’ (forever), then
the periodicitytime must be none. If the
SOAM LM session stop time is 'relative’ and
the periodicity timeis relative time (non-zero
value), then the periodicity time must be
equal to or greater than the duration time
(mefSoamLmRelativeStopTime).

This attribute specifies whether the
measurement intervals for the Loss
Measurement session are aligned with a zero
offset to real time. The value "true’ indicates
that each Measurement Interval starts at a
time which is aligned to NE time source hour
if the interval is a factor of an hour. The value
‘false’ indicates that each Measurement
Interval starts at a time which is a whole
number of measurement intervals after the
session start time.

This object indicates the current status of the
LM session. A value of 'true’ indicates the
current LM session is active. A value of ‘false’

Supported (Yes/No)

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes
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Syntax: TruthValue

mefSoamLmCfgHistoryClear
OID: 1.3.6.1.4.1.15007.1.3.1.2.1.1.30

Syntax: TruthValue

mefSoamLmCfgRowStatus
OID: 1.3.6.1.4.1.15007.1.3.1.2.1.1.31

Syntax: RowStatus

MIB object, OID , Syntax

mefSoamLmCurrentStatsindex
OID: 1.3.6.1.4.1.15007.1.3.1.2.3.1.1

Syntax: Unsigned32

mefSoamLmCurrentStatsStartTime
OID: 1.3.6.1.4.1.15007.1.3.1.2.3.1.2

Syntax: DateAndTime

mefSoamLmCurrentStatsElapsedTime
OID: 1.3.6.1.4.1.15007.1.3.1.2.3.1.3

Syntax: Timelnterval

mefSoamlLmCurrentStatsSuspect
OID: 1.3.6.1.4.1.15007.1.3.1.2.3.1.4

Syntax: TruthValue

mefSoamLmCurrentStatsForwardTransmitte
dFrames
OID: 1.3.6.1.4.1.15007.1.3.1.2.3.1.5

Syntax: Gauge32

mefSoamlLmCurrentStatsForwardReceivedFr

ames
OID: 1.3.6.1.4.1.15007.1.3.1.2.3.1.6

Syntax: Gauge32

mefSoamlLmCurrentStatsForwardMinFIr
OID: 1.3.6.1.4.1.15007.1.3.1.2.3.1.7

Syntax: Unsigned32 (0..100000)

mefSoamLmCurrentStatsForwardMaxFIr
OID: 1.3.6.1.4.1.15007.1.3.1.2.3.1.8

Extreme SLX-OS MIB Reference, 18s.1.03
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Description

indicates the current LM session is not active,

has not started yet, or is currently in the
stopped state between periods of activity. A
session can become inactive due to it
stopping based upon the stop time or the
session being disabled.

This object when written clears the Loss
Measurement history Table
(mefSoamLmHistoricStatsTable) - all rows
are deleted. When read the value always
returns ‘false’

The status of the row. The writable columns
in a row cannot be changed if the row is
active. All columns must have a valid value
before a row can be activated.

mefSoamLmCurrentStatsTable

Description

The index for the current measurement
interval for this PM session. This value will
become the value for
mefSoamlLmHistoricStatsindex once the
measurement interval is completed.

The time that the current measurement

interval started. This object applies regardless

of the value of mefSoamLmType.

The time that the current measurement
interval has been running, in 0.01 seconds.

Whether the measurement interval has been
marked as suspect.

This attribute contains the number of frames
transmitted in the forward direction by this
MEP.

This attribute contains the number of frames
received in the forward direction by this MEP.

This attribute contains the minimum one-way

frame loss ratio in the forward direction
calculated by this MEP for this measurement
interval. The FLR value is a ratio that is

expressed as a percent with a value of O (ratio

0.00) through 100000 (ratio 1.00).Units are
in percent, where 1 = 1/100000

This attribute contains the maximum one-
way frame loss ratio in the forward direction
calculated by this MEP for this measurement

Supported (Yes/No)

Yes

Yes

Supported (Yes/No)

YesNot-accessible

Yes

Yes

Yes

Yes

Yes

Yes

Yes

MEF Service OAM PM MIB
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MIB object, OID , Syntax
Syntax: Unsigned32 (0..100000)

mefSoamLmCurrentStatsForwardAvgFlr
OID: 1.3.6.1.4.1.15007.1.3.1.2.3.1.9

Syntax: Unsigned32 (0..1200000)

mefSoamlLmCurrentStatsBackwardTransmitt
e dFrames
OID: 1.3.6.1.4.1.15007.1.3.1.2.3.1.12

Syntax: Gauge32

mefSoamLmCurrentStatsBackwardReceived
Frames
OID: 1.3.6.1.4.1.15007.1.3.1.2.3.1.13

Syntax: Gauge32

mefSoamlLmCurrentStatsBackwardMinFIr
1.3.6.1.4.1.15007.1.3.1.2.3.1.14

Unsigned32 (0..100000)

mefSoamLmCurrentStatsBackwardMaxFlr
OlD:1.3.6.1.4.1.15007.1.3.1.2.3.1.15

Syntax: Unsigned32 (0..100000)

mefSoamLmCurrentStatsBackwardAvgFIr
OID: 1.3.6.1.4.1.15007.1.3.1.2.3.1.16

Syntax: Unsigned32 (0..100000)

mefSoamLmCurrentStatsinitiatedMeasurem
ents

QOID: OID:
1.3.6.1.4.1.15007.1.3.1.2.3.1.19

Syntax: Gauge32

mefSoamLmCurrentStatsCompletedMeasur
ements
0OID: 1.3.6.1.4.1.15007.1.3.1.2.3.1.20

Syntax: Gauge32

mefSoamDmCfgTable
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MIB object, OID , Syntax

mefSoamDmCfgindex
OID: 1.3.6.1.4.1.15007.1.3.1.3.1.1.1

Syntax: Unsigned32

Description

interval.Units are in percent, where 1 =
1/100000

This attribute contains the average one-way
frame loss ratio in the forward direction
calculated by this MEP for this measurement
interval.Units are in percent, where 1 =
1/100000

This attribute contains the number of frames
transmitted in the backward direction by this
MEP. This attribute only applies when
mefSoamLmType is ImLmm or ImSIm

This attribute contains the number of frames
received in the backward direction by this
MEP. This attribute only applies when
mefSoamLmType is ImLmm or ImSIm

This attribute contains the minimum one-way
frame loss ratio in the backward direction
calculated by this MEP for this measurement
interval. Units are in percent, where 1 =
1/100000. This attribute only applies when
mefSoamLmType is ImLmm or ImSIm.

This attribute contains the maximum one-
way frame loss ratio in the backward direction
calculated by this MEP for this measurement
interval. Units are in percent, where 1 =
1/100000. This attribute only applies when
mefSoamLmType is ImLmm or ImSIm.

This attribute contains the average one-way
frame loss ratio in the backward direction
calculated by this MEP for this measurement
interval. Units are in percent, where 1 =
1/100000. This attribute only applies when
mefSoamLmType is ImLmm or ImSIm.

This attribute contains the count of the
number of measurements initiated during
this measurement interval.

This attribute contains the count of the
number of measurements initiated in this
measurement interval that have completed.

Description

The index to the Delay Measurement
Configuration
table.mefSoamPmOperNextindex needs to
be inspected to find an available index for
row-creation.

Supported (Yes/No)

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Supported (Yes/No)

Yes. Not-accessible

Extreme SLX-OS MIB Reference, 18s.1.03
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MIB object, OID , Syntax

mefSoamDmCfgType
0OID: 1.3.6.1.4.1.15007.1.3.1.3.1.1.2

Syntax: Integer { dmDmm (1), dm1DmTx (2),
dm1DmRx (3)}

mefSoamDmCfgVersion
OID: 1.3.6.1.4.1.15007.1.3.1.3.1.1.3

Syntax: Unsigned32

mefSoamDmCfgEnabled
OID: 1.3.6.1.4.1.15007.1.3.1.31.1.4

Syntax: TruthValue

mefSoamDmCfgCounterEnable
OID: 1.3.6.1.4.1.15007.1.3.1.3.1.1.5

Syntax: BITS { bTimeOfDayTimestamp(0),
bMeasurementintervalElapsedTime(1),
blinitiatedMeasurementCounter(2),
bCompleteMeasurementCounter(3),
bFrameDelayRoundTripBins(4),
bFrameDelayRoundTripMin(5),
bFrameDelayRoundTripMax(6),
bFrameDelayRoundTripAve(7),
bFrameDelayForwardBins(8),
bFrameDelayForwardMin(9),
bFrameDelayForwardMax(10),
bFrameDelayForwardAve(11),
bFrameDelayBackwardBins(12),
bFrameDelayBackwardMin(13),
bFrameDelayBackwardMax(14),
bFrameDelayBackwardAve(15),
bIFDVForwardBins(16),
bIFDVForwardMin(17),
bIFDVForwardMax(18),
bIFDVForwardAve(19),
bIFDVBackwardBins(20),
bIFDVBackwardMin(21),
bIFDVBackwardMax(22),
bIFDVBackwardAve(23),
bIFDVRoundTripBins(24),
bIFDVRoundTripMin(25),
bIFDVRoundTripMax(26),
bIFDVRoundTripAve(27) }

mefSoamDmCfglInterval
OID: 1.3.6.1.4.1.15007.1.3.1.3.1.1.6

Syntax: MefSoamTcPerfMonlntervalType

Extreme SLX-OS MIB Reference, 18s.1.03
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Description

This attribute indicates what type of Delay
Measurement to be performed. dmDmm(1)
DMM SOAM PDU generated, DMR
responses received (1-way or 2-way
measurements)dm1DmTx(2) 1DM SOAM
PDU generated (1-way
measurements)dm1DmRx(3) 1DM SOAM
PDU received and tracked (1-way
measurements)The exact PDUs to use are
specified by this object in combination with
mefSoamDmCfgVersion.

This attribute indicates the version of the
PDUs used to perform Delay Measurement.
Version O indicates the PDU formats defined
in Y.1731-2008Version 1 indicates the
PDU formats defined in Y.1731-20xx.The
exact PDUs to use are specified by this
object in combination with
mefSoamDmCfgType.

This attribute specifies whether the Delay
Measurement session is enabled. The value
‘true’ indicates the Delay measurement
session is enabled. The value 'false’ indicates
Delay Measurement session is disabled.

A vector of bits that indicates the type of
SOAM DM counters that are enabled. A bit
setto "1’ enables the specific SOAM DM
counter. A bit set to 'O’ disables the SOAM
DM counter.If a particular SOAM DM counter
is not supported the BIT value should be set
to 0.

This attribute specifies the Performance
Monitoring OAM message transmission
period. For Performance monitoring

applications, the default value is 100ms.

MEF Service OAM PM MIB

Supported (Yes/No)

Yes

Yes. Supports version O only.

Yes

Yes. Only following are supported :
bMeasurementintervalElapsedTime(1),
binitiatedMeasurementCounter(2),
bCompleteMeasurementCounter(3),
bFrameDelayRoundTripBins(4),
bFrameDelayRoundTripMin(5),
bFrameDelayRoundTripMax(6),
bFrameDelayRoundTripAve(7),

Yes
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MIB object, OID , Syntax

mefSoamDmCfgPriority
1.3.6.14.1.15007.1.3.1.3.1.1.7

Syntax: IEEE8021PriorityValue

mefSoamDmCfgDropEligible
OID: 1.3.6.1.4.1.15007.1.3.1.3.1.1.8

Syntax: TruthValue

mefSoamDmCfgFrameSize
OID: 1.3.6.1.4.1.15007.1.3.1.3.1.1.9

Syntax: Unsigned32

mefSoamDmCfgMeasurementinterval
0OID: 1.3.6.1.4.1.15007.1.3.1.3.1.1.13

Syntax: Unsigned32 (1..1440)

mefSoamDmCfgDestMacAddress
OID: 1.3.6.1.4.1.15007.1.3.1.3.1.1.14

Syntax: MacAddress

mefSoamDmCfgDestMepld
0OID: 1.3.6.1.4.1.15007.1.3.1.3.1.1.15

Syntax: DotlagCfmMepldOrZero

60

Description

This attribute specifies the priority of frames
with Delay Measurement OAM message
information. The default value MUST be the
value which yields the lowest frame loss
performance for this EVC.

This attribute specifies the Drop Eligible
Indicator of Delay Measurement OAM
frames. The value 'true’ indicates frames are
eligible to be discarded. The value ‘false’
indicates frames are not eligible to be
discarded.

This attribute specifies the Delay
Measurement frame size between 64 bytes
and the maximum transmission unit of the
EVC. The range of frame sizes from 64
through 2000 octets, in 4 octet increments,
MUST be supported, and the range of frame
sizes from 2004 through 9600 octets, in 4
octet increments, SHOULD be supported.
The adjustment to the frame size of the
standard frame size is accomplished by the
addition of a Data or Test TLV. A Data or Test
TLV is only added to the frame if the frame
size is greater than 64 bytes. This object is
only valid for the entity transmitting the Delay
Measurement frames ([dmDmm, dm1DmTx)
and is ignored by the entity receiving frames.

This attribute specifies a measurement
interval in minutes.

The Target or Destination MAC Address
Field to be transmitted. If mefSoamDmType
is dmDmm, the destination address must be
the unicast address of the destination MEP.
An error is returned if this object is set to a
multicast address.If mefSoamDmType is
dm1DmTx, the destination address is
normally the unicast address of the
destination MEP, but may be a multicast
address indicating the level of the MEG:
01-80-c2-00-00-3y, where y is the level of
the MEG. An error is returned if this object is
set to any other multicast address. If
mefSoamDmType is dm1DmRX, this object
is ignored. This address will be used if the
value of the object mefSoamDmDestlsMepld
is 'false’This object is only valid for the entity
transmitting the SOAM DM frames and is
ignored by the entity receiving SOAM DM
frames.

The Maintenance Association End Point
|dentifier of another MEP in the same
Maintenance Association to which the SOAM
DM frame is to be sent.This address will be
used if the value of the column
mefSoamDmDestIsMepld is 'true’. A value of
zero means that the destination MEP ID has
not been configured. This object is only valid

Supported (Yes/No)

Yes

Yes. Always True.

Yes

Yes

Yes

Yes

Extreme SLX-OS MIB Reference, 18s.1.03
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MIB object, OID , Syntax

mefSoamDmCfgDestisMepld
OID: 1.3.6.1.4.1.15007.1.3.1.3.1.1.16

Syntax: TruthValue

mefSoamDmCfgStartTimeType
OID: 1.3.6.1.4.1.15007.1.3.1.3.1.1.18

Syntax: MefSoamTcOperationTimeType

mefSoamDmCfgFixedStartDateAndTime
1.3.6.14.1.15007.1.3.1.3.1.1.19
Syntax: DateAndTime

mefSoamDmCfgRelativeStartTime
OID: 1.3.6.1.4.1.15007.1.3.1.3.1.1.20 T

Syntax: imelnterval

mefSoamDmCfgStopTimeType
0OID: 1.3.6.1.4.1.15007.1.3.1.3.1.1.21

Syntax: MefSoamTcOperationTimeType

mefSoamDmCfgFixedStopDateAndTime
1.3.6.14.1.15007.1.3.1.3.1.1.22
DateAndTime

mefSoamDmCfgRelativeStopTime
OID: 1.3.6.1.4.1.15007.1.3.1.3.1.1.23

Syntax: Timelnterval

mefSoamDmCfgPeriodicity
OID: 1.3.6.1.4.1.15007.1.3.1.3.1.1.24

Syntax: Timelnterval

mefSoamDmCfgAlignMeasurementinter vals
0OID: 1.3.6.1.4.1.15007.1.3.1.3.1.1.25

Syntax: TruthValue

Extreme SLX-OS MIB Reference, 18s.1.03
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Description

for the entity transmitting the SOAM DM
frames and is ignored by the entity receiving
SOAM DM frames.

A value of 'true’ indicates that MEPID of the
target MEP is used for SOAM DM frame
transmission.A value of ‘false’ indicates that
the destination MAC address of the target
MEP is used for SOAM DM frame
transmission.

This attribute specifies the type of start time
of the SOAM DM session. The start time can
be disabled (none), immediate, relative, or
fixed.

This attribute specifies the fixed start date/
time for the SOAM Delay Measurement
session. This attribute is used only used if
mefSoamDmStartTimeType is fixed’ and is
ignored otherwise.

This attribute specifies the relative start time,
from the current system time, for the SOAM
DM session. This attribute is used only if
mefSoamDmStartTimeType is 'relative’ and is
ignored otherwise.

This attribute specifies the type of stop time
to terminate the SOAM DM session. The
stop time can be forever (none), relative, or
fixed.

This attribute specifies the fixed stop date/
time for the SOAM Delay Measurement
session. This attribute is used only used if
mefSoamDmStopTimeType is ‘fixed” and is
ignored otherwise.

This attribute specifies the relative stop time,
from the session start time, to stop the
SOAM DM session. This attribute is used
only if mefSoamDmStopTimeType is 'relative’
and is ignored otherwise.

This attribute specifies a configurable
periodicity time per Delay Measurement
session. The periodicity time can be specified
as none (value of O) or in relative time (e.g.,
every given number of hours, minutes, and
seconds from the start time).If the SOAM
DM session stop time is none (forever), then
the periodicity time must be none. If the
SOAM DM session stop time is 'relative’ and
the periodicity time is relative time (non-zero
value), then the periodicity time must be
equal to or greater than the duration time
(mefSoamDmRelativeStopTime).

This attribute specifies whether the
measurement intervals for the Delay
Measurement session are aligned with a zero
offset to real time. The value ’true’ indicates
that each measurement Interval starts at a
time which is aligned to NE time source hour
if the interval is a factor of an hour.The value

Supported (Yes/No)

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

MEF Service OAM PM MIB
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MIB object, OID , Syntax

mefSoamDmCfgSessionStatus
OID: 1.3.6.1.4.1.15007.1.3.1.3.1.1.30

Syntax: TruthValue

mefSoamDmCfgHistoryClear
0OID: 1.3.6.1.4.1.15007.1.3.1.3.1.1.31

Syntax: TruthValue

mefSoamDmCfgRowStatus
OID: 1.3.6.1.4.1.15007.1.3.1.3.1.1.32

Syntax: RowStatus

Description

‘false’ indicates that each Measurement
Interval starts at a time which is a whole
number of measurement intervals after the
session start time.

This object indicates the current status of the
DM session. A value of 'true’ indicates the
current DM session is active. A value of
'false’ indicates the current DM session is not
active, has not started yet, or is currently in
the stopped state between periods of activity.
A session can become inactive due to it
stopping based upon the stop time or the
session being disabled.

This object when written clears the Delay
Measurement history tables
(mefSoamDmHistoricStatsTable and
mefSoamDmHistoricStatsBinsTable)- all
rows are deleted. When read the value always
returns false’Writing this value does not
change the current stat table, nor any of the
items in the configuration table.

The status of the row.

mefSoamDmCurrentStatsTable

62

MIB object, OID , Syntax
mefSoamDmCurrentStatsindex

OID: 1.3.6.1.4.1.15007.1.3.1.34.1.1
Syntax: Unsigned32

mefSoamDmCurrentStatsStartTime
OID: 1.3.6.1.4.1.15007.1.3.1.34.1.2

Syntax: DateAndTime

mefSoamDmCurrentStatsElapsedTime
OID: 1.3.6.1.4.1.15007.1.3.1.34.1.3

Syntax: Timelnterval

mefSoamDmCurrentStatsSuspect
OID: 1.3.6.1.4.1.15007.1.3.1.34.1.4

Syntax: TruthValue

mefSoamDmCurrentStatsFrameDelayRound
TripMin
OID: 1.3.6.1.4.1.15007.1.3.1.34.1.5

Syntax:Unsigned32

mefSoamDmCurrentStatsFrameDelayRound
TripMax
OID: 1.3.6.1.4.1.15007.1.3.1.34.1.6

Syntax:Unsigned32

Description

The index for the current measurement
interval for this PM session. This value will
become the value for
mefSoamDmHistoricStatsIndex once the
measurement interval is completed.

The time that the current measurement
interval started. This object applies regardless
of the value of mefSoamDmType.

The time that the current measurement
interval has been running, in 0.01 seconds.
This object applies regardless of the value of
mefSoamDmType.

Whether the measurement interval has been
marked as suspect.

This attribute contains the minimum round-
trip frame delay calculated by this MEP for
this measurement interval.

This attribute contains the maximum round-
trip frame delay calculated by this MEP for
this measurement interval.

Supported (Yes/No)

Yes

Yes

Yes

Supported (Yes/No)

Yes

Yes

Yes

Yes

Yes

Yes
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9035676-01 Rev A



MIB object, OID , Syntax

mefSoamDmCurrentStatsFrameDelayRound
TripAvg
OID: 1.3.6.1.4.1.15007.1.3.1.34.1.7

Syntax: Unsigned32

mefSoamDmCurrentStatsInitiatedMeasurem
ents
OID: 1.3.6.1.4.1.15007.1.3.1.3.4.1.23

Syntax: Gauge32

mefSoamDmCurrentStatsCompletedMeasur
ements
OID: 1.3.6.1.4.1.15007.1.3.1.34.1.24

Syntax: Gauge32

MIB object, OID , Syntax

mefSoamDmHistoricStatsIndex
OID: 1.3.6.1.4.1.15007.1.3.1.35.1.1

Syntax: Unsigned32

mefSoamDmHistoricStatsEndTime
OID: 3.6.1.4.1.15007.1.3.1.35.1.2

Syntax: DateAndTime

mefSoamDmHistoricStatsElapsedTime
OID: 3.6.1.4.1.15007.1.3.1.35.1.3

Syntax: Timelnterval

mefSoamDmHistoricStatsSuspect
OID: 3.6.1.4.1.15007.1.3.1.3.5.1.4

Syntax: TruthValue
mefSoamDmHistoricStatsFrameDelayRound
TripMin

OID: 3.6.1.4.1.15007.1.3.1.35.1.5

Syntax: Unsigned32

mefSoamDmHistoricStatsFrameDelayRound
TripMax
OID: 3.6.1.4.1.15007.1.3.1.3.5.1.6

Syntax: Unsigned32
mefSoamDmHistoricStatsFrameDelayRound
TripAvg

OID: 3.6.1.4.1.15007.1.3.1.3.5.1.7

Syntax: Unsigned32

mefSoamDmHistoricStatsFrameDelayForwa
rdMin
OID: 3.6.1.4.1.15007.1.3.1.3.5.1.8

Syntax: Unsigned32

mefSoamDmHistoricStatsFrameDelayForwa
rdMax
OID: 3.6.1.4.1.15007.1.3.1.3.5.1.9

Extreme SLX-OS MIB Reference, 18s.1.03
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Description

This attribute contains the average round-trip
frame delay calculated by this MEP for this
measurement interval.

This attribute contains the count of the
number of measurements initiated during
this measurement interval. This attribute
applies when mefSoamDmType is dmDmm,
or dm1DmTx.

This attribute contains the count of the
number of measurements initiated in this
measurement interval that have completed.”

mefSoamDmHistoricStatsTable

Description

The index for the measurement interval
within this PM session.

The time that the measurement interval
ended.

The length of time that the measurement
interval ran for, in 0.01 seconds.

Whether the measurement interval has been
marked as suspect.

This attribute contains the minimum round-
trip frame delay calculated by this MEP for
this measurement interval.

This attribute contains the maximum round-
trip frame delay calculated by this MEP for
this measurement interval.

This attribute contains the average round-trip
frame delay calculated by this MEP for this
measurement interval.

This attribute contains the minimum one-way
frame delay in the forward direction
calculated by this MEP for this measurement
interval.

This attribute contains the maximum one-
way frame delay in the forward direction

Supported (Yes/No)

Yes

Yes

Yes

Supported (Yes/No)

Yes. Not-accessible

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

MEF Service OAM PM MIB
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Syntax: Unsigned32

mefSoamDmHistoricStatsFrameDelayForwa
rdAvg
OID: 3.6.1.4.1.15007.1.3.1.3.5.1.10

Syntax: Unsigned32

mefSoamDmHistoricStatsInitiatedMeasurem
ents
OID: 3.6.1.4.1.15007.1.3.1.3.5.1.23

Syntax: Unsigned32

mefSoamDmHistoricStatsCompletedMeasur
ements
OID: 3.6.1.4.1.15007.1.3.1.3.5.1.24

Syntax: Unsigned32

mefSoamDmThresholdTable

MIB object, OID , Syntax

mefSoamDmThresholdindex
OID: 1.3.6.1.4.1.15007.1.3.1.3.7.1.1

Syntax: Unsigned32

mefSoamDmThresholdEnable
OID: 1.3.6.1.4.1.15007.1.3.1.3.7.1.2

Syntax: BITS

{ bMefSoamDmMaxFrameDelayRoundTripT
hreshold(0),
bMefSoamDmAveFrameDelayRoundTripThr
eshold(1),
bMefSoamDmMaxIFDVRoundTripThreshold(
2),
bMefSoamDmAvelFDVRoundTripThreshold(
3),
bMefSoamDmMaxFrameDelayForwardThres
hold(4),
bMefSoamDmAveFrameDelayForwardThres
hold(5),
bMefSoamDmMaxIFDVForwardThreshold(6)

bMefSoamDmAvelFDVForwardThreshold(7),
bMefSoamDmMaxFrameDelayBackwardThr
eshold(8),
bMefSoamDmAveFrameDelayBackwardThre
shold(9),
bMefSoamDmMaxIFDVBackwardThreshold(
10),
bMefSoamDmAvelFDVBackwardThreshold(
11)}

mefSoamDmThresholdMaxFrameDelayRoun
dTripThreshold
OID: 1.3.6.1.4.1.15007.1.3.1.3.7.1.3

Syntax: Unsigned32

Description

calculated by this MEP for this measurement
interval.

This attribute contains the average one-way
frame delay in the forward direction
calculated by this MEP for this measurement
interval.

This attribute contains the count of the
number of measurements initiated during
this measurement interval. This attribute
applies when mefSoamDmType is dmDmm,
or dm1DmTx.

This attribute contains the count of the
number of measurements initiated in this
measurement interval that have completed.

Description

The index of the threshold number for the
specific DM threshold entry.

A vector of bits that indicates the type of
SOAM DM threshold notifications that are
enabled.A bit set to '1’ enables the specific
SOAM DM threshold notification and when
the specific counter is enabled and the
threshold is crossed a notification is
generated. A bit set to 'O’ disables the

specific SOAM DM threshold notification. If a

particular SOAM DM threshold is not
supported the BIT value should be set to 'O’

This object is used to set the maximum two-
way round trip delay threshold value that will
be used to determine if a threshold
notification should be generated.

Supported (Yes/No)

Yes

Yes

Yes

Supported (Yes/No)

Yes. Not-accessible

Yes

Yes

Extreme SLX-OS MIB Reference, 18s.1.03
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MIB object, OID , Syntax

mefSoamDmThresholdAveFrameDelayRoun
dTripThreshold
0OID: 1.3.6.1.4.1.15007.1.3.1.3.7.1.4

Syntax: Unsigned32

mefSoamDmThresholdMaxFrameDelayForw
ardThreshold
OID: 1.3.6.1.4.1.15007.1.3.1.3.7.1.7

Syntax: Unsigned32

mefSoamDmThresholdAveFrameDelayForw
ardThreshold
OID: 1.3.6.1.4.1.15007.1.3.1.3.7.1.8

Syntax: Unsigned32

MIB object, OID , Syntax

mefSoamDmHistoricStatsIndex
1.3.6.1.4.1.15007.1.3.1.3.5.1.1
Unsigned32

mefSoamDmHistoricStatsEndTime
1.3.6.1.4.1.15007.1.3.1.35.1.2
DateAndTime

mefSoamDmHistoricStatsElapsedTime
1.3.6.1.4.1.15007.1.3.1.3.5.1.3
Timelnterval

mefSoamDmHistoricStatsSuspect
1.3.6.14.1.15007.1.3.1.3.5.14
TruthValue

mefSoamDmHistoricStatsFrameDelayRound
TripMin

1.3.6.14.1.15007.1.3.1.3.5.1.5
Unsigned32

mefSoamDmHistoricStatsFrameDelayRound
TripMax

1.36.14.1.15007.1.3.1.3.5.1.6
Unsigned32

mefSoamDmHistoricStatsFrameDelayRound
TripAvg

1.3.6.1.4.1.15007.1.3.1.3.5.1.7
Unsigned32

mefSoamDmHistoricStatsFrameDelayForwa
rdMin

1.36.14.1.15007.1.3.1.3.5.1.8
Unsigned32

mefSoamDmHistoricStatsFrameDelayForwa
rdMax

1.3.6.1.4.1.15007.1.3.1.3.5.1.9
Unsigned32

mefSoamDmHistoricStatsFrameDelayForwa
rdAvg
1.3.6.1.4.1.15007.1.3.1.3.5.1.10

Extreme SLX-OS MIB Reference, 18s.1.03
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Description

This object is used to set the average two-
way round trip delay threshold value that will
be used to determine if a threshold
notification should be generated.

This object is used to set the maximum
forward delay threshold value that will be
used to determine if a threshold notification
should be generated.

This object is used to set the average forward
delay threshold value that will be used to
determine if a threshold notification should
be generated.

mefSoamDmHistoricStatsTable

Description

The index for the measurement interval
within this PM session.

The time that the measurement interval
ended.

The length of time that the measurement
interval ran for, in 0.01 seconds.

Whether the measurement interval has been
marked as suspect.

This attribute contains the minimum round-
trip frame delay calculated by this MEP for
this measurement interval.

This attribute contains the maximum round-
trip frame delay calculated by this MEP for
this measurement interval.

This attribute contains the average round-trip
frame delay calculated by this MEP for this
measurement interval.

This attribute contains the minimum one-way
frame delay in the forward direction
calculated by this MEP for this measurement
interval.

This attribute contains the maximum one-
way frame delay in the forward direction
calculated by this MEP for this measurement
interval.

This attribute contains the average one-way
frame delay in the forward direction

Supported (Yes/No)

Yes

Yes

Yes

Supported (Yes/No)

Yes. Not-accessible

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

MEF Service OAM PM MIB
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Unsigned32

mefSoamDmHistoricStatsFrameDelayBackw
ardMin

1.3.6.14.1.15007.1.3.1.3.5.1.11
Unsigned32

mefSoamDmHistoricStatsFrameDelayBackw
ardMax

1.36.1.4.1.15007.1.3.1.3.5.1.13
Unsigned32

mefSoamDmHistoricStatsFrameDelayBackw
ardAvg

1.3.6.1.4.1.15007.1.3.1.3.5.1.13
Unsigned32

mefSoamDmHistoricStatsIFDVForwardMin
1.3.6.1.4.1.15007.1.3.1.3.5.1.14
Unsigned32

mefSoamDmHistoricStatsIFDVForwardMax
1.3.6.1.4.1.15007.1.3.1.3.5.1.15
Unsigned32

mefSoamDmHistoricStatsIFDVForwardAvg
1.3.6.1.4.1.15007.1.3.1.3.5.1.16
Unsigned32

mefSoamDmHistoricStatsIFDVBackwardMin
1.3.6.1.4.1.15007.1.3.1.3.5.1.17
Unsigned32

mefSoamDmHistoricStatsIFDVBackwardMa
X

1.3.6.1.4.1.15007.1.3.1.3.5.1.18
Unsigned32

mefSoamDmHistoricStatsIFDVBackwardAv
g

1.3.6.1.4.1.15007.1.3.1.3.5.1.19
Unsigned32

mefSoamDmHistoricStatsIFDVRoundTripMi
n

1.3.6.14.1.15007.1.3.1.3.5.1.20
Unsigned32

mefSoamDmHistoricStatsIFDVRoundTripMa
X
1.3.6.1.4.1.15007.1.3.1.3.5.1.21

Unsigned32
mefSoamDmHistoricStatsIFDVRoundTripAv

9
1.36.14.1.15007.1.3.1.3.5.1.22
Unsigned32

mefSoamDmHistoricStatsInitiatedMeasurem
ents
1.3.6.1.4.1.15007.1.3.1.3.5.1.23

Description

calculated by this MEP for this measurement
interval.

This attribute contains the minimum one-way
frame delay in the backward direction
calculated by this MEP for this measurement
interval.

This attribute contains the maximum one-
way frame delay in the backward direction
calculated by this MEP for this measurement
interval.

This attribute contains the average one-way
frame delay in the backward direction
calculated by this MEP for this measurement
interval.

This attribute contains the minimum one-way
inter-frame delay interval in the forward
direction calculated by this MEP for this
measurement interval.

This attribute contains the maximum one-
way inter-frame delay interval in the forward
direction calculated by this MEP for this
measurement interval.

This attribute contains the average one-way
inter-frame delay interval in the forward
direction calculated by this MEP for this
measurement interval.

This attribute contains the minimum one-way
inter-frame delay interval in the backward
direction calculated by this MEP for this
measurement interval.

This attribute contains the maximum one-
way inter-frame delay interval in the
backward direction calculated by this MEP
for this measurement interval.

This attribute contains the average one-way
inter-frame delay interval in the backward
direction calculated by this MEP for this
measurement interval.

This attribute contains the minimum round
trip inter-frame delay interval calculated by
this MEP for this measurement interval.

This attribute contains the maximum round
trip inter-frame delay interval calculated by
this MEP for this measurement interval.

This attribute contains the average round trip
inter-frame delay interval calculated by this
MEP for this measurement interval.

This attribute contains the count of the
number of measurements initiated during
this measurement interval. This attribute

Supported (Yes/No)

No

No

No

No

No

No

No

No

No

No

Yes
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MIB object, OID , Syntax
Unsigned32

mefSoamDmHistoricStatsCompletedMeasur
ements
1.3.6.1.4.1.15007.1.3.1.3.5.1.24

Unsigned32

mefSoamDmThresholdTable

MIB object, OID , Syntax

mefSoamDmThresholdindex
1.3.6.1.4.1.15007.1.3.1.3.7.1.1

Unsigned32

mefSoamDmThresholdEnable
1.36.14.1.15007.1.3.1.3.7.1.2 BITS

{ bMefSoamDmMaxFrameDelayRoundTripT
hreshold(0),
bMefSoamDmAveFrameDelayRoundTripThr
eshold(1),
bMefSoamDmMaxIFDVRoundTripThreshold(
2),
bMefSoamDmAvelFDVRoundTripThreshold(
3),
bMefSoamDmMaxFrameDelayForwardThres
hold(4),
bMefSoamDmAveFrameDelayForwardThres
hold(5),
bMefSoamDmMaxIFDVForwardThreshold(6)

bMefSoamDmAvelFDVForwardThreshold(7),
bMefSoamDmMaxFrameDelayBackwardThr
eshold(8),
bMefSoamDmAveFrameDelayBackwardThre
shold(9),
bMefSoamDmMaxIFDVBackwardThreshold(
10),
bMefSoamDmAvelFDVBackwardThreshold(
11)}

mefSoamDmThresholdMaxFrameDelayRoun
dTripThreshold
1.36.14.1.15007.1.3.1.3.7.1.3
Unsigned32

mefSoamDmThresholdAveFrameDelayRoun
dTripThreshold
1.3.6.1.4.1.15007.1.3.1.3.7.1.4

Unsigned32

mefSoamDmThresholdMaxIFDVRoundTripT
hreshold

1.3.6.14.1.15007.1.3.1.3.7.1.5
Unsigned32

mefSoamDmThresholdAvelFDVRoundTripTh
reshold

Extreme SLX-OS MIB Reference, 18s.1.03
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Description Supported (Yes/No)

applies when mefSoamDmType is dmDmm,
or dm1DmTx.

This attribute contains the count of the
number of measurements initiated in this
measurement interval that have completed.

Yes

Description Supported (Yes/No)

The index of the threshold number for the Yes. Not-accessible

specific DM threshold entry.

A vector of bits that indicates the type of Yes
SOAM DM threshold notifications that are

enabled. A bit set to "1’ enables the specific

SOAM DM threshold notification and when

the specific counter is enabled and the

threshold is crossed a notification is

generated. A bit set to 'O’ disables the

specific SOAM DM threshold notification. If a
particular SOAM DM threshold is not

supported the BIT value should be set to 'O

This object is used to set the maximum two- | Yes
way round trip delay threshold value that will
be used to determine if a threshold
notification should be generated.

This object is used to set the average two- Yes
way round trip delay threshold value that will
be used to determine if a threshold
notification should be generated.

This object is used to set the maximum No
round trip IFDV threshold value that will be
used to determine if a threshold notification
should be generated.

This object is used to set the average round No
trip IFDV threshold value that will be used to

MEF Service OAM PM MIB
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mefSoamLmThresholdTable

68

MIB object, OID , Syntax
1.3.6.1.4.1.15007.1.3.1.3.7.1.6
Unsigned32

mefSoamDmThresholdMaxFrameDelayForw
ardThreshold
1.36.14.1.15007.1.3.1.3.7.1.7

Unsigned32

mefSoamDmThresholdAveFrameDelayForw
ardThreshold
1.3.6.14.1.15007.1.3.1.3.7.1.8

Unsigned32

mefSoamDmThresholdMaxIFDVForwardThr
eshold
1.3.6.1.4.1.15007.1.3.1.3.7.19

Unsigned32

mefSoamDmThresholdAvelFDVForwardThre
shold 1.3.6.1.4.1.15007.1.3.1.3.7.1.10
Unsigned32

mefSoamDmThresholdMaxFrameDelayBack
wardThreshold
1.36.14.1.15007.1.3.1.3.7.1.11

Unsigned32

mefSoamDmThresholdAveFrameDelayBack
wardThreshold
1.36.14.1.15007.1.3.1.3.7.1.12

Unsigned32

mefSoamDmThresholdMaxIFDVBackwardTh
reshold
1.3.6.1.4.1.15007.1.3.1.3.7.1.13

Unsigned32

mefSoamDmThresholdAvelFDVBackwardTh
reshold
1.3.6.1.4.1.15007.1.3.1.3.7.1.14

Unsigned32

MIB object, OID , Syntax

mefSoamLmThresholdindex
1.3.6.1.4.1.15007.1.3.1.25.1.1

Unsigned32

mefSoamlLmThresholdEnable
1.3.6.1.4.1.15007.1.3.1.2.5.1.2 BITS

{ bMefSoamLmMaxFIrForwardThreshold(0),
bMefSoamLmAveFIrForwardThreshold(1),
bMefSoamLmMaxFIrBackwardThreshold(2),
bMefSoamLmAveFIrBackwardThreshold(3),
bMefSoamlLmUnavailForwardThreshold(4),

Description

determine if a threshold notification should
be generated.

This object is used to set the maximum
forward delay threshold value that will be
used to determine if a threshold notification
should be generated.

This object is used to set the average forward
delay threshold value that will be used to
determine if a threshold notification should
be generated.

This object is used to set the maximum IFDV
threshold value that will be used to determine
if a threshold notification should be
generated.

This object is used to set the average IFDV
threshold value that will be used to determine
if a threshold notification should be
generated.

This object is used to set the maximum
backward delay threshold value that will be
used to determine if a threshold notification
should be generated.

This object is used to set the average
backward delay threshold value that will be
used to determine if a threshold notification
should be generated.

This object is used to set the maximum
backward IFDV threshold value that will be
used to determine if a threshold notification
should be generated.

This object is used to set the average
backward IFDV threshold value that will be
used to determine if a threshold notification
should be generated.

Description

The index of the threshold number for the
specific LM threshold entry. An index value
of "1’ must be supported. Other indexes
values are also supported.

A vector of bits that indicates the type of
SOAM LM thresholds notifications that are
enabled.A bit set to "1’ enables the specific
SOAM LM threshold notification and when
the specific counter is enabled and the
threshold is crossed a notification is
generated. A bit set to 'O’ disables the

Supported (Yes/No)

Yes

Yes

No

No

No

No

Supported (Yes/No)

Yes.Not-accessbile

Yes
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MIB object, OID , Syntax

bMefSoamlLmUnavailBackwardThreshold(5)
}

1.3.6.14.1.15007.1.3.0.3

Extreme SLX-OS MIB Reference, 18s.1.03
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Description

specific SOAM LM threshold notification. If a
particular SOAM LM threshold is not
supported the BIT value should be set to "0

MEF Service OAM PM MIB

Supported (Yes/No)

Status,
mefSoamNotificationDate
AndTime

mefSoamDmSessionStar
tStop notification is sent
when the state of the DM
session changes.

mefSoamLmThresholdMaxFIrForwardThresh | This object is used to set the maximum Yes
old forward frame loss ratio threshold value that
1.36.14.1.15007.1.3.1.25.1.3 will be used to determine if a threshold
) notification should be generated.
Unsigned32
mefSoamLmThresholdAveFIrForwardThresh | This object is used to set the average forward | Yes
old frame loss ratio threshold value that will be
1.3.6.14.1.15007.1.3.1.2.5.1.4 used to determine if a threshold notification
Unsigned32 should be generated.
mefSoamLmThresholdMaxFIrBackwardThre | This object is used to set the maximum Yes
shold backward frame loss ratio threshold value
1.3.6.14.1.15007.1.3.1.2.5.1.5 that will be used to determine if a threshold
) notification should be generated.
Unsigned32
mefSoamLmThresholdAveFIrBackwardThres | This object is used to set the average Yes
hold backward frame loss ratio threshold value
1.3.6.1.4.1.15007.1.3.1.25.1.6 that will be used to determine if a threshold
) notification should be generated.
Unsigned32
mefSoamLmThresholdUnavailForwardThres | This object is used to set the forward No
hold unavailability threshold value that will be used
1.3.6.14.1.15007.1.3.1.25.1.7 to determine if a threshold notification should
b ted.
Unsigned32 © generate
mefSoamLmThresholdUnavailBackwardThre | This object is used to set the backward No
shold unavailability threshold value that will be used
1.3.6.1.4.1.15007.1.3.1.25.1.8 to determine if a threshold notification should
) be generated.
Unsigned32
Traps
Mib Information for mefSoamPmNotifications
Notification, OID Object Description Supported (Yes/No)
mefSoamLmSessionStartStop mefSoamLmCfgSession | An Yes
1.3.6.14.1.15007.1.3.0.2 Status, mefSoamLmSessionStart
mefSoamNotificationDate | Stop notification is sent
AndTime when the state of the LM
session changes. An
agent should not generate
more than one
mefSoamLmSessionStart
Stop 'notification-event’ in
a given time interval per
LM session as specified
by the
mefSoamAlarminterval.
mefSoamDmSessionStartStop mefSoamDmCfgSession | An Yes
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Notification, OID

mefSoamLmThresholdCrossing
OID: 1.3.6.1.4.1.15007.1.3.0.4

mefSoamDmThresholdCrossing
OID: 1.3.6.1.4.1.15007.1.3.0.5

History

Release version

17r.2.00

70

History

Object

mefSoamThresholdNotific
ationld,
mefSoamThresholdNotific
ationCfg,
mefSoamThresholdNotific
ationCount,
mefSoamThresholdSuspe
ct,
mefSoamNotificationDate
AndTime

mefSoamThresholdNotific
ationld,
mefSoamThresholdNotific
ationCfg,
mefSoamThresholdNotific
ationCount,
mefSoamThresholdSuspe
ct,
mefSoamNotificationDate
AndTime

This MIB was introduced.

Description

An
mefSoamLmThresholdCr
ossing notification is sent
when the value of the
crossing object from
mefSoamlLmThresholdTa
ble as indicated by the
mefSoamThresholdNotific
ationld is exceeded during
the current measurement
interval.

An
mefSoamDmThresholdCr
ossing notification is sent
when the value of the
crossing object from
mefSoamDmThresholdTa
ble as indicated by the
mefSoamThresholdNotific
ationld is exceeded during
the current measurement
interval.

Supported (Yes/No)

Yes

Yes
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OSPF MIB

The OSPF MIB module defines the MIB objects for management of the Open Shortest Path First version 2 (OSPFv2)
protocol. Both read-only and read-write operations are supported on this MIB through SNMP.

The OSPF MIB table is based on the RFC 4750 that obsoletes RFC 1850.

Supported object groups

Objects group name
ospfGeneralGroup
ospfAreaTable
ospfStubAreaTable
ospflLsdbTable
ospfAreaRangeTable
ospfHostTable
ospflf Table
ospflfMetricTable
ospfVirtlf Table
ospfNbrTable
ospfVirtNbrTable
ospfExtLsdbTable
ospfRouteGroup
ospfAreaAggregateTable
ospfConformance

ospfTrap

History

Release version

17s.1.00
18s.1.01b

Extreme SLX-OS MIB Reference, 18s.1.03
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OID
136121141
136121142
136121143
136121144
136121145
1.3.6.1.2.1.14.6
136.1.2.1147
1.3.6.1.2.1.1438
1.3.6.1.2.1.149
1.3.6.1.2.1.14.10
1361211411
1.36.12.11412
1.3.6.1.2.1.14.13
1.3.6.1.2.114.14
1.3.6.1.2.1.14.15
136.1.2.1.14.16

History
This MIB was introduced.

This MIB was updated with new object identifiers.

Supported
Yes
Yes
Yes
Yes
No
No
Yes
Yes
Yes
Yes
Yes
No
No
Yes
Yes
Yes

OSPF MIB
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P-Bridge MIB

P-Bridge MIB

The P-Bridge MIB Extension module for managing Priority and Multicast Filtering, defined by IEEE 802.1D-1998, including
Restricted Group Registration defined by IEEE 802.1t-2001.

Supported object groups

dotldBase 136121171 Yes

dot1dExtBase 1.36.1.2.1.176.1.1 | Yes

dotldPortPriority 1.36.121176.12 | Yes
History

16r.1.00

This MIB was introduced.
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PAE MIB

PAE MIB

The Port Access Entity module for managing IEEE 802.1X.

Supported object groups
Obdsgowrere  Job  [Seeed 00 ]

dot1xPaePortTable 1.0.8802.1.1.1.1.1.2 Yes (read-only)
dot1xAuthConfigTable 1.0.8802.1.1.1.121 Yes (read-only)
History

17s.1.00 This MIB was introduced.
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Q-Bridge MIB

Q-Bridge MIB

The VLAN Bridge MIB module manages Virtual Bridged Local Area Networks, as defined by IEEE 802.1Q-2003, including
Restricted VLAN Registration defined by IEEE 802.1u-2001 and VLAN Classification defined by IEEE 802.1v-2001. As part
of the RFC 4363, when SNMP set is enabled Q-Bridge supports the MIB objects in the below table.

Supported object groups

Object group name

dotlgBase
dot1qgTp
dot1gStatic
dot1lqgVlan

dotlvProtocol

SNMP Q-Bridge MIB

OID Supported? Access
1.36.1.21.17.7.1 | Yes Read-Write
i

1.36.1.21.17.7.1 | Yes Read only
2

1.36.1.2.1.17.7.1 | Yes Read only
3

1.3.6.1.2117.7.1 | Yes Read only
4

1.3.6.1.21.17.7.1 | Yes Read only
5

When the SNMP set is enabled, the Q-Bridge supports the following MIB objects.

MIB Object and OID
dot1gGvrpStatus
13612114

dotlqVlanStaticEgressPorts
1.36.1.2117.7.14312

dotlqVlanForbiddenEgressPorts
1.36.12117.7.143.13

74

Description

The administrative status requested by
management for GVRP. The value
enabled(1) indicates that GVRP should be
enabled on this device, on all ports for which
it has not been specifically disabled. When
disabled(2), GVRP is disabled on all ports,
and all GVRP packets will be forwarded
transparently. This object affects all GVRP
Applicant and Registrar state machines. A
transition from disabled(2) to enabled(1) will
cause a reset of all GVRP state machines on
all ports.

The set of ports that are permanently
assigned to the egress list for this VLAN by
management. Changes to a bit in this object
affect the per-port, per-VLAN Registrar
control for Registration Fixed for the relevant
GVRP state machine on each port. A port
may not be added in this set if it is already a
member of the set of ports in

dotlqVlanForbiddenEgressPorts. The default

value of this object is a string of zeros of
apropriate length, indicating not fixed.

The set of ports that are prohibited by
management from being included in the
egress list for this VLAN. Changes to this
object that cause a port to be included or
excluded affect the per-port, per-VLAN
Registrar control for Registration Forbidden

Read/Write Supported? (Yes or No)

Yes

Yes

Yes
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Q-Bridge MIB

MIB Object and OID Description Read/Write Supported? (Yes or No)

for the relevant GVRP state machine on each
port. A port may not be added in this set if it
is already a member of the set of ports in
dotlqVlanStaticEgressPorts. The default
value of this object is a string of zeros of
appropriate length, excluding all ports from
the forbidden set.

dotlgPortGvrpStatus The state of GVRP operation on this port. No

The value enabled(1) indicates that GVRP is
1.36.12117.7.14514 enabled on this port, as long as
dot1lqGvrpStatus is also enabled for this
device. When disabled(2) but
dot1gGvrpStatus is still enabled for the
device, GVRP is disabled on this port: any
GVRP packets received will be silently
discarded, and no GVRP registrations will be
propagated from other ports. This object
affects all GVRP Applicant and Registrar
state machines on this port. A transition from
disabled(2) to enabled(1) will cause a reset of
all GVRP state machines on this port.
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RIPv2-MIB

RIPv2-MIB

The MIB module to describe the RIP2 Version 2 Protocol.

Supported object groups
Odsgowprere  fOb 00 Jowee® 0]

rip2Globals 136121231 Yes
rip2lfStatTable 136121232 Yes
History

17s.1.00 This MIB was introduced.
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RMON MIB

RMON MIB

Remote network monitoring devices, often called monitors or probes, are instruments that exist for the purpose of managing a
network. This MIB defines objects for managing remote network monitoring devices.

Supported object groups
(Obectgowreme OB Swore?

rmon 1.36.1.2.1.16 Yes
statistics 136121161 Yes
history 136121162 Yes
alarm 136121163 Yes
event 136121169 Yes

History

17s.1.00 This MIB was introduced.
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RSTP MIB

RSTP MIB

The Bridge MIB Extension module for managing devices that support the Rapid Spanning Tree Protocol (RSTP) defined by

IEEE 802.1w.

Supported object groups

dot1ldStpVersion 1.36.12117.216 | Yes

dot1dStpTxHoldCount 1.3.6.1.2.1.17.217 | Yes

dot1dStpExtPortTable 13612117219 | Yes
History

17s.1.00

This MIB was introduced.
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SNMP CFMv1 and CFMv2 MIB

SFLOW MIB (Version 5)

The sFlow MIB module manages the generation and transportation of sFlow data records.

TABLE 11 Supported object groups

Objects group name OID Supported?
sFlowVersion 1.3.6.14.1.14706.1.1.1 Yes
sFlowAgentAddressType 1.36.14.1.14706.1.1.2 Yes
sFlowAgentAddress 1.3.6.14.1.14706.1.1.3 Yes
sFlowRcvrTable 1.3.6.14.1.14706.1.1.4 Yes
sFlowFsTable 1.3.6.14.1.14706.1.1.5 Yes
sFlowCpTable 1.3.6.1.4.1.14706.1.1.6 Yes

History

Release version

17s.1.00

History
This MIB was introduced.

SNMP CFMv1 and CFMv2 MIB

The.

The SNMP agent supports Get, Get-next, and Get-Bulk requests on CFM v1 and v2. The CFM v1, v2 MIBs define objects for
Connectivity Fault Management on point-to-point and multipoint Ethernet Virtual Connections that span one or more links. That

is, end-to-end within an Ethernet network.

MIB object, OID , Syntax

dotlagCfmDefaultMdDefLevel
OID:.1.3.111.2.802.1.1.81.2.1

SYNTAX DotlagCfmMDLevel MAX-
ACCESS read-write STATUS current
DEFVAL {0}

dotlagCfmDefaultMdDefMhfCreation
OID:.1.3.111.2.802.1.1.8.1.22

SYNTAX DotlagCfmMhfCreation

{ defMHFnone (1), defMHFdefault (2),
defMHFexplicit (3) } MAX-ACCESS read-
write STATUS current DEFVAL
{defMHFnone}

Extreme SLX-OS MIB Reference, 18s.1.03
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MIB Information for dotlagCfmDefaultMd scalars

Description

A value indicating the MD Level at which
MHFs is created, and Sender ID TLV
transmission by those MHFs is controlled, for
each dotlagCfmDefaultMdEntry whose
dotlagCfmDefaultMdLevel object contains
the value -1. After this initialization, this
object needs to be persistent upon reboot or
restart of a device.

A value indicating if the Management entity
can create MHFs (MIP Half Function) for the
VID, for each dotlagCfmDefaultMdEntry
whose dotlagCfmDefaultMdMhfCreation
object contains the value defMHFdefer.
Since, in this variable, there is no
encompassing Maintenance Domain, the
value defMHFdefer is not allowed. After this
initialization, this object needs to be
persistent upon reboot or restart of a device.

Supported (Yes/No)

Yes.
Returns fixed value: O

Yes.
Returns fixed value: defMHFdefault (2)
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MIB object, OID , Syntax

dotlagCfmDefaultMdDefldPermission
0ID:1.3111.2.802.1.1.8.1.2.3

SYNTAX DotlagCfmldPermission

{ sendldNone (1), sendldChassis (2),
sendldManage (3), sendldChassisManage
(4) } MAX-ACCESS read-write STATUS
current DEFVAL { sendldNone }

dotlagCfmMdTable
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MIB object, OID , Syntax
dotlagCfmMdTableNextindex
OID:.1.3111.2.802.1.1.8.1.51
SYNTAX DotlafCfmindexintegerNextFree
MAX-ACCESS read-only

STATUS current

dotlagCfmMdindex
OID:.1.3.111.2.802.1.1.81.52.1.1
SYNTAX Unsigned32(1..4294967295)
MAX-ACCESS not-accessible

STATUS current

dotlagCfmMdFormat
OID:.1.3.111.2.802.1.1.8.1.52.1.2

SYNTAX
DotlagCfmMaintDomainNameType

MAX-ACCESS read-create
STATUS current

DEFVAL { charString }
dotlagCfmMdName

OID:.1.3.111.2802.1.1.8.1.52.1.3
SYNTAX DotlagCfmMaintDomainName
MAX-ACCESS read-create

STATUS current

DEFVAL { "DEFAULT"}

Description

Enumerated value indicating what, if
anything, is to be included in the Sender ID
TLV (21.5.3) transmitted by MHFs created
by the Default Maintenance Domain, for each
dotlagCfmDefaultMdEntry whose
dotlagCfmDefaultMdIdPermission object
contains the value sendldDefer. Since, in this
variable, there is no encompassing
Maintenance Domain, the value sendldDefer
is not allowed. After this initialization, this
object needs to be persistent upon reboot or
restart of a device.

Description

This object contains an unused value for
dotlagCfmMdindex in the
dotlagCfmMdTable, or a zero to indicate that
none exist.

The index to the Maintenance Domain
table.dotlagCfmMdTableNextindex needs to
be inspected to find an available index for
row-creation. Referential integrity is required,
i.e., the index needs to be persistent upon a
reboot or restart of a device. The index can
never be reused for other Maintenance
Domain. The index value SHOULD keep
increasing up to the time that they wrap
around. This is to facilitate access control
based on OID.

The type (and thereby format) of the
Maintenance Domain Name.

The Maintenance Domain name. The type/
format of this object is determined by the
value of the dotlagCfmMdNameType object.

Each Maintenance Domain has unique name
amongst all those used or available to a
service provider or operator. It facilitates easy
identification of administrative responsibility
for each Maintenance Domain.

Clause 3.24 defines a Maintenance Domain
name as the identifier, unique over the
domain for which CFM is to protect against

Supported (Yes/No)

Yes.
Returns fixed value: sendidNone (1)

Supported (Yes/No)
Yes

not-accessible

Yes. Returns fixed value: charString(4)

Yes
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MIB object, OID , Syntax

dotlagCfmMdMdLevel
OID:.1.3.111.2.802.1.1.8.1.52.14
SYNTAX DotlagCfmMDLevel
MAX-ACCESS read-create

STATUS current

DEFVAL{O0}
dotlagCfmMdMhfCreation

OID:.1.3.111.2.802.1.1.8.1.5.2.15
SYNTAX DotlagCfmMhfCreation {
defMHFnone (1),

defMHFdefault (2),

defMHFexplicit (3)

}

MAX-ACCESS read-create

STATUS current

DEFVAL { defMHFnone }
dotlagCfmMdMhfldPermission
OID:.1.3.111.2.802.1.1.8.1.5.2.1.6
SYNTAX DotlagCfmldPermission {
sendldNone (1),

sendldChassis (2),

sendldManage (3),
sendldChassisManage (4)

}

MAX-ACCESS read-create

STATUS current

DEFVAL { sendldNone }

dotlagCfmMdMaNextindex.
1.3.111.2.802.1.1.8.1.5.2.1.7 SYNTAX
DotlafCfmindexintegerNextFree

MAX-ACCESS read-only

STATUS current
dotlagCfmMdRowStatus
OID:.1.3.111.2.802.1.1.8.1.5.2.1.8
SYNTAX RowStatus

MAX-ACCESS read-create

STATUS current
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Description Supported (Yes/No)

accidental concatenation of Service
Instances, of a particular Maintenance

Domain.
The Maintenance Domain Level. Yes.
Enumerated value indicating whether the Yes

management entity can create MHFs (MIP
Half Function) for this Maintenance Domain.

Since, in this variable, there is no
encompassing Maintenance Domain, the
value defMHFdefer is not allowed.

Enumerated value indicating what, if Yes
anything, is to be included in the Sender ID
TLV (21.5.3) transmitted by MPs configured
in this Maintenance Domain. Since, in this
variable, there is no encompassing
Maintenance Domain, the value sendldDefer
is not allowed.

Returns fixed value: sendldNone (1)

Value to be used as the index of the MA table | Yes
entries, both the dotlagCfmMaNetTable and

the dotlagCfmMaCompTable, for this

Maintenance Domain when the management

entity wants to create a new row in those

tables.

The status of the row. Yes

The writable columns in a row can not be Returns fixed value: active (1)
changed if the row is active. All columns
MUST have a valid value before a row can be

activated.
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MIB object, OID , Syntax

1 dotlagCfmMalndex
OID:.1.3.111.2.802.1.1.8.1.6.1.1.1

SYNTAX Unsigned32(1..4294967295)
MAX-ACCESS not-accessible STATUS
current

dotlagCfmMaNetFormat
0OID:1.3.111.2.802.1.1.8.1.6.1.1.2

SYNTAX DotlagCfmMaintAssocNameType
MAX-ACCESS read-create STATUS current

dotlagCfmMaNetName
0ID.1.3.111.2.802.1.18.16.1.1.3

SYNTAX DotlagCfmMaintAssocName
MAX-ACCESS read-create STATUS current

dotlagCfmMaNetCcminterval
OID:.1.3.111.2802.1.1.81.6.1.14

SYNTAX DotlagCfmCcmlinterval MAX-
ACCESS read-create STATUS current

dotlagCfmMaNetRowStatus
OID:.1.3.111.2.802.1.1.8.1.6.1.1.5

SYNTAX RowStatus MAX-ACCESS read-
create STATUS current

MIB object, OID , Syntax

dotlagCfmMaMepListidentifier
OID:.1.3.111.2802.1.1.81.63.1.1

SYNTAX DotlagCfmMepld MAX-ACCESS
not-accessible STATUS current

dotlagCfmMaMepListRowStatus
OID:.1.3.111.2802.1.1.8.1.6.3.1.2

SYNTAX RowStatus MAX-ACCESS read-
create STATUS current

MIB object, OID , Syntax

ieee8021CfmMaComponentld
0OID:1.3.111.2.802.1.1.8.1.6.4.1.1

SYNTAX IEEE8021PbbComponentldentifier
MAX-ACCESS not-accessible STATUS
current

Description

Index of the MA table
dotlagCfmMdMaNextindex needs to be
inspected to find an available index for row-
creation.

The type (and thereby format) of the
Maintenance Association Name.

The Short Maintenance Association name.
The type/format of this object is determined
by the value of the
dotlagCfmMaNetNameType object. This
name MUST be unique within a maintenance
domain.

Interval between CCM transmissions to be
used by all MEPs in the MA.

The status of the row. The writable columns
in a row can not be changed if the row is
active. All columns MUST have a valid value
before a row can be activated.

Description

MEPID.

The status of the row. Read SNMPv2-TC
(RFC1903) for an explanation of the
possible values this object can take.

Description

The bridge component within the system to
which the information in this
ieee8021CfmMaCompEntry applies. If the
system is not a Bridge, or if only one
component is present in the Bridge, then this
variable (index) MUST be equal to 1.

Supported (Yes/No)

not-accessible

Yes. Returns fixed value: charString(2)

Yes

Yes

Yes. Returns fixed value: active (1)

Supported (Yes/No)

not-accessible

Yes. Returns fixed value: active (1)

Supported (Yes/No)

not-accessible
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ieee8021CfmMaCompPrimarySelectorType
OID:.1.3.111.2.802.1.1.8.164.1.2

SYNTAX IEEE8021ServiceSelectorType
MAX-ACCESS read-create STATUS current

ieee8021CfmMaCompPrimarySelectorOrN
one
OID:.1.3.111.2.802.1.1.8.1.6.4.1.3

SYNTAX
IEEE8021ServiceSelectorValueOrNone
MAX-ACCESS read-create STATUS current

ieee8021CfmMaCompMhfCreation
OID:.1.3.111.2.802.1.1.8.1.6.4.1.4

SYNTAX DotlagCfmMhfCreation MAX-
ACCESS read-create STATUS current

ieee8021CfmMaCompldPermission
OID:.1.3.111.2.802.1.1.8.1.64.1.5

SYNTAX DotlagCfmldPermission MAX-
ACCESS read-create STATUS current

ieee8021CfmMaCompNumberOfVids
OID:.1.3.111.2.802.1.1.8.1.6.4.1.6

SYNTAX Unsigned32 MAX-ACCESS read-
create STATUS current

ieee8021CfmMaCompRowStatus
0OID:.1.3.111.2802.1.1.8.1.6.4.1.7

SYNTAX RowStatus MAX-ACCESS read-
create STATUS current

dotlagCfmMepTable

MIB object, OID , Syntax

dotlagCfmMepldentifier
OID:.1.3.111.2802.1.1.81.7.1.1.1

SYNTAX DotlagCfmMepld MAX-ACCESS
not-accessible STATUS current

dotlagCfmMeplfindex
OID:.1.3.111.2802.1.1.81.7.1.1.2

SYNTAX InterfacelndexOrZero MAX-
ACCESS read-create STATUS current

Extreme SLX-OS MIB Reference, 18s.1.03
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Description

Type of the Service Selector identifiers
indicated by
ieee8021CfmMaCompPrimarySelectorOrN
one. If the service instance is defined by
more than one Service Selector, this
parameter also indicates the type of the
ieee8021CfmVlanPrimarySelector and
ieee8021CfmVlanSelector in the
ieee8021CfmVlanTable. In Services
instances made of multiple Service Selector
identifiers, ensures that the type of the
Service selector identifiers is the same. See
textual convention
DotlagCfmServiceSelectorType for details.

Service Selector identifier to which the MP is
attached, or O, if none. If the MA is
associated with more than one Service
Selectors Identifiers, the
ieee8021CfmVlanTable lists them.

SNMP CFMv1 and CFMv2 MIB

Supported (Yes/No)

Yes

Yes

Indicates if the Management entity can create | Yes

MHFs (MIP Half Function) for this MA.

Enumerated value indicating what, if
anything, is to be included in the Sender ID
TLV (21.5.3) transmitted by MPs configured
in this MA.

The number of VIDs associated with the MA.

The status of the row. The writable columns
in a row can not be changed if the row is
active. All columns MUST have a valid value
before a row can be activated.

Description

Integer that is unique among all the MEPs in
the same MA. Other definition is: a small
integer, unique over a given Maintenance
Association, identifying a specific
Maintenance association End Point (3.19).
MEP Identifier is also known as the MEPID.

This object is the interface index of the
interface either a bridge port, or an
aggregated IEEE 802.1 link within a bridge
port, to which the MEP is attached. Upon a
restart of the system, the system SHALL, if
necessary, change the value of this variable

Yes. Returns fixed value: sendldNone(1)

Yes

Yes. Returns fixed value: active (1)

Supported (Yes/No)

not-accessible

Yes
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dotlagCfmMepDirection
OID:.1.3.111.2802.1.1.8.1.7.1.1.3

SYNTAX DotlagCfmMpDirection MAX-
ACCESS read-create STATUS current

dotlagCfmMepPrimaryVid
OID:.1.3.111.2802.1.1.8.1.7.1.1.4

SYNTAX Unsigned32(0..16777215) MAX-
ACCESS read-create STATUS current

dotlagCfmMepActive
OID:.1.3.111.2802.1.1.8.1.7.1.1.5

SYNTAX TruthValue MAX-ACCESS read-
create STATUS current

dotlagCfmMepFngState
OID:.1.3.111.2.802.1.1.8.1.7.1.1.6

SYNTAX DotlagCfmFngState MAX-
ACCESS read-only STATUS current

dotlagCfmMepCciEnabled
OID:.1.3.111.2802.1.1.8.1.7.1.1.7

SYNTAX TruthValue MAX-ACCESS read-
create STATUS current

dotlagCfmMepCcmltmPriority
OID:.1.3.111.2802.1.1.8.1.7.1.1.8

SYNTAX Unsigned32 (0..7) MAX-ACCESS
read-create STATUS current

dotlagCfmMepMacAddress
OID:.1.3.111.2.802.1.1.8.1.7.1.19

SYNTAX MacAddress MAX-ACCESS read-
only STATUS current

dotlagCfmMepLowPrDef
OID:.1.3.111.2802.1.1.8.1.7.1.1.10

SYNTAX DotlagCfmlLowestAlarmPri MAX-
ACCESS read-create STATUS current

dotlagCfmMepFngAlarmTime
OID:.1.3111.2.802.1.1.81.7.1.1.11

SYNTAX Timelnterval (250..1000) MAX-
ACCESS read-create STATUS current

dotlagCfmMepFngResetTime
OID:.1.3.111.2802.1.1.8.1.7.1.1.12

Description

so that it indexes the entry in the interface
table with the same value of ifAlias that it
indexed before the system restart. If no such
entry exists, then the system SHALL set this
variable to O.

The direction in which the MEP faces on the
Bridge port.

An integer indicating the Primary VID of the
MEP, always one of the VIDs assigned to the
MEP’s MA. The value O indicates that either
the Primary VID is that of the MEP’s MA, or
that the MEP’s MA is associated with no VID.

Administrative state of the MEPA Boolean
indicating the administrative state of the
MEP. True indicates that the MEP is to
function normally, and false that it is to cease
functioning.

Current state of the MEP Fault Notification
Generator State Machine.

If set to true, the MEP will generate CCM
messages.

The priority value for CCMs and LTMs
transmitted by the MEP. Default Value is the
highest priority value allowed to pass through
the bridge port for any of this MEPs VIDs.
The management entity can obtain the
default value for this variable from the priority
regeneration table by extracting the highest
priority value in this table on this MEPs
bridge port. (1 is lowest, then 2, then O, then
3-7).

MAC address of the MEP.

An integer value specifying the lowest priority
defect that is allowed to generate fault alarm.

The time that defects MUST be present
before a Fault Alarm is issued (fngAlarmTime.
20.33.3) (default 2.5s).

The time that defects MUST be absent
before resetting a Fault Alarm (fngResetTime,
20.33.4) (default 10s)..

Supported (Yes/No)

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes Returns fixed value: O

Yes

Yes

Extreme SLX-OS MIB Reference, 18s.1.03
9035676-01 Rev A



MIB object, OID , Syntax
SYNTAX Timelnterval (250..1000) MAX-
ACCESS read-create STATUS current

dotlagCfmMepHighestPrDefec
OID:.1.3.111.2.802.1.1.8.1.7.1.1.13

SYNTAX DotlagCfmHighestDefectPri MAX-
ACCESS read-only STATUS current

dotlagCfmMepDefects
OID:.1.3.111.2802.1.1.8.1.7.1.1.14

SYNTAX DotlagCfmMepDefects MAX-
ACCESS read-only STATUS current

dotlagCfmMepErrorCcmlastFailure
OID:.1.3.111.2802.1.1.81.7.1.1.15

SYNTAX OCTET STRING (SIZE(1..1522))
MAX-ACCESS read-only STATUS current

dotlagCfmMepXconCcml astFailure
OID:.1.3.111.2.802.1.1.8.1.7.1.1.16

SYNTAX OCTET STRING (SIZE(1..1522))
MAX-ACCESS read-only STATUS current

dotlagCfmMepCcmSequenceErrors
OID:.1.3.111.2802.1.1.8.1.7.1.1.17

SYNTAX Counter32 MAX-ACCESS read-
only STATUS current

dotlagCfmMepCciSentCcms
OID:.1.3.111.2802.1.1.8.1.7.1.1.18

SYNTAX Counter32 MAX-ACCESS read-
only STATUS current

dotlagCfmMepNextLbmTransld
OID:.1.3111.2.802.1.1.8.1.7.1.1.19

SYNTAX Unsigned32 MAX-ACCESS read-
only STATUS current

dotlagCfmMepLbrin
OID:.1.3.111.2.802.1.1.8.1.7.1.1.20

SYNTAX Counter32 MAX-ACCESS read-
only STATUS current

dotlagCfmMepLbrinOutOfOrder
OID:.1.3111.2.802.1.1.8.1.7.1.1.21

SYNTAX Counter32 MAX-ACCESS read-
only STATUS current

dotlagCfmMepLbrBadMsdu
OID:.1.3.111.2802.1.1.8.1.7.1.1.22

SYNTAX Counter32 MAX-ACCESS read-
only STATUS current

dotlagCfmMepLtmNextSegNumber
OID:.1.3.111.2.802.1.1.8.1.7.1.1.23

SYNTAX Unsigned32 MAX-ACCESS read-
only STATUS current

dotlagCfmMepUnexpLtrin
OID:.1.3.111.2.802.1.1.8.1.7.1.1.24
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Description

The highest priority defect that has been
present since the MEPs Fault Notification
Generator State Machine was last in the
FNG_RESET state.

A vector of Boolean error conditions from
Table 20-1, any of which may be
true:DefRDICCM(0)DefMACstatus(1)DefRe
moteCCM(2)DefErrorCCM(3)DefXconCCM(
4).

The last-received CCM that triggered an
DefErrorCCM fault.

The last-received CCM that triggered a
DefXconCCM fault.

The total number of out-of-sequence CCMs
received from all remote MEPs.

Total number of Continuity Check messages
transmitted.

Next sequence number/transaction identifier
to be sent in a Loopback message. This
sequence number can be zero because it
wraps around.

Total number of valid, in-order Loopback
Replies received.

The total number of valid, out-of-order
Loopback Replies received.

The total number of LBRs received whose
mac_service_data_unit did not match (except
for the OpCode) that of the corresponding
LBM (20.2.3).

Next transaction identifier/sequence number
to be sent in a Linktrace message. This
sequence number can be zero because it
wraps around.

The total number of unexpected LTRs
received (20.39.1).

SNMP CFMv1 and CFMv2 MIB

Supported (Yes/No)

No Returns fixed value: O

Yes

Yes

Yes

Yes

Yes Returns fixed value: O

Yes

Yes

Yes

Yes Returns fixed value: O

Yes

Yes
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SYNTAX Counter32 MAX-ACCESS read-
only STATUS current

dotlagCfmMepLbrOut
OID:.1.3.111.2.802.1.1.8.1.7.1.1.25

SYNTAX Counter32 MAX-ACCESS read-
only STATUS current

dotlagCfmMepTransmitLbmStatus
OID:.1.3111.2.802.1.1.8.1.7.1.1.26

SYNTAX TruthValue MAX-ACCESS read-
create STATUS current

dotlagCfmMepTransmitLbmDestMacAddre
ss
OID:.1.3.111.2.802.1.1.8.1.7.1.1.27

SYNTAX MacAddress MAX-ACCESS read-
create STATUS current

dotlagCfmMepTransmitLbmDestMepld
OID:.1.3111.2.802.1.1.8.1.7.1.1.28

SYNTAX DotlagCfmMepldOrZero MAX-
ACCESS read-create STATUS current

dotlagCfmMepTransmitLbmDestisMepld
OID:.1.3.111.2.802.1.1.8.1.7.1.1.29

SYNTAX TruthValue MAX-ACCESS read-
create STATUS current

dotlagCfmMepTransmitLbmMessages
OID:.1.3.111.2.802.1.1.8.1.7.1.1.30

SYNTAX Integer32(1..1024) MAX-ACCESS
read-create STATUS current

dotlagCfmMepTransmitLbmDataTlv
OID:.1.3111.2.802.1.1.8.1.7.1.1.31

SYNTAX OCTET STRING MAX-ACCESS
read-create STATUS current

dotlagCfmMepTransmitLbmVlanPriority
OID:.1.3111.2.802.1.1.8.1.7.1.1.32

SYNTAX Integer32(0..7) MAX-ACCESS
read-create STATUS current

dotlagCfmMepTransmitLbmVlanDropEnabl
e
OID:.1.3.111.2.802.1.1.8.1.7.1.1.33

SYNTAX TruthValue MAX-ACCESS read-
create STATUS current

dotlagCfmMepTransmitLbmResultOK
0OID:.1.3.111.2.802.1.1.8.1.7.1.1.34

SYNTAX TruthValue MAX-ACCESS read-
only STATUS current

Description

Total number of Loopback Replies
transmitted.

A Boolean flag set to true by the MEP
Loopback Initiator State Machine or an MIB
manager to indicate that another LBM is
being transmitted. Reset to false by the MEP
Loopback Initiator State Machine.

The Target MAC Address Field to be
transmitted: A unicast destination MAC
address. This address will be used if the
value of the column
dotlagCfmMepTransmitLbmDestisMepld is
‘false’.

The Maintenance association End Point
|dentifier of another MEP in the same
Maintenance Association to which the LBM
is to be sent. This address will be used if the
value of the column
dotlagCfmMepTransmitLbmDestisMepld is
‘true’.

True indicates that MEPID of the target MEP
is used for Loopback transmission. False
indicates that unicast destination MAC
address of the target MEP is used for
Loopback transmission..

The number of Loopback messages to be
transmitted.

An arbitrary amount of data to be included in
the Data TLV, if the Data TLV is selected to
be sent. The intent is to be able to fill the
frame carrying the CFM PDU to its
maximum length. This may lead to
fragmentation in some cases.

Priority. 3 bit value to be used in the VLAN
tag, if present in the transmitted frame. The
default value is CCM priority.

Drop Enable bit value to be used in the

VLAN tag, if present in the transmitted frame.

For more information about VLAN Drop
Enable, please check IEEE 802.1ad.

Indicates the result of the operation:- true
The Loopback Messagel(s) will be(or has
been) sent.- false The Loopback Message(s)
will notbe sent.

Supported (Yes/No)

Yes

Yes

Yes

Yes

Yes

Yes

Yes Returns fixed value: " (empty string)

Yes

Yes Returns fixed value: false (2)

Yes
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dotlagCfmMepTransmitLbmSegNumber
OID:.1.3111.2.802.1.1.8.1.7.1.1.35

SYNTAX Unsigned32 MAX-ACCESS read-
only STATUS current

dotlagCfmMepTransmitLtmStatus
OID:.1.3.111.2.802.1.1.8.1.7.1.1.36

SYNTAX TruthValue MAX-ACCESS read-
create STATUS current

dotlagCfmMepTransmitLtmFlags
OID:.1.3111.2.802.1.1.8.1.7.1.1.37

SYNTAX BITS { useFDBonly (0) } MAX-
ACCESS read-create STATUS current

dotlagCfmMepTransmitLtmTargetMacAddre
ss
OID:.1.3.111.2.802.1.1.8.1.7.1.1.38

SYNTAX MacAddress MAX-ACCESS read-
create STATUS current

dotlagCfmMepTransmitLtmTargetMepld
OID:.1.3.111.2.802.1.1.8.1.7.1.1.39

SYNTAX DotlagCfmMepldOrZero MAX-
ACCESS read-create STATUS current

dotlagCfmMepTransmitLtmTargetisMepld
OID:.1.3.111.2.802.1.1.8.1.7.1.1.40

SYNTAX TruthValue MAX-ACCESS read-
create STATUS current

dotlagCfmMepTransmitLtmTtl
OID:.1.3.111.2802.1.1.8.1.7.1.1.41

SYNTAX Unsigned32 (0..255) MAX-
ACCESS read-create STATUS current

dotlagCfmMepTransmitLtmResult
OID:.1.3.111.2.802.1.1.8.1.7.1.1.42
SYNTAX TruthValue MAX-ACCESS read-
only STATUS current

dotlagCfmMepTransmitLtmSegNumber
OID:.1.3111.2.802.1.1.8.1.7.1.1.43
SYNTAX Unsigned32 MAX-ACCESS read-
only STATUS current

dotlagCfmMepTransmitLtmEgressidentifier
OID:.1.3.111.2.802.1.1.8.1.7.1.1.44

SYNTAX OCTET STRING (SIZE(8)) MAX-
ACCESS read-create STATUS current
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Description

The Loopback Transaction Identifier
(dotlagCfmMepNextLbmTransld) of the first
LBM (to be) sent. The value returned is
undefined if
dotlagCfmMepTransmitLbmResultOK is
false.

A Boolean flag set to true by the bridge port
to indicate that another LTM may be
transmitted. Reset to false by the MEP
Linktrace Initiator State Machine.

The flags field for LTMs transmitted by the
MEP.

The Target MAC Address Field to be
transmitted: A unicast destination MAC
address.T his address will be used if the value
of the column
dotlagCfmMepTransmitLtmTargetisMepld is
‘false’.

An indication of the Target MAC Address
Field to be transmitted. The Maintenance
association End Point Identifier of another
MEP in the same Maintenance Association.
This address will be used if the value of the
column
dotlagCfmMepTransmitLtmTargetisMepld is
‘true’.

True indicates that MEPID of the target MEP
is used for Linktrace transmission. False
indicates that unicast destination MAC
address of the target MEP is used for
Loopback transmission.

The LTM TTL field. Default value, if not
specified, is 64. The TTL field indicates the
number of hops remaining to the LTM.
Decremented by 1 by each Linktrace
Responder that handles the LTM. The value
returned in the LTR is one less than that
received in the LTM. If the LTM TTL is O or
1, the LTM is not forwarded to the next hop,
and if O, no LTR is generated.

Indicates the result of the operation:- true
The Linktrace Message will be (or has been)
sent.- false The Linktrace Message will not
be sent.

The LTM Transaction Identifier
(dotlagCfmMepLtmNextSegNumber) of the
LTM sent. The value returned is undefined if
dotlagCfmMepTransmitLtmResult is false.

|dentifies the MEP Linktrace Initiator that is
originating, or the Linktrace Responder that is
forwarding, this LTM.The low-order six octets
contain a 48-bit IEEE MAC address unique
to the system in which the MEP Linktrace
Initiator or Linktrace Responder resides. The

SNMP CFMv1 and CFMv2 MIB

Supported (Yes/No)

Yes

Yes

Yes Returns fixed value: O

Yes

Yes

Yes

Yes

Yes

Yes Returns fixed value: O

Yes
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dotlagCfmMepRowStatus
OID:.1.3.111.2.802.1.1.8.1.7.1.1.45

SYNTAX RowStatus MAX-ACCESS read-
create STATUS current

dotlagCfmLtrTable

88
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dotlagCfmlLtrSegNumber
.1.3111.2802.1.18.1.7211

SYNTAX Unsigned32 (0.4294967295)
MAX-ACCESS not-accessible STATUS
current

dotlagCfmltrReceiveOrder
OID:.1.3.111.2.802.1.1.8.1.7.2.1.2

SYNTAX Unsigned32(1..4294967295)
MAX-ACCESS not-accessible STATUS
current

dotlagCfmlLtrTtl
1.3.111.2.802.1.1.8.1.7.2.1.3

SYNTAX Unsigned32 (0..255) MAX-
ACCESS read-only STATUS current

dotlagCfmLtrForwarded
OID:.1.3.111.2802.1.1.8.1.7.2.1.4

SYNTAX TruthValue MAX-ACCESS read-
only STATUS current

dotlagCfmlLtrTerminalMep
OID:.1.3.111.2802.1.1.8.1.7.2.15

SYNTAX TruthValue MAX-ACCESS read-
only STATUS current

dotlagCfmltrLastEgressldentifier
OID:.1.3.111.2.802.1.1.8.1.7.2.1.6

SYNTAX OCTET STRING (SIZE(8)) MAX-
ACCESS read-only STATUS current

Description

high-order two octets contain a value
sufficient to uniquely identify the MEP
Linktrace Initiator or Linktrace Responder
within that system. For most Bridges, the
address of any MAC attached to the Bridge

will suffice for the low-order six octets, and O
for the high-order octets. In some situations,

e.g., if multiple virtual Bridges utilizing

emulated LANs are implemented in a single

physical system, the high-order two octets
can be used to differentiate among the
transmitting entities. The value returned is
undefined if
dotlagCfmMepTransmitLtmResult is false.

The status of the row. The writable columns
in a row can not be changed if the row is

active. All columns MUST have a valid value

before a row can be activated.

Description

Transaction identifier/Sequence number
returned by a previous transmit linktrace

message command, indicating which LTM's

response is going to be returned.

An index to distinguish among multiple LTRs
with the same LTR Transaction Identifier field

value. dotlagCfmLtrReceiveOrder are
assigned sequentially from 1, in the order

that the Linktrace Initiator received the LTRs.

TTL field value for a returned LTR.

Indicates if a LTM was forwarded by the
responding MP, as returned in the 'FwdYes’
flag of the flags field.

A boolean value stating whether the

forwarded LTM reached a MEP enclosing its
MA, as returned in the Terminal MEP flag of

the Flags field.

An octet field holding the Last Egress

Identifier returned in the LTR Egress Identifier

TLV of the LTR.The Last Egress Identifier
identifies the MEP Linktrace Initiator that
originated, or the Linktrace Responder that
forwarded, the LTM to which this LTR is the
response. This is the same value as the
Egress Identifier TLV of that LTM.

Supported (Yes/No)

Yes Returns fixed value: active (1)

Supported (Yes/No)

not-accessible

not-accessible

Yes

Yes

Yes

Yes
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dotlagCfmlLtrNextEgressldentifier
0OID:1.3.111.2.802.1.1.8.1.7.2.1.7

SYNTAX OCTET STRING (SIZE(8)) MAX-
ACCESS read-only STATUS current

dotlagCfmLtrRelay
OID:.1.3.111.2.802.1.1.8.1.7.2.1.8

SYNTAX DotlagCfmRelayActionFieldValue
MAX-ACCESS read-only STATUS current

dotlagCfmlLtrChassisldSubtype
OID:.1.3.111.2.802.1.1.8.1.7.2.1.9

SYNTAX LldpChassisldSubtype MAX-
ACCESS read-only STATUS current

dotlagCfmlLtrChassisld
OID:.1.3.111.2.802.1.1.8.1.7.2.1.10

SYNTAX LldpChassisld MAX-ACCESS
read-only STATUS current

dotlagCfmlLtrManAddressDomain
OID:.1.3111.2802.1.1.81.7.21.11

SYNTAX TDomain MAX-ACCESS read-only
STATUS current

dotlagCfmLirManAddress
OID:.1.3.111.2802.1.1.8.1.7.2.1.12

SYNTAX TAddress MAX-ACCESS read-only
STATUS current

dotlagCfmLtringress
OID:.1.3111.2.802.1.1.8.1.7.21.13

SYNTAX
DotlagCfmingressActionFieldValue MAX-
ACCESS read-only STATUS current

dotlagCfmlLtringressMac
OID:.1.3.111.2.802.1.1.81.7.2.1.14

Extreme SLX-OS MIB Reference, 18s.1.03
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Description Supported (Yes/No)

An octet field holding the Next Egress Yes
Identifier returned in the LTR Egress Identifier
TLV of the LTR. The Next Egress Identifier
Identifies the Linktrace Responder that
transmitted this LTR, and can forward the
LTM to the next hop. This is the same value
as the Egress Identifier TLV of the forwarded
LTM, if any. If the FwdYes bit of the Flags
field is false, the contents of this field are
undefined, that is, any value can be
transmitted, and the field is ignored by the
receiver.

Value returned in the Relay Action field. Yes

This object specifies the format of the
Chassis ID returned in the Sender ID TLV of
the LTR, if any. This value is meaningless if
the dotlagCfmLtrChassisld has a length of
0.

The Chassis ID returned in the Sender ID
TLV of the LTR, if any. The format of this
object is determined by the value of the
dotlagCfmlLtrChassisldSubtype object.

Yes Return fixed value: "

The TDomain that identifies the type and
format of the related
dotlagCfmMepDbManAddress object, used
to access the SNMP agent of the system
transmitting the LTR. Received in the LTR
Sender ID TLV from that system. Typical
values will be one of (not all inclusive)
listsnmpUDPDomain (from SNMPv2-TM,
RFC3417)snmpleee802Domain (from
SNMP-IEEE802-TM-MIB, RFC4789)The
value 'zeroDotZero’ (from RFC2578)
indicates 'no management address was
present in the LTR’, in which case the related
object dotlagCfmMepDbManAddress
MUST have a zero-length OCTET STRING
as a value.

The TAddress that can be used to access the | Yes Returns fixed value:
SNMP agent of the system transmitting the

CCM, received in the CCM Sender ID TLV

from that system.If the related object
dotlagCfmLtirManAddressDomain contains

the value 'zeroDotZero), this object

dotlagCfmlLtrManAddress MUST have a

zero-length OCTET STRING as a value.

The value returned in the Ingress Action Field | Yes
of the LTM. The value ingNoTIv(0) indicates

that no Reply Ingress TLV was returned in the

LTM.

MAC address returned in the ingress MAC Yes

address field. If the dotlagCfmLtringress

Yes Return fixed value: local(7)

(empty string)

Yes Returns fixed value: {0, O}

" (empty string)
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MIB object, OID , Syntax
SYNTAX MacAddress MAX-ACCESS read-
only STATUS current

dotlagCfmLiringressPortldSubtype
OID:.1.3111.2.802.1.1.8.1.7.21.15

SYNTAX LldpPortldSubtype MAX-ACCESS
read-only STATUS current

dotlagCfmLtringressPortld
OID:.1.3111.2.802.1.1.8.1.7.21.16

SYNTAX LldpPortld MAX-ACCESS read-
only STATUS current

dotlagCfmlLtrEgress
OID:.1.3111.2.802.1.1.8.1.7.21.17

SYNTAX DotlagCfmEgressActionFieldValue
MAX-ACCESS read-only STATUS current

dotlagCfmlLtrEgressMac
OID:.1.3.111.2.802.1.1.8.1.7.2.1.18

SYNTAX MacAddress MAX-ACCESS read-
only STATUS current

dotlagCfmLirEgressPortldSubtype
OID:.1.3.111.2.802.1.1.8.1.7.2.1.19

SYNTAX LldpPortldSubtype MAX-ACCESS
read-only STATUS current

dotlagCfmlLtrEgressPortld
OID:.1.3.111.2.802.1.1.8.1.7.2.1.20

SYNTAX LldpPortld MAX-ACCESS read-
only STATUS current

dotlagCfmLtrOrganizationSpecificTlv
OID:.1.3111.2.802.1.1.81.7.21.21

SYNTAX OCTET STRING (SIZE(0|4..1500))
MAX-ACCESS read-only STATUS current

dotlagCfmMepDbTable
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dotlagCfmMepDbRMepldentifier
OID:.1.3.111.2802.1.1.81.7.3.1.1

SYNTAX DotlagCfmMepld MAX-ACCESS
not-accessible STATUS current

dotlagCfmMepDbRMepState
OID:.1.3.111.2802.1.1.8.1.7.3.1.2

SYNTAX DotlagCfmRemoteMepState
MAX-ACCESS read-only STATUS current

dotlagCfmMepDbRMepFailedOkTime
OID:.1.3.111.2.802.1.1.8.1.7.3.1.3

Description

object contains the value ingNoTIv(0), then
the contents of this object are meaningless

Format of the Ingress Port ID.If the
dotlagCfmLtringress object contains the
value ingNoTIv(0), then the contents of this
object are meaningless.

Ingress Port ID. The format of this object is
determined by the value of the
dotlagCfmLtringressPortldSubtype object. If
the dotlagCfmLtringress object contains the
value ingNoTIv(0), then the contents of this
object are meaningless.

The value returned in the Egress Action Field
of the LTM. The value egrNoTIv(0) indicates
that no Reply Egress TLV was returned in the
LTM.

MAC address returned in the egress MAC
address field. If the dotlagCfmLtrEgress
object contains the value egrNoTIv(0), then
the contents of this object are meaningless.

Format of the egress Port ID.If the
dotlagCfmlLtrEgress object contains the
value egrNaTIv(0), then the contents of this
object are meaningless.

Egress Port ID. The format of this object is
determined by the value of the
dotlagCfmlLtrEgressPortldSubtype object. If
the dotlagCfmLirEgress object contains the
value egrNoTIv(0), then the contents of this
object are meaningless.

All Organization specific TLVs returned in the
LTR, if any. Includes all octets including and
following the TLV Length field of each TLV,
concatenated together.

Description

Maintenance association End Point Identifier
of a remote MEP whose information from
the MEP Database is to be returned.

The operational state of the remote MEP IFF
State machines.

The time (SysUpTime) at which the IFF
Remote MEP state machine last entered

Supported (Yes/No)

Yes

Yes

Yes

Yes

Yes

Yes

Yes Returns fixed value: ™" (empty string)

Supported (Yes/No)

not-accessible

Yes

Yes
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SYNTAX TimeStamp MAX-ACCESS read-
only STATUS current

dotlagCfmMepDbMacAddress
OID:.1.3.111.2.802.1.1.8.1.7.3.14

SYNTAX MacAddress MAX-ACCESS read-
only STATUS current

dotlagCfmMepDbRdi
.1.3111.2802.1.1.8.1.7.3.15

SYNTAX TruthValue MAX-ACCESS read-
only STATUS current

dotlagCfmMepDbPortStatusTlv
OID:.1.3.111.2.802.1.1.8.1.7.3.1.6

SYNTAX DotlagCfmPortStatus MAX-
ACCESS read-only STATUS current

dotlagCfmMepDbinterfaceStatusTlv
OID:.1.3.111.2802.1.1.8.1.7.3.1..7

SYNTAX DotlagCfminterfaceStatus MAX-
ACCESS read-only STATUS current

dotlagCfmMepDbChassisldSubtype
OID:.1.3.111.2.802.1.1.8.1.7.3.1.8

SYNTAX LldpChassisldSubtype MAX-
ACCESS read-only STATUS current

dotlagCfmMepDbChassisld
OID:.1.3.111.2802.1.1.8.1.7.3.1.9

SYNTAX LldpChassisld MAX-ACCESS
read-only STATUS current

dotlagCfmMepDbManAddressDomain
OID:.1.3.111.2.802.1.1.8.1.7.3.1.10

SYNTAX TDomain MAX-ACCESS read-only
STATUS current

dotlagCfmMepDbManAddress
OID:.1.3.111.2802.1.1.8.1.7.3.1.11

SYNTAX TAddress MAX-ACCESS read-only
STATUS current
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Description

either the RMEP_FAILED or RMEP_OK
state.

The MAC address of the remote MEP.

State of the RDI bit in the last received CCM
(true for RDI=1), or false if none has been
received.

An enumerated value of the Port status TLV
received in the last CCM from the remote
MEP or the default value psNoPortStateTLV
indicating either no CCM has been received,
or that nor port status TLV was received in
the last CCM.

An enumerated value of the Interface status
TLV received in the last CCM from the
remote MEP or the default value
isNolnterfaceStatus TLV indicating either no
CCM has been received, or that no interface
status TLV was received in the last CCM.

This object specifies the format of the
Chassis ID received in the last CCM.

The Chassis ID. The format of this object is
determined by the value of the
dotlagCfmlLtrChassisldSubtype object.

The TDomain that identifies the type and
format of the related
dotlagCfmMepDbManAddress object, used
to access the SNMP agent of the system
transmitting the CCM. Received in the CCM
Sender ID TLV from that system. Typical
values will be one of (not all inclusive)
listsnmpUDPDomain (from SNMPv2-TM,
RFC3417)snmpleee802Domain (from
SNMP-IEEE802-TM-MIB, RFC4789)The
value 'zeroDotZero’ (from RFC2578)
indicates 'no management address was
present in the LTR’, in which case the related
object dotlagCfmMepDbManAddress
MUST have a zero-length OCTET STRING
as a value.

The TAddress that can be used to access the
SNMP agent of the system transmitting the
CCM, received in the CCM Sender ID TLV
from that system.If the related object
dotlagCfmMepDbManAddressDomain
contains the value 'zeroDotZero', this object
dotlagCfmMepDbManAddress MUST have
a zero-length OCTET STRING as a value

SNMP CFMv1 and CFMv2 MIB

Supported (Yes/No)

Yes

Yes

Yes

Yes

Yes Returns fixed value: local(7)

Yes Returns fixed value:

" (empty string)

Yes Returns fixed value: {0,0}

Yes Returns fixed value:

" (empty string)
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Traps

MIB Information for dotlagNotifications

Notification, OID

dotlagCfmFaultAlarm
0OID:1.3.111.2.802.1.1.8.0.1STATUS current

92

Object

dotlagCfmMepHighestPr
Defect

Description

A MEP has a persistent
defect condition. A
notification (fault alarm) is
sent to the management
entity with the OID of the
MEP that has detected
the fault. Whenever a
MEP has a persistent
defect, it may or may not
generate a Fault Alarm to
warn the system
administrator of the
problem, as controlled by
the MEP Fault
Notification Generator
State Machine and
associated Managed
Objects. Only the
highest-priority defect, as
shown in Table 20-1, is
reported in the Fault
Alarm. If a defect with a
higher priority is raised
after a Fault Alarm has
been issued, another
Fault Alarm is issued. The
management entity
receiving the notification
can identify the system
from the network source
address of the
notification, and can
identify the MEP
reporting the defect by
the indices in the OID of
the
dotlagCfmMepHighestPr
Defect variable in the
notification:dotlagCfmM
dindex - Also the index of
the MEP’s Maintenance
Domain table
entry(dotlagCfmMdTable
).dotlagCfmMalndex -
Also an index (with the
MD table index) of the
MEP’s Maintenance
Association network table
entry
(dotlagCfmMaNetTable),
and (with the MD table
index and component ID)
of the MEP’s MA
component table
entry(dotlagCfmMaCom
plable).dotlagCfmMepld

Supported (Yes/No)
Yes
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entifier - MEP Identifier
and final index into the
MEP table
(dotlagCfmMepTable).

History

17r.2.00 This MIB was introduced.

Extreme SLX-OS MIB Reference, 18s.1.03
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SNMP-FRAMEWORK MIB

SNMP-FRAMEWORK MIB

The SNMP Management Architecture MIB.

Supported object group
(Obectgowprame OB Sweee

snmpFrameworkAdmin 1.3.6.16.3.10.1 Yes
snmpFrameworkMIBODbjects 1.3.6.1.6.3.10.2 Yes
snmpFrameworkMIBConformance 1.3.6.1.6.3.10.3 Yes

History

17s.1.00 This MIB was introduced.
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SNMPv2 MIB

The MIB module for SNMP entities.

Supported object groups

NOTE

SNMP Tunnel MIB

SNMPv2 MIB supports the SNMP SET request.

Object group name
sysDescr
sysObjectID
sysUpTime
sysContact
sysName
sysLocation
sysServices
sysORLastChange
sysORTable
sysORIndex
sysORID
sysORDescr
sysORUpTime

NOTE

OID Supported?
1.36.12111 Yes
136.12112 Yes
13612113 Yes
1.36.1.2.1.14 Yes
1.36.1.2.115 Yes
1.36.1.2.1.16 Yes
1.36.1.2.117 Yes
13612118 Yes
136.1.2.1.19 Yes

1361211911 Yes
1361211912 Yes
1.36.12.11913 Yes
1361211914 Yes

The SNMPv2 MIB supports the SNMP message counters as well.

History
Release version History
17s.1.00 This MIB was introduced.

SNMP Tunnel MIB

SNMP MIB support for RFC-4087 SNMP IP Tunnel MIB and RFC-2863 IF-MIB.

Tunnellf Table
MIB Object Description Supported (Yes/No)
tunnellfEntry An entry (conceptual row) containing the Yes

OID: 1.361.2110131.1111 information on a particular configured tunnel.
tunnellfLocalAddress The address of the local endpoint of the No

tunnel that is, the source address used in the
OID: 1.3.6.1.2.1.10.131.1.1.1.1.1
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MIB Object

tunnellfRemoteAddress

0OID:1.3.6.12.1.10.131.11.1.12

tunnellfEncapsMethod
OID:1.3.6.1.21.10.131.1.1.1.1.3

tunnellfHopLimit
OID:1.36.1.2.1.10.131.1.1.1.14

tunnellfSecurity

OID:1.3.6.1.21.10.131.1.1.1.1.5
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Description

outer IP header), or 0.0.0.0 if unknown or if
the tunnel is over IPv6.

Since this object does not support IPV6, it is
deprecated in favor of
tunnellfLocallnetAddress.

The address of the remote endpoint of the
tunnel that is, the destination address used in
the outer IP header), or 0.0.0.0 if unknown,
or an IPv6 address, or the tunnel is not a
point-to-point link (e.g., if it is a 6to4 tunnel).

Since this object does not support IPv6, it is
deprecated in favor of
tunnellfRemotelnetAddress.

The encapsulation method used by the
tunnel .

Integer {

other(1), -- none of the following

direct(2), -- no intermediate header
gre(3), -- GRE encapsulation

minimal(4), -- Minimal encapsulation
12tp(5), -- L2TP encapsulation

pptp(6), -- PPTP encapsulation

12f(7), -- L2F encapsulation

udp(8), -- UDP encapsulation

atmp(9), -- ATMP encapsulation
msdp(10), -- MSDP encapsulation
sixToFour(11), -- 6to4 encapsulation
sixOverFour(12), -- 6over4 encapsulation
isatap(13), -- ISATAP encapsulation
teredo(14), -- Teredo encapsulation
ipHttps(15), -- IPHTTPS
softwireMesh(16), -- softwire mesh tunnel

dsLite(17) -- DS-Lite tunnel }

The IPv4 TTL or IPv6 Hop Limit to use in
the outer IP header. A value of O indicates
that the value is copied from the payload’s
header. That is of type Integer32 (0...255)

The method used by the tunnel to secure the
outer IP header. The value ipsec indicates
that IPsec is used between the tunnel
endpoints for authentication or encryption or
both.

More specific security-related information
may be available in a MIB module for the
security protocol in use."

INTEGER {

Supported (Yes/No)

No

Yes

Only GRE is supported.

Yes

Yes

Extreme SLX-OS MIB Reference, 18s.1.03
9035676-01 Rev A
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tunnellf TOS
0OID:1.36.1.21.10.131.1.1.1.16

tunnellfFlowLabel
QOID:
1.3.6.1.21.10.131.1.1.1.1.7

tunnellfAddressType
OD:1.36.121.10.131.1.1.1.18
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Description Supported (Yes/No)

none(1), -- no security
ipsec(2), -- IPsec security
other(3)

}

The method used to set the high 6 bits (the Yes
differentiated services code point) of the IPv4

TOS or IPv6 Traffic Class in the outer IP

header. A value of

-1 indicates that the bits are copied from the
payload’s header. A value of -2 indicates that
a traffic conditioner is invoked and more
information may be available in a traffic
conditioner MIB module.

A value between O and 63 inclusive indicates
that the

bit field is set to the indicated value

Integer32 (-2..63)

The method used to set the IPv6 Flow Label | Yes
value.

This object need not be present in rows
where tunnellfAddressType indicates the
tunnel is not over IPv6. A value of -1
indicates that a traffic conditioner is invoked
and more information may be available in a
traffic conditioner MIB. Any other value
indicates that the Flow Label field is set to
the indicated value.

Integer32 (-1 0..1048575)

The type of address in the corresponding Yes
tunnellfLocallnetAddress and Supported:
tunnellfRemotelnetAddress objects.

Unknown(0)
unknown(0) An unknown address type. This
value MUST be used if the value of the lpv4(1)

corresponding InetAddress object is a zero-
length string. It may also be used to indicate
an IP address that is not in one of the
formats defined below.

ipv4(1) An IPv4 address as defined by the
InetAddress|Pv4 textual convention.
ipv6(2) An IPv6 address as defined by the
InetAddress|Pv6 textual convention.

ipv4z(3) A non-global IPv4 address
including a zone

index as defined by the InetAddressIPv4z
textual convention.

ipv6z(4) A non-global IPv6 address
including a zone

SNMP Tunnel MIB
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MIB Object

tunnellfLocallnetAddress

OID:1.3.6.1.21.10.131.1.1.1.1.9

tunnellfRemotelnetAddress

0OID:1.36.1.21.10.131.1.1.1.1.10

tunnellfEncapsLimit

OID:1.36.12110.131.1111.11

tunnellnetConfigTable
MIB Object

tunnellnetConfigEntry
OID:1.3.6.1.2.1.10.131.1.1.3.1

tunnellnetConfigAddressType
OID:1.3.6.1.21.10.131.1.1.31.1

tunnellnetConfigLocalAddress

OID:1.36.1.21.10.131.11.31.2
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Description Supported (Yes/No)

index as defined by the InetAddressIPv6z
textual convention.

dns(16) A DNS domain name as defined by
the

InetAddressDNS textual convention.

The address of the local endpoint of the Yes
tunnel(i.e., the source address used in the

outer IP header). If the address is unknown,

the value is 0.0.0.0 for IPv4 or :: for IPv6.

The type of this object is given by
tunnellfAddressType

The address of the remote endpoint of the Yes
tunnel (i.e., the destination address used in

the outer IP header). If the address is

unknown or the tunnel is

not a point-to-point link (e.g., if it is a 6to4
tunnel), the value is 0.0.0.0 for tunnels over
IPv4 or :: for tunnels over IPv6. The type of
this object is

given by tunnellfAddressType.

The maximum number of additional Yes
encapsulations permitted for packets

undergoing encapsulation at this node. A

value of -1 indicates that no limit is present

(except as a result of the packet size).

Description Read-Write Supported (Yes/No)

An entry (conceptual row) containing the yes
information on a particular configured tunnel.
Note that there is a 128 subid maximum for
object OIDs. Implementers need to be aware
that if the total number of octets in
tunnellnetConfiglLocalAddress and
tunnellnetConfigRemoteAddress exceeds
110 then OIDs of column instances in this
table will have more than 128 sub-identifiers
and cannot be accessed using SNMPv1,
SNMPv2c, or SNMPv3. In practice this is not
expected to be a problem since IPv4 and
IPv6 addresses will not cause the limit to be
reached, but if other types are supported by
an agent, care must be taken to ensure that
the sum of the lengths do not cause the limit
to be exceeded.

The address type over which the tunnel Yes
encapsulates (not ible)
packetsunknown(0),ipv4(1),ipv6(2).ipv4z(3),i not-accessiole

pv6z(4), Supported:unknown(0),ipv4(1)

The address of the local endpoint of the Yes

tunnel, or 0.0.0.0 (for IPv4) or :: (for IPv6) if )
(not-accessible)
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tunnellnetConfigRemoteAddress
OID:1.3.6.1.21.10.131.1.1.3.1.3
tunnellnetConfigEncapsMethod

OID:1.36.1.2.1.10.131.1.1.31. 4

tunnellnetConfiglD
OID: 1.3.6.1.21.10.131.1.1.31. 5

tunnellnetConfiglfindex
OID:1.3.6.1.2.1.10.131.1.131.6

tunnellnetConfigStatus

OID:1.36.1.2.1.10.131.1.1.31.7
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Description

the device is free to choose any of its
addresses at tunnel establishment time.

The address of the remote endpoint of the
tunnel

The encapsulation method used by the
tunnel other(1), -- none of the followingdirect
(2), -- no intermediate headergre(3), -- GRE
encapsulationminimal (4), -- Minimal
encapsulation|2tp (5), -- L2TP
encapsulationpptp (6), -- PPTP
encapsulationl2f (7), -- L2F
encapsulationudp (8), -- UDP
encapsulationatmp (9), -- ATMP
encapsulationmsdp (10), -- MSDP
encapsulationsixToFour (11), -- 6to4
encapsulationsixOverFour (12), -- Gover4
encapsulationisatap (13), -- ISATAP
encapsulationteredo (14), -- Teredo
encapsulationipHttps (15), --

IPHTTPSsoftwireMesh(16), -- softwire mesh

tunneldsLite (17) -- DS-Lite tunnel}

An identifier used to distinguish between
multiple tunnels of the same encapsulation
method, with the same endpoints. If the

encapsulation protocol only allows one tunnel

per set of endpoint addresses (such as for
GRE or IP-in-IP), the value of this object is1.
For encapsulation methods (such as L2F)
which allow multiple parallel tunnels, the
manager is responsible for choosing any ID
which does not conflict with an existing row,
such as choosing a random number.

If the value of tunnellnetConfigStatus for this
row is active, then this object contains the
value of ifindex corresponding to the tunnel
interface. A value of O is not legal in the
active state, and means that the interface
index has not yet been assigned.

The status of this row, by which new entries
may be created, or old entries deleted from
this table.

To create a row in this table for an
encapsulation method which does not
support multiple parallel tunnels with the
same endpoints, the management station
should simply use a tunnellnetConfiglD of 1,
and set tunnellnetConfigStatus to
createAndGo. For encapsulation methods
such as L2F which allow multiple parallel
tunnels, the management station may select
a pseudo-random number to use as the
tunnellnetConfiglD and set
tunnellnetConfigStatus to createAndGo. In
the event that this ID is already in use and an
inconsistentValue is returned in response to
the set operation, the management station

SNMP Tunnel MIB

Read-Write Supported (Yes/No)

Yes

Yes
(not-accessible)

Only GRE is supported. For possible future
support for MPLS, other(1) will be used.

Yes

(not-accessible)

Yes

Yes

Since SET is not supported in this release,
only ‘active’ is supported.
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MIB Object

tunnellnetConfigStorageType
OID:1.3.6.1.2.1.10.131.1.1.3.1. 8

If XTable

100

MIB Object

iflindex
OlID:.1.36.1.2.1221.1

ifDescr

OID:.1.36.1212212

if Type
OID:.1.3.6.1.2.1.22.13

ifMtu
OID:.1.36.1.212214

ifSpeed
OID:.1.3.6.1.21.22.15

ifPhysAddressOID: .1.3.6.1.2.1.2.2.1.6

Description

should simply select a new pseudo-random
number and retry the operation.

Creating a row in this table will cause an
interface index to be assigned by the agent in
an implementation-dependent manner, and
corresponding rows will be instantiated in the
if Table and the tunnellf Table. The status of
this row will become active as soon as the
agent assigns the interface index, regardless
of whether the interface is operationally up.

Deleting a row in this table will likewise delete
the corresponding row in the if Table and in
the tunnellf Table.

The storage type of this row. If the row is
permanent (4), no objects in the row need be
writable other(1) volatile (2) nonVolatile (3)
permanent(4) readOnly (5)

Description

A unique value, greater than zero, for each
interface. It is recommended that values are
assigned contiguously starting from 1. The
value for each interface sub-layer must
remain constant at least from one re-
initialization of the entity’s network
management system to the next re-
initialization.

Textual string containing information about
the interface. This string should include the
name of the manufacturer, the product name
and the version of the interface hardware/
software.

The type of interface. Additional values for

if Type are assigned by the Internet Assigned
Numbers Authority (IANA), through updating
the syntax of the IANAIif Type textual
convention.

The size of the largest packet which can be
sent/received on the interface, specified in
octets. For interfaces that are used for
transmitting network datagrams, this is the
size of the largest network datagram that can
be sent on the interface.

An estimate of the interface’s current
bandwidth in bits per second. For interfaces
which do not vary in bandwidth or for those
where no accurate estimation can be made,
this object should contain the nominal
bandwidth.

The interface’s address at its protocol sub-
layer. For interfaces which do not have such

Read-Write Supported (Yes/No)

Yes
only non Volatile(3) is supported

Supported (Yes/No)

Yes (not accessible)

Yes

Yes

Yes

Partial

No
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ifAdminStatus
OID:.1.3.6.1.2.1.22.1.7

ifOperStatus
OID:.1.3.6.1.21.22.18

ifLastChange

OID:.1.3.6.1.2.1.2.2.1.9
iflnOctets

OID:.1.3.6.1.2.1.2.2.1.10
iflnUcastPkts

OID:.1.36.12122111

ifinNUcastPkts
OID:.1.36.1.2.1.22.1.12

ifinDiscards

OID:.1.36.1.21.22.113

ifinErrors

OID:.1.36.1.21.22.1.14

ifinUnknownProtos

OID:.1.3.6.1.21.22.1.15

Extreme SLX-OS MIB Reference, 18s.1.03
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Description Supported (Yes/No)

an address (e.g., a serial line), this object
should contain an octet string of zero length.”

The desired state of the interface. The Yes
testing(3) state indicates that no operational
packets can be passed. SYNTAX INTEGER

{up(1), -- ready to pass

packetsdown(2) testing(3) -- in some test

mode}

NOTE

For ifAdminStatus, the these
interfaces are supported:
Physical interface, VE interface,
port channel, and Loopback
interface.

The current operational state of the interface. | Yes
The testing(3) state indicates that no

operational packets can be passed.SYNTAX
INTEGER {up(1), -- ready to pass

packetsdown(2) testing(3), -- in some test
modeunknown(4), -- status cannot be

determined for some
reason.dormant(5),notPresent(6), -- some
component is missinglowerLayerDown(7) --

down due to state of lower-layer interface(s)}

The value of sysUpTime at the time the No
interface entered its current operational state.

The total number of octets received on the Partial
interface, including framing characters.

The number of packets, delivered by this Partial
sub-layer to a higher (sub-)layer, which were

not addressed to a multicast or broadcast

address at this sub-layer.

The number of packets, delivered by this No
sub-layer to a higher (sub-)layer, which were
addressed to a multicast or broadcast

address at this sub-layer.

The number of inbound packets which were No
chosen to be discarded even though no

errors had been detected to prevent their

being deliverable to a higher-layer protocol.

One possible reason for discarding such a

packet could be to free up buffer space.

For packet-oriented interfaces, the number No
of inbound packets that contained errors
preventing them from being deliverable to a
higher-layer protocol. For character-oriented

or fixed-length interfaces, the number of

inbound transmission units that contained

errors preventing them from being

deliverable to a higher-layer protocol.

For packet-oriented interfaces, the number No
of packets received via the interface which
were discarded because of an unknown or

SNMP Tunnel MIB
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MIB Object

ifOutOctets
OID:.1.36.1.2.1.22.1.16
ifOutUcastPkts

OID:.1.36.1.21.22.117

ifOutNUcastPkts
OID:.1.3.6.1.2.1.2.2.1.18

ifOutDiscards
OID:.1.3.6.1.2.1.2.2.1.19

ifOutErrors
OID:.1.3.6.1.2.1.2.2.1.20

ifOutQlen
OID:.1.3.6.1.2.1.22.1.21
ifSpecific
OID:.1.3.6.1.2.1.2.2.1.22

ifNumber

MIB Object
ifNumber

OID:.1.36.12121

History

Release version

17r.2.00

Description

unsupported protocol. For character-oriented
or fixed-length interfaces that support
protocol multiplexing the number of
transmission units received via the interface
which were discarded because of an
unknown or unsupported protocol. For any
interface that does not support protocol
multiplexing, this counter will always be O.

The total number of octets transmitted out of
the interface, including framing characters.

The total number of packets that higher-level
protocols requested be transmitted, and
which were not addressed to a multicast or
broadcast address at this sub-layer, including
those that were discarded or not sent.

The total number of packets that higher-level
protocols requested be transmitted, and
which were addressed to a multicast or
broadcast address at this sub-layer, including
those that were discarded or not sent.

The number of outbound packets which were
chosen to be discarded even though no
errors had been detected to prevent their
being transmitted.

For packet-oriented interfaces, the number
of outbound packets that could not be
transmitted because of errors. For character-
oriented or fixed-length interfaces, the
number of outbound transmission units that
could not be transmitted because of errors.

The length of the output packet queue (in
packets).

A reference to MIB definitions specific to the
particular media being used to realize the
interface.

Description

The number of network interfaces (regardless
of their current state) present on this system.

History
This MIB was introduced.

Supported (Yes/No)

Yes

Yes

No

No

Supported (Yes/No)

Yes
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TCP MIB

The TCP MIB module defines the MIB objects for management of Transmission Control Protocol (TCP). Only read-only
operation is supported on this MIB through SNMP.

Supported object groups
(Obecsgowpreme OB swpote

tcpMIB 1.3.6.1.2.1.49 Yes
tcpRtoAlgorithm 1.36.1216.1 Yes
tcpRtoMin 1.36.1.2.16.2 Yes
tcpRtoMax 1.36.1.2.16.3 Yes
tcpMaxConn 1.36.12.164 Yes
tcpActiveOpens 1.36.1.2.1.6.5 Yes
tcpPassiveOpens 1.36.1.2.1.6.6 Yes
tcpAttemptFails 1.36.12.16.7 Yes
tcpEstabResets 1.36.1.2.16.8 Yes
tcpEstabResets 1.3.6.1.2.1.69 Yes
tcpInSegs 1.36.1.2.16.10 Yes
tcpOutSegs 136121611 Yes
tcpRetransSegs 1.36.1.2.16.12 Yes
tcpConnTable 1.36.1216.13 Yes
tcpInErrs 1.36.1.2.1.6.14 Yes
tcpOutRsts 1.36.1.216.15 Yes
History

17s.1.00 This MIB was introduced.
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UDP MIB

Usage Guidelines

The UDP MIB module defines the MIB objects for management of User Datagram Protocol (UDP). Only read-only operation is
supported on this MIB through SNMP.

Supported object groups
(Obectgowpname OB sweeote

udpMIB 1.3.6.1.2.1.50 Yes

udpInDatagrams 1.36.1217.1 Yes

udpNoPorts 1.36.12172 Yes

udplnErrors 1.36.12.173 Yes

udpOutDatagrams 13612174 Yes

udpTable 1.36.12.175 Yes
History

17s.1.00 This MIB was introduced.

Extreme SLX-OS MIB Reference, 18s.1.03
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Extreme-ACL MIB

The SNMP agent supports Get, Get-next, and Get bulk requests for L2 ACLs on the Extreme-ACL-MIB. The Extreme-ACL
MIB defines support for SNMP MIB. In the SLX-OS 17r.2.00 release, the Extreme-ACL MIB supports only L2 ACL.

bcsiAclINametoAclildMappingTable

NOTE

Only the table definition is supported in the current SLX-OS

release.

MIB Object
bcsiAclNametoAclldMappingAciName
OID:.1.3.6.14.1.1588.3.1.16.1.1.1.1

syntax: OCTET STRING (SIZE (0..255))
bcsiAclNametoAclldMappingAclid

OID:.1.3.6.1.4.1.1588.3.1.16.1.1.1.2
syntax: Unsigned32
bcsiAcINametoAclldMappingAciType
OID:.1.3.6.1.4.1.1588.3.1.16.1.1.1.3
syntax: integer
besiAcINametoAclidMappingAciLevel
OID:.1.3.6.1.4.1.1588.3.1.16.1.1.1.4

syntax: integer

bcsiL2NamedAclRuleTable

MIB Object

bcsiL2NamedAclld
0OID:.1.3.6.14.1.1588.3.1.16.1.2.1.1
syntax: Unsigned32(1..65535)

bcsiL2NamedAcISequenceNumber
OID:.1.3.6.1.4.1.1588.3.1.16.1.2.1.2
syntax: Unsigned32(1..65535)
bcsiL2NamedAcIiName
OID:.1.3.6.1.4.1.1588.3.1.16.1.2.1.3

syntax: OCTET STRING (SIZE (0..255))
bcsiL2NamedAclAction

OID:.1.3.6.1.4.1.1588.3.1.16.1.2.1.4
syntax: integer {deny(1), permit(2), hardDrop(3) }

Description

Name of the ACL.

Unique numeric ID for the given type (MAC or IP)of
ACL.

ACL are of two types namely, standard and extended
ACL. They differ by the rules that are defined under
each of these types.

Level of ACL. Only L2 is supported.

Description
Unique Numeric ID for given type(MAC or IP) of ACL.

This object is the same as
besiAcINametoAclidMappingAclid
ofbcsiAcINameToldMappingTable

The rule number.

Represents the Name of each configured L2 named
ACL

Action to take if the ingress L2 packet matches this
ACL.
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MIB Object
bcsilL2NamedAclSourceType
0OID:.1.3.6.1.4.1.1588.3.1.16.1.2.1.5

syntax: integer { standardFormat(1), any(2), host(3) }

bcsiL2NamedAclSourceMac
0OID:.1.3.6.1.4.1.1588.3.1.16.1.2.1.6

syntax: MACAddress
bcsiL2NamedAclSourceMacMask

OID:
1.3.6.1.4.1.1588.3.1.16.1.2.1.7
syntax: MACAddress

bcsiL2NamedAclDestinationType
OID:.1.3.6.1.4.1.1588.3.1.16.1.2.1.8
syntax: integer { standardFormat(1), any(2), host(3) }

bcsilL2NamedAclDestinationMac
OID:.1.3.6.1.4.1.1588.3.1.16.1.2.1.9

syntax: MACAddress
bcsilL2NamedAclDestinationMacMask

OID:.1.3.6.1.4.1.1588.3.1.16.1.2.1.10
syntax: MACAddress

besiL2NamedAclCount
OID:.1.3.6.1.4.1.1588.3.1.16.1.2.1.11
syntax: TruthValue
besilL2NamedAclCopySflow
OID:.1.3.6.1.4.1.1588.3.1.16.1.2.1.12
syntax: TruthValue
bcsiL2NamedAclIDropPrecedenceForce
OID:.1.3.6.1.4.1.1588.3.1.16.1.2.1.13
syntax: syntax: integer { one(1), two(2), zero(3) }

bcsiL2NamedAclV lanTagFormat

Extreme SLX-OS MIB Reference, 18s.1.03
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Description

Source can be represented in three ways.

MAC address in HHHH.HHHH.HHHH
format.

any source MAC address
Host specific MAC address

besiL2NamedAclSourceMacMask is closely related to
this field.

Optional source MAC address. By default, it matches
with any source MAC within a packet.

Optional source MAC address mask. By default, it
matches with any source MAC within a packet. It
matches with any source MAC within a packet. To
match on the first two bytes of the address,
aabb.ccdd.eeff, use the mask ffff.0000.0000. In this
case, the clause matches all source MAC addresses
that contain 'aabb’ as the first two bytes and any values
in the remaining bytes of the MAC address.

Supported for Extended ACL only.

Destination can be represented in three ways.

MAC address in HHHH.HHHH.HHHH
format.

any source MAC address
Host specific MAC address

besiL2NamedAclSourceMacMask is closely related to
this field.

Optional destination MAC address. By default, it
matches with any source MAC within a packet.

Optional destination MAC address mask. By default, it
matches with any source MAC within a packet. It
matches with any source MAC within a packet. To
match on the first two bytes of the address,
aabb.ccdd.eeff, use the mask ffff.0000.0000. In this
case, the clause matches all destination MAC
addresses that contain ‘aabb’ as the first two bytes and
any values in the remaining bytes of the MAC address.
Supported for Extended ACL only.

Indicates if the user has enabled/disabled count for
number of packets against which the configured action
is taken, for a given rule.

"True" if defined ACL rule with copy-sflow option else

represent "False".

Forces ingress drop precedence.

The VLAN format.
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MIB Object

OID:.1.3.6.1.4.1.1588.3.1.16.1.2.1.14

syntax: integer; { single-tagged(1), double-tagged(2), untagged(3) }

bcsiL2NamedAclinnerVianld
0OID:.1.3.6.1.4.1.1588.3.1.16.1.2.1.15

syntax: Unsigned32 (0 | 1..4090)
bcsiL2NamedAclOuterVianld

OID:.1.3.6.1.4.1.1588.3.1.16.1.2.1.16

syntax: Unsigned32 (0 | 1..4090)
bcsiL2NamedAciVianid

OID:.1.3.6.1.4.1.1588.3.1.16.1.2.1.17
syntax: Unsigned32 (0 | 1..4090)

bcsiL2NamedAclEthernetType
OID:.1.3.6.1.4.1.1588.3.1.16.1.2.1.18

syntax: Unsigned32

bcsiL2NamedAclArpGuard
OID:.1.3.6.1.4.1.1588.3.1.16.1.2.1.19

syntax: TruthValue
bcsiL2NamedAcIDot1 Priority

OID:.1.3.6.1.4.1.1588.3.1.16.1.2.1.20

syntax: integer { level1(1), level2(2), level3(3), level4(4), level5(5), level6(6),

level7(7), levelO(8), invalid(127) }; O is lowest priority, 7 is the highest”

bcsiL2NamedAcIDot1 PriorityForce
OID:.1.3.6.1.4.1.1588.3.1.16.1.2.1.21

syntax: integer { level1(1), level2(2), level3(3), level4(4), level5(5), level6(6),

level7(7), levelO(8), invalid(127) }; O is lowest priority, 7 is the highest”

bcsiL2NamedAclMirrorPackets
OID:.1.36.1.4.1.1588.3.1.16.1.2.1.22

syntax: TruthValue
bcsilL2NamedAclLogEnable
OID:.1.3.6.1.4.1.1588.3.1.16.1.2.1.23

Description

The VLAN ID of the tagged inner VLAN. O indicates
‘any’

The VLAN ID of the tagged outer VLAN. O indicates
‘any’.

Optional VLAN ID to match against that of the
incoming packet.

By default, the VLAN ID field is ignored during the
match. In this case, value O is returned.

Supported for Extended ACL only

Optional Ethernet Type to match against the etype field
of the incoming packet.

Supported for Extended ACL only.

By default, etype field is ignored during the
match(none). DEFVAL { None }

Represents enabling/disabling of arp-gurad for a given
ACL.

The priority option assigns traffic that matches the ACL
to a hardware forwarding queue. In addition to changing
the internal forwarding priority, if the outgoing interface
is an 802.1q interface, this option maps the specified
priority to its equivalent 802.1p (QoS) priority and
marks the packet with the new 802.1p priority.

This option is applicable for inbound ACLs only.

NOTE:bcsiL2NamedAclDot1 Priority following
besilL2NamedAclDot 1 PriorityForce cannot be used
together in an ACL entry.

Supported for Extended ACL only

The priority-force option assigns packets of outgoing
traffic that match the ACL to a specific hardware
forwarding queue, even though the incoming packet
may be assigned to another queue.

This option is applicable for inbound ACLs only.

NOTE:bcsiL2NamedAclDot1 Priority following
bcsilL2NamedAclDot1 PriorityForce cannot be used
together in an ACL entry. Supported for Extended ACL
only

Mirror packets matching ACL permit clause. Supported
for Extended ACL only.

Optional parameter to enable logging only when deny
clause is specified. Note that traffic denied by implicit
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deny mechanism is not subject to logging. The implicit
deny kicks in when the traffic does not match any of
the clauses and there is no 'permit any any’ clause
specified at the end.

syntax: TruthValue

besiAcllifBindTable
T

bcsiAclifBindDirection Direction in which this ACL should be applied on this

port.
OID:.1.3.6.1.4.1.1588.3.1.16.1.3.1.1
syntax: integer {inbound(1), outbound(2) }
besiAclifBindAcIName Represents the Name of each configured L2 ACL only.

OID:.1.3.6.1.4.1.1588.3.1.16.1.3.1.2
syntax: OCTET STRING (SIZE (0..255))

History

17r.2.00 This MIB was introduced.
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CONTEXT-MAPPING-MIB overview

The descriptions of the MIB variables in this chapter come directly from the bcsiModules. The notes that follow the descriptions
typically pertain to Extreme-specific information as provided by Extreme.

The MIB module is for VRF Context Mapping feature.

Objects and OID
BcmContextMappingMIB
1.3.6.14.1.1588.3.1.5
bcmContextMappingTable
1.36.14.1.1588.3.1.51

bcmContextMappingEntry
1.3.6.1.4.1.1588.3.1.5.1.1

bcmContextMappingVacmContextNa
me

1.3.6.14.115883.151.1.1
bcmContextMappingVrfName
1.3.6.14.1.1588.3.1.51.1.2

History

110

Release version

17s.1.00

Access

None

Not accessible

Not accessible

Not accessible

Read-only

History

Description

This MIB module represents the VRF Context Mapping feature.

This table provides mapping of SNMP context (represented by the value of
‘vacmnContextName’) to various entities within entities contained within the
managed device.

This MIB module represents the VRF Context Mapping feature. An entry in
this table represents a conceptual entry (row). Each entry represents a Context
and has all the mapping information of the managed device.

This MIB module represents the VRF Context Mapping feature. This object is
a human readable name identifying a specific SNMP VACM context of a
specific SNMP entity.

This MIB module represents the VRF Context Mapping feature. The value of
an instance of this object identifies the name given to the VRF to which the
SNMP context is mapped.

This MIB was introduced.
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High Availability MIB overview

The HA-MIB provides information about the High Availability features of SLX-OS. The descriptions of each of the MIB
variables in this chapter come directly from the HA-MIB itself.

The object types in HA-MIB are organized into the following groups:
+  High Availability group
HA-MIB traps

haStatus None Indicates whether the system is redundant.

1.3.6.14.1.158821211

History

17s.1.00 This MIB was introduced.
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High Availability - FRU table

Objects and OID Access Description
fruTable None This table inventories the available FRU slots.
1.3.6.1.4.1.1588.2.1.2.1.5 This table contains an entry for each entry in the entPhysicalTable that has

entPhysicalClass set to “Container (5)" and has a child entry having
entPhysicallsFRU set to “true (1)".

fruClass Read-only The type of the FRU object that this slot can hold.
1.36.14.1.1588.2.1.2.1.51.1

fruStatus Read-only The current status of the FRU object in the slot.
1.3.6.14.1.1588.2.1.2.1.5.1.2

fruObjectNum Read-only The slot number of the blade and the unit number for everything else.
1.3.6.14.1.1588.2.1.2.1513

fruSupplierld Read-only The supplier ID.

1.3.6.14.1.1588.2.1.2.1514

fruSupplierPartNum Read-only The supplier part number.

1.3.6.14.1.15882.1.21515

fruSupplierSerialNum Read-only The supplier serial number.

1.3.6.1.4.1.1588.2.1.2.1516

fruSupplierRevCode Read-only The supplier revision code.

1.3.6.14.1.15882.12.1517

fruPowerConsumption Read-only The power consumption of the switch blades. This object has values only for
core and switch blades. For other FRUSs, this object returns zero.
1.3.6.1.4.1.15882.1.2.1.5.18

History

Release version History

17s.1.00 This MIB was introduced.
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High Availability - FRU history table

Objects and OID Access Description

fruHistoryTable None This table gives the contents of the entire history log of the FRU events.
1.3.6.1.4.1.1588.2.1.2.1.6

fruHistoryIndex Read-only Index of the FRU event in the history table.
1.3.6.14.115882.1216.1.1

fruHistoryClass Read-only The type of the FRU object related to the event.
1.3.6.1.4.1.15882.1.216.1.2

fruHistoryObjectNum Read-only The slot number of the blade and the unit number for everything else.
1.3.6.1.4.1.1588.2.1.2.1.6.1.3

fruHistoryEvent Read-only The type of the FRU event.

1.3.6.14.115882.1.2.1.6.14

fruHistoryTime Read-only The time this event happened.

1.3.6.14.1.1588.2.1.2.1.6.15

fruHistoryFactoryPartNum Read-only The factory part number of the FRU object.
1.3.6.1.4.1.1588.2.1.2.1.6.1.6

fruHistoryFactorySerialNum Read-only The factory serial number of the FRU object.

1.3.6.14.1.1588212.16.1.7

History
Release version History
17s.1.00 This MIB was introduced.
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High Availability - CP table

cpTable None This table lists all the control cards in the system.
1.3.6.1.4.1.15882.1.2.1.7

cpStatus Read-only The current status of the control card.
1.3.6.14.115882.1217.11

cplpAddress Read-only The IP address of the Ethernet interface of this control card.
1.3.6.1.4.1.15882.1.21.7.1.2

cplpMask Read-only The IP mask of the Ethernet interface of this control card.
1.3.6.14.1.15882.1.21.7.13

cplpGateway Read-only The IP address of the IP gateway for this control card.
1.3.6.14.1.15882.1.21.7.14

cpLastEvent Read-only The last event related to this control card.
1.3.6.14.1.15882.1.21.7.15

History
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17s.1.00 This MIB was introduced.
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Trap name and OID
fruStatusChanged
1.3.6.1.4.1.1588.2.1.2.2.0.1

cpStatusChanged
1.3.6.1.4.1.1588.2.1.2.2.0.2

fruHistoryTrap
1.36.14.1.1588.2.1.2.2.0.3

History

Release version

17s.1.00

MIB traps

Varbinds
entPhysicalName
fruStatus

fruClass fruObjectNum
cpStatus

cplLastEvent
swiD

swSsn

fruHistoryClass
fruHistoryObjectNum
fruHistoryEvent
fruHistoryTime
fruHistoryFactoryPartNum

fruHistoryFactorySerialNum

History

This MIB was introduced.

Optical monitoring
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Optical monitoring

Description

This trap is sent when the status of any FRU object is
changed.

This trap is sent when the status of any control card object
is changed.

This trap is sent when an FRU is added or removed.
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Optical lane monitoring table

The following table displays the optical parameters table per lane for a 100G LR4 and LR10 optic.

Objects and OID
bcsiOptMonLaneTable
1.3.6.1.4.1.1588.3.1.8.1.1

bcsiOptMonLaneNum
1.3.6.14.1.1588.3.1.8.1.1.1.1
Syntax: Unsigned32
bcsiOptMonLaneTemperature

1.36.14.115883.1811.12
Syntax: SnmpAdminString

bcsiOptMonLaneTxPowerStatus
1.36.14.1.15883.18.11.13
Syntax: Integer
bcsiOptMonlLaneTxPower
1.36.14.115883.18.11.14

Syntax: SnmpAdminString
bcsiOptMonlLaneTxPowerVal

1.36.14.1.15883.18.11.15

Syntax: Unsigned32
bcsiOptMonLaneRxPowerStatus
1.36.14.1.1588.3.18.11.16
Syntax: Integer
bcsiOptMonlLaneRxPower
1.36.14.1.15883.18.1.1.17
Syntax: SnmpAdminString
bcsiOptMonLaneRxPowerVal
1.36.14.115883.18.11.18

Syntax: Unsigned32
bcsiOptMonlaneTxBiasCurrent

1.36.14.1.15883.18.1.1.19
Syntax: SnmpAdminString

History

Release version

17s.1.00

Access

None

None

Read-only

Read-only

Read-only

Read-only

Read-only

Read-only

Read-only

Read-only

History

This MIB was introduced.

Description

This table lists the instrumented parameters of all lanes within a 40 G
optic of type SR4 and LR4, 100G optic of type LR4 and LR10. LR4
and SR4 have 4 lanes per optic and LR10 has 10 lanes per optic.

This object is the lane number of the 40G and 100G optic. LR4 and
SR4 have 4 lanes per optic and LR10 has 10 lanes per optic.

This object holds the value of the transmitter laser diode temperature
for the lane in the interface. Indicates the health of the transmitter.

The format is xxx.yyyy C (Celsius), followed by whether the measured
value is normal, high/low alarm, or high/low warning.

This object holds the value of the transmitter optical signal power for
the lane in the interface, measured in decibel-milliwatts (dBm),
followed by whether this is a this is a normal value, or high or low
warning or alarm.

This object holds the value of the receiver optical signal power for the
lane in the interface, measured in dBm, followed by whether this is a
normal value, or high/low warning or alarm.

The value of the transmitter optical signal power for the lane in the
interface, measured in microwatt.

The status of the receiver optical signal power for the lane in the
interface, indicating whether this is normal or an alarm is present.

The value of the receiver optical signal power for the lane in the
interface, measured in dBm, followed by whether this is a normal
value, high/low warning, or an alarm.

The value of the receiver optical signal power for the lane in the
interface, measured in microwatt.

The Tx Bias Current. It is measured in mA, and is followed by whether
this is a normal value, high/low warning, or an alarm.
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SW-MIB overview

The descriptions of the MIB variables in this chapter come directly from the Switch MIB. The notes that follow the descriptions
typically pertain to Extreme-specific information as provided by Extreme.

TABLE 12 Switch base MIB
Objects and OID
sw

1.3.6.14.1.158821.11

Access

None

TABLE 13 Switch system group MIBs

Objects and OID

swSystem
1.36.14.1158821.111
swCurrentDate
1.3.6.14.1158821.111.1
swBootDate
1.3.6.14.1.15882.1.1.1.1.2
swFWL astUpdated
1.36.14.1.15882.1.1.1.1.3
swFlashlLastUpdated
1.36.14.115882.1.1.1.14
swBootPromLastUpdated
1.36.14.1.15882.1.1.1.1.5
swFirmwareVersion
1.36.14.1.15882.1.1.1.1.6
swOperStatus
1.36.14.1.15882.1.1.1.1.7

swFlashDLOperStatus
1.36.14.1.15882.1.1.1.1.11
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Access

None

Read-only

Read-only

Read-only

Read-only

Read-only

Read-only

Read-only

Read-only

Description

The OID sub-tree for the Brocade Silkworm Series of Fibre Channel
Switches.

Description

The MIB module is for system information.

The object displays the current date in textual format.

The date and time when the system last booted.

The date when the firmware was last updated to the switch.

The date and time when the flash was last updated.

The date and time when the Boot PROM was last updated.

The current version of the firmware.

The current operational status of the switch.

Possible values:
online (1) - The switch is accessible by an external FC port.
offline (2) - The switch is not accessible.

testing (3) - The switch is in a built-in test mode and is not
accessible by an external Fibre Channel port.

faulty (4) - The switch is not operational.

The operational status of the flash.

Possible values:

unknown (0) - Indicates that the operational status of the flash is
unknown.

swCurrent (1) - Indicates that the flash contains the current
firmware image or configuration file.

swFwUpgraded (2) - Indicates that the flash contains the upgraded
image from the swFlashDLHost.O.

swCfUploaded (3) - Indicates that the switch configuration file has
been uploaded to the host.

swCfDownloaded (4) - Indicates that the switch configuration file
has been downloaded from the host.
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TABLE 13 Switch system group MIBs (continued)

Objects and OID

swFlashDLAdmMStatus
1.3.6.14.1.15882.1.1.1.1.12

swBeaconOperStatus

1.36.14.1.15882.1.1.1.1.18

swBeaconAdmStatus

1.36.14.1.15882.1.1.1.1.19

swDiagResult

1.36.14.1.1588.2.1.1.1.1.20

swNumSensors
1.3.6.14.1.15882.1.1.1.1.21
swEtherlPAddress
1.36.14.1.1588.2.1.1.1.1.25
swEtherlPMask
1.36.14.1.1588.2.1.1.1.1.26
swIPv6Address
1.36.14.1.1588.2.1.1.1.1.29
swiPvEStatus
1.36.14.1.1588.2.1.1.1.1.30

Access

Read-write

Read-only

Read-write

Read-only

Read-only

Read-only

Read-only

None

None

Description
swFwCorrupted (5) - Indicates that the firmware in the flash of the
switch is corrupted.

The state of the flash.

Possible values:

swCurrent (1) - The flash contains the current firmware image or
configuration file.

swFwUpgrade (2) - The firmware in the flash is to be upgraded
from the host specified.

swCfUpload (3) - The switch configuration file is to be uploaded to
the host specified.

swCfDownload (4) - The switch configuration file is to be
downloaded from the host specified.

swFwCorrupted (5) - The firmware in the flash is corrupted. This
value is for informational purposes only; however, setting
swFlashDLAdmStatus to this value is not allowed.

The current operational status of the switch beacon.

Possible values:

on (1) - The LEDs on the front panel of the switch run alternately
from left to right and right to left. The color is yellow.

off (2) - Each LED is in its regular status, indicating color and state.

The desired status of the switch beacon.

Possible values:

on (1) - The LEDs on the front panel of the switch run alternately
from left to right and right to left. Set the color to yellow.

off (2) - Set each LED to its regular status, indicating color and
state.

The result of the power-on self-test (POST) diagnostics.
Possible values:
sw-ok (1) - The switch is okay.
sw-faulty (2) - The switch has experienced an unknown fault.

sw-embedded-port-fault (3) - The switch has experienced an
embedded port fault.

The number of sensors inside the switch.
The IP address of the Ethernet interface of this logical switch.
The IP mask of the Ethernet interface of this logical switch.
The IPv6 address.
The current status of the IPv6 address.
Possible values:

tentative (1)

preferred (2)
ipdeprecated (3)
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TABLE 13 Switch system group MIBs (continued)

. inactive (4)

History

17s.1.00 This MIB was introduced.
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swEventTable
(Oblectsand O Access  Desaiptn

swEvent None The OID sub-tree for the switch event group.
1.36.14.1.1588.2.1.1.1.8
swEventTable Read-only The table of event entries.

1.3.6.1.4.1.1588.2.1.1.18.5

swEventindex Read-only This object identifies the event entry.

13.6.14.1.15882.1.118511

swEventTimelnfo Read-only The date and time that this event occurred.

1.3.6.14.1.1588.2.1.1.18512

swEventLevel Read-only The severity level of this event entry.
1.36.14.1.15882.1.1.1851.3 Possible values:

critical (1)

+  error(2)

warning (3)

informational (4)

debug (5)
swEventRepeatCount Read-only This object indicates the number of times this particular event has occurred.
1.3.6.14.1.1588.2.1.1.18514
swEventDescr Read-only A textual description of the event.
1.3.6.14.1.1588.2.1.1.1.851.5
swEventVfid Read-only This object identifies the Virtual Fabric ID.

1.3.6.14.1.1588.2.1.118516

History

17s.1.00 This MIB was introduced.
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Objects and OID
swSensorTable

1.36.14.1.15882.11.11.22

swSensorindex

1.3.6.14.1.15882.1.111221.1

swSensorType

1.3.6.14.1.15882.1.111221.2

swSensorStatus

1.3.6.14.11588211112213

swSensorValue

1.3.6.14.1.158821.11.12214

swSensorinfo

1.3.6.14.1.1588.2.1.1.1.1.2215

History

Release version

17s.1.00

VPLS MIB

Access

None

Read-only

Read-only

Read-only

Read-only

Read-only

History

VPLS MIB

Description

The table of sensor entries.

The index of the sensor.

The type of sensor.

Possible values:
temperature (1)
fan (2)
power-supply (3)
The current status of the sensor.

Possible values:
unknown (1)
faulty (2)
below-min (3) - The sensor value is below the minimal threshold.
nominal (4)

above-max (5) - The sensor value is above the maximum
threshold.

absent (6) - The sensor is missing.

The current value (reading) of the sensor.

The unknown value -2147483648 indicates the maximum value of integer
value; it also means that the sensor does not have the capability to measure
the actual value. The temperature sensor value is in Celsius, the fan value is in
RPM (revolutions per minute), and the power supply sensor reading is
unknown.

Additional information on the sensor. It contains the sensor type and number,
in textual format; for example: Temp 3, Fan 6, and so on.

This MIB was introduced.

The VPLS MIB defines objects that help in modeling the Virtual Private LAN Service (VPLS) protocol.

The following table lists the MIB modules that are part of the VPLS MIB.

TABLE 14 VPLS MIB
MIB name and OID

VPLS-GENERIC-MIB
1.3.6.1.2.1.10.274
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Supported

Partial (read-only)

Description

Contains generic managed object definitions for VPLS.
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TABLE 14 VPLS MIB (continued)

MIB name and OID Supported
VPLS-LDP-MIB No
1.3.6.1.2.1.10.275

VPLS-BGP-MIB No

1.3.6.1.2.110276

The following objects listed support VPLS-GENERIC-MIB.

TABLE 15 VPLS-GENERIC-MIB objects

Object group name and OID Supported
vplsConfigTable Yes
1.3.6.1.2.1.10.274.1.2

vplsStatusTable Yes

1.3.6.12.110274.13

NOTE
None of the traps are supported.

VPLS configuration table

The following table lists the objects that are supported for the vplsConfigTable.
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TABLE 16 vplsConfigTable
Object name, OID, and syntax Supported

vplsConfigindex
13.6.121102741211

Read-only

Syntax: Unsigned 32

vplsConfigName
1.3.6.1.2.1.102741.21.2

Read-only

Syntax: SnmpAdminString

vplsConfigDescr
1.3.6.1.21.10.274.1.2.1.3

Read-only

Syntax: SnmpAdminString

vplsConfigAdminStatus
1.3.6.1.2.1.10.274.1.2.1.4

Read-only

Syntax: INTEGER

vplsConfigMacLearning
1.3.6.12.110274.12.16

Read-only

Syntax: TruthValue

vplsConfigDiscardUnknownDest
1.3.6.1.2.1.102741.21.7

Read-only

Syntax: TruthValue

vplsConfigMacAging
1.3.6.1.21.10.274.1.2.1.8

Read-only

Syntax: TruthValue

Description

Contains managed object definitions for LDP-signaled
VPLS.

Contains managed object definitions for BGP signaled
VPLS.

Description

This table specifies information for configuring and
monitoring VPLS.

This table provides information for monitoring VPLS.

Description

Unique index for the conceptual row identifying a VPLS.

Name of the VPLS. If there is no local name for this object, then this
object should contain a zero-length octet string.

A text string containing information about the VPLS. If there is no
information for this VPLS, then this object should contain a zero-length
octet string.

The desired administrative state of the VPLS.

This object specifies if MAC learning is enabled in the VPLS. If this
object is true, then MAC learning is enabled. If it is false, then MAC
learning is disabled.

If the value of this object is true, then those frames received with an
unknown destination MAC are discarded in this VPLS. If it is false, then
the packets are processed.

If the value of this object is 'true’, then the MAC aging process is enabled
in this VPLS. If it is false, then the MAC aging process is disabled.
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TABLE 16 vplsConfigTable (continued)

Object name, OID, and syntax Supported Description
vplsConfigFwdFullHighWatermark | No This object specifies the utilization of the forwarding database for a
1.3.6.1.2.1.10.274.1.2.1.10 specific VPLS instance at which the vplsFwdFullAlarmRaised notification

is sent. The value of this object must be higher than

Syntax: Unsigned 32 vplsConfigFwdFullLowWatermark. This object returns a value of O.

vplsConfigFwdFullLowWatermark No This object specifies the utilization of the forwarding database for a
1.36.1.2.1.10.274.1.2.1.11 specific VPLS instance at which the vplsFwdFullAlarmCleared
notification is sent. The value of this object must be less than

Syntax: Unsigned 32 vplsConfigFwdFullHighWatermark. This object returns a value of O.

vplsConfigRowStatus Read-only This object is for creating, modifying, and deleting this row.
1.36.12.110274.12.1.12

Syntax: RowStatus

vplsConfigMtu Read-only The value of this object specifies the MTU of the specific VPLS instance.
1.36.1.2.110274.1.2.1.13 This can be used to limit the MTU to a value lower than the MTU

ted by th iated do wires.
Syntax: Unsigned 32 supported by the associated pseudo wires
vplsConfigVpnld Read-only This objects indicates the IEEE 802-1990 VPN ID of the associated
1.3.6.1.21.10.274.1.2.1.14 VPLS.

Syntax: VPNIdOrZero

vplsConfigStorageType Read-only This variable indicates the storage type for this row.
1.36.1.2.1.10.274.1.2.1.15

Syntax: StorageType

vplsConfigSignalingType Read-only Desired signaling type of the VPLS. If the value of this object is Idp (1),
1.3.6.1.2.1.10.274.1.2.1.16 then a corresponding entry in vplsLdpConfigTable is required. If the value
of this object is bgp(2), then a corresponding entry in
vplsBgpConfigTable is required. If the value of this object is none (3),
then it indicates a static configuration of pseudo wire labels.

Syntax: INTEGER

VPLS status table

The following table lists the objects that are supported for the vplsStatusTable.

TABLE 17 vplsStatusTable
Object name, OID, and syntax Supported Description

vplsStatusOperStatus Yes The current operational state of this VPLS.
1.36.121.1027413.11

Syntax: INTEGER

vplsStatusPeerCount Yes This objects specifies the number of peers (pseudo wires) present in this
1.3.6.1.2.1.10.274.1.3.1.2 VPLS instance.

Syntax: Counter32

History

Release version History

17r.1.00 This MIB was introduced.
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